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Abstract of the contribution:  This PCR introduces the solution for KI#3 Direct Path Switching between PC5 and Uu.
1. Reason for Change
This PCR introduces the solution for Direct Path Switching between PC5 and Uu.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-33.
* * * First Change -  All text is new * * *
6.X
Solution #X: Direct Communication Path switching between PC5 and Uu 
6.X.1
Description

This solution resolves Key Issue #3 for direct communication path switching between PC5 and Uu.

6.X.2
Procedures
6.X.2.1 
Direct Communication Path switching from PC5 to Uu
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Figure 6.X.2.1-1: Path switching from PC5 to Uu
0.
UE1 and UE2 are provisioned with path switching policies (e.g. enabled/disabled, preferred interface, radio quality thresholds) by using the procedure as defined in clause 6.2 in TS 23.304 [3].
1.
UE1 and UE2 establish a PC5 connection. During this procedure, the Path switching parameters (e.g. path switching enabled/disabled) are exchanged.

2.
UE1 informs UE2 about its PDU session status (e.g. available for PDU session establishment) by using the PC5 Keepalive procedure.

3.
UE2 informs UE1 about its PDU session status (e.g. available for PDU session establishment) by using the PC5 Keepalive procedure
Editor’s Note: Whether other ProSe signalling can be used for PDU session status exchange is FFS.
4.
If UE1 determines to switch path from PC5 to Uu e.g. based on PC5 signal level and UE2’s PDU session status (i.e. PDU session establishment is available), UE1 sends a PC5 Path Switching Request message to UE2, including the path switching direction (i.e. PC5-to-Uu).
5.
UE2 may establish a PDU session or modify an existing PDU session for switched traffic.

6.
UE2 sends a PC5 Path Switching Response message to UE1, which includes the IP address associated to UE2’s PDU session. 
 
7.
UE1 may establish a PDU session or modify an existing PDU session for switched traffic.

8.
UE1 sends a PC5 Path Switching Ack message to UE2, which includes the IP address associated to UE1’s PDU session. 
UE1 may send a PC5 Path Switching Abort message to abort the path switching procedure e.g., if the PDU session establishment/modification failed.  
9.
After the step 8, UE1 and UE2 may release the PC5 connection and use Uu path for communication.
Editor’s Note: how to support Ethernet traffic and Unstructured traffic is FFS.
6.X.2.2 
Direct Communication Path switching from Uu to PC5
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Figure 6.X.2.2-1: Path switching from Uu to PC5
0.
UE1 and UE2 are provisioned with path switching policies (e.g. enabled/disabled, preferred interface, radio quality thresholds) by using the procedure as defined in clause 6.2 in TS 23.304 [3]. UE1 and UE2 use Uu path for communication.
1.
UE1 and UE2 establish a PC5 connection. During this procedure, the Path switching parameters (e.g. path switching enabled/disabled) are exchanged.

2.
UE1 sends a PC5 Path Switching Request message, including the path switching direction (i.e. Uu-to-PC5) and the IP address associated to UE1’s PDU session.
3.
UE2 sends a PC5 Path Switching Response message, including the IP address associated to UE2’s PDU session.
4. 
UE1 and UE2 use PC5 path for communication.
5.
UE1 and UE2 may release/modify their PDU session.
Editor’s Note: how to support Ethernet traffic and Unstructured traffic is FFS.
6.X.3
Impacts on services, entities and interfaces
UE:
-
Support path switch procedure.

PCF:

-
Support path switch policy provisioning.

* * * End of Changes * * *
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