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Abstract of the contribution:  This PCR introduces the solution for KI#6: Policy and parameters provisioning for PIN.
1. Reason for Change
This PCR introduces the solution for Key Issue #6 on Policy and parameters provisioning for PIN.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-88.
* * * First Change * * *
6.0
Mapping of Solutions to Key Issues
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* * * Next Change * * *
6.X
Solution #X: PIN Policy and parameters provisioning
6.X.1
Description

This solution resolves Key Issue #6: Policy and parameters provisioning for PIN. 
PCF based Policy and parameters provisioning for PIN are used for this solution. The Registration procedures as defined in clause 4.2.2.2 of TS 23.502 [3], UE Policy Association Establishment procedure as defined in clause 4.16.11 of TS 23.502 [3] and UE Policy Association Modification procedure as defined in clause 4.16.12 of TS 23.502 [3] apply with the following additions:
-
the UE indicates its PEMC/PEGC capability in the Registration Request message 
-
the AMF provides the PEMC/PEGC capability indication to the PCF in the UE Policy Association Establishment and UE Policy Association Modification procedures.
-
the PCF provides PIN Policies and parameters to the UE by using the procedure as defined in clause 4.2.4.3 "UE Configuration Update procedure for transparent UE Policy Delivery" in TS 23.502 [3].
6.X.2
Policy and parameters for PIN
The following set of information is provisioned to the PEMC via PIN Policy and parameters provisioning:
-
Authorized PIN types, e.g. sensor PIN, VR PIN, game PIN, and corespondings 

-
Connectivity type, e.g. whether connections to 5G network (i.e. PDU session) is needed for the PIN, 
-
PIN duration,

-
PIN size, i.e. maxmum numbder of allowed PINEs,

-
Allowed applications/service in the PIN

-
5GC authorization for PINE or local authorization for PINE.

-
Security parameters.

NOTE:
Security parameters will be determined by SA WG3.

6.X.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.

* * * End of Changes * * *
