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Abstract of the contribution: This contribution proposes a new solution for Key Issue #6 in TR 23.700-08.
Discussion
This solution addresses the aspects of Key Issue #6 on whether the mechanisms already defined for overload control in the network can support all the requirements for supporting PALS or not in order to identify any enhancements to the existing mechamisms or to define additional mechanisms. More specifically, the following existing mechanisms, as captured in clause 5.6.1 of TR 23.700-08, are discussed:
· Access control and barring as defined in clause 5.2.5 of TS 23.501;
· Control Plane Load Control, Congestion and Overload Control as defined in clause 5.19 of TS 23.501;
· Prevention of signalling overload related to Disaster Condition and Disaster Roaming service as defined in clause 5.40.6 of TS 23.501.
Unified Access Control is used to limit access attemps from UEs when high network load conditions happens and the network may want to protect itself against overload as defined in clause 5.2.5 of TS 23.501. Depending on network configuration, the network may determine whether certain access attempt should be allowed or blocked based on categorized criteria, as specified in TS 22.261 and TS 24.501. Therefore, the NG-RAN may broadcast barring control information associated with Access Categories and Access Identities as specified in TS 38.300. The Access Identities are used to indicate UE’s configuration to use specific services such as multimedia priority service (MPS), mission critical service (MCS), disaster condition etc., and the Access Categories are used to indicate categories like emergency or mobile oriented (MO) signalling, voice call, video call, SMS, data. As UEs accessed to local services may have the same or similar Access Identities and Access Categories, the existing Unified Access Control and barring may not prevent the overload caused by UEs attempts to return their home network after accessing the local services hosted by a local hosting network.
Observation 1: The existing mechanism for overload control defined as part of Unified Access Control with operator-defined access category and identity definitions may not protect network against overload caused by attemps from UEs that accessed the local services hosted by a local hosting network and return to their home network.
Control Plane Load Control, Congestion and Overload Control in clause 5.19 of TS 23.501 defines NAS-level congestion control as part of AMF overload control and/or SMF overload control. The SMF overload control may be activated by SMF due to congestion situation at SMF e.g. configuration, by a restart or recovery condition of a UPF, or by a partial failure or recovery of a UPF for a particular UPF(s). AMF overload control restricts the load that the 5G-AN node(s) are generating, in case the 5G-AN is configured to support overload control. To reflect the amount of load that the AMF wishes to reduce, the AMF can adjust the proportion of 5G-AN nodes. When restricting a 5G-AN signalling connection, the 5G-AN indicates to the UE an appropriate wait timer that limits further 5G-AN signalling connection requests until the wait timer expires. When the UE receives a back-off time, the UE shall not initiate any NAS signalling with regards to the applied congestion control until the back-off timer expires or the UE receives a mobile terminated request from the network, or the UE initiates signalling for emergency services or high priority access. As NAS level congestion control may be applied in general (i.e. for all NAS messages), per DNN, per S-NSSAI, per DNN and S-NSSAI, or for a specific group of UEs, the existing mechanism can be enhanced to support NAS level congestion control per local hosting network or for a specific group of UEs that accessed to a local service(s).
Observation 2: The mechanisms defined in clause 5.19 of TS 23.501 as part of Control Plane Load Control, Congestion and Overload Control can be enhanced to support NAS level congestion control per local hosting network or for a specific group of UEs that accessed to a local service(s).
A similar problem has also been defined in 3GPP study item named minimization of service interruption (CT-MINT) TR 24.811 and details are defined in clause 5.40.6 of TS 23.501. The TR 24.811 focusses on “Disaster Conditions” where a PLMN cannot serve its subscribers due to being affected from a disaster condition, and another PLMN which has not been affected from the disaster condition serves the subscribers of the PLMN with disaster condition. Once the disaster condition is no longer applicable, subscribers that are in roaming due to the disaster condition will perform PLMN re-selection to return to their home PLMN. As different messages/information elements are proposed in TR 24.811 to indicate disaster condition to UEs and other PLMNs as well as to manage such an occasional condition with a special care, the proposed methods/mechanisms cannot be applied to the scenario where users access local services temporarily on-demand.
Observation 3: “Disaster Condition” and “Disaster Roaming” are triggered when an occasional condition with a special care has happened. Therefore, these occasional conditions should not be applied to support access to on-demand, local services as part of PALS in order to not cause any issues to the network and UEs when these occasional disaster conditions happen.

Proposals
It is proposed to adopt the following solution in TR 23.700-08.   
* * * * Start of Change * * * *
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6.x	Solution #X: UE Group specific NAS level congestion control
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One of the aspects of the Key Issue #6 is how to mitigate user plane and control plane overload caused by a high number of UEs returning from a temporary local access of a hosting network to their home network in a very short period of time. 
This solution describes how the existing mechanisms defined in clause 5.19.7.5 of TS 23.501 can be enhanced to support NAS level congestion control for a specific group of UEs that has temporarily accessed to a local service(s) and has attempted to return their home network almost simultaneously.
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The proposed solution focuses on using group specific NAS level congestion control mechanism to mitigate user plane and control plane overload caused by a higher number of UEs returning from a hosting network to their home network in a very short period of time. 
Group specific NAS level congestion control is performed at the 5GC only, and it is transparent to UE. The AMF or SMF or both may apply NAS level congestion control for a UE associated to an Internal-Group Identifier described in clause 5.9.7 of TS 23.501.
The network associates UEs temporarily accessing localized services to an Internal-Group Identifier, which can be specific to each local hosting network and/or service, and applies UE group-specific NAS level congestion control to mitigate user plane and control plane overload caused during the return of UEs.
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· when the UE-initiated de-registration request message sent from UE to its HPLMN in order to access to local services provided by a LHN, UE indicates in the de-registration message (i.e., “hosting network access” or “5GS local network access indication”) that the de-registration request is to access to local services provided by a LHN; or
· when the network-initiated de-registration request message sent from network to the UE in order to enable the UE to register with a LHN to access to local services, the network indicates in the de-registration message (i.e., “hosting network access” or “5GS local network access indication”) that the de-registration request is to enable UE to register with a LHN to access to local services;
The home network (HPLMN) may utilize:
· an application function (AF) residing in the local hosting network(s); or
· an exposure framework from local hosting network(s), 
to receive information on users who requested access or has accessed to the local service(s) in order to associate users to an Internal-Group Identifier specific to local hosting network(s) and/or local service(s).
Editor’s Note: It is FFS whether and how new mechanism(s) developed for KI#5 is considered in this solution.
Then, the network (AMF or SMF) applies UE group-specific NAS level congestion control to manage the return of UEs from the LHN to their home PLMN by spreading out the registration attempts over time and limiting the number of UEs attempting to register simultaneously when the UEs accessed to the local service(s) provided by the LHN(s) are returning back to their home network. 
6.x.4	Impacts on services, entities and interfaces
UDM:
-	Support for local hosting network and/or local service information in the Internal-Group Identifier.
UE:
-	Shall support configuration and handling of the PALS-related de-registration information (i.e., “hosting network access” or “5GS local network access indication”).
AMF:
· Shall support PALS-related de-registration information element (i.e., “hosting network access” or “5GS local network access indication”).
· Shall apply Group Specific NAS level congestion control when UEs temporarily accessed to local service(s).
NEF:
· Shall support exposure from local hosting networks 
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