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Abstract: This contribution proposes a solution for Key Issue #2 – Support of providing VPLMN network slice information to a roaming UE in TR 23.700-41.
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Table 6.0-1: Mapping of Solutions to Key Issues
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NEXT CHANGE
6.X	Solution #x: Support of slice aware PLMN selection in roaming scenarios 
[bookmark: _Toc509873780][bookmark: _Toc20227986][bookmark: _Toc22125439][bookmark: _Toc22125859][bookmark: _Toc22126133][bookmark: _Toc22183819][bookmark: _Toc22183889][bookmark: _Toc22184059][bookmark: _Toc22184161][bookmark: _Toc22261937][bookmark: _Toc25971114][bookmark: _Toc25971358][bookmark: _Toc26360282][bookmark: _Toc26360351][bookmark: _Toc30639996][bookmark: _Toc31274600]6.X.1	Introduction
This is a solution to Key Issue #2, "Support of providing VPLMN network slice information to a roaming UE".
This key issue aims at addressing the following aspects for a roaming UE requiring a network slice not offered by higher priority VPLMN(s) but available from other network(s):
[bookmark: _Toc509873781][bookmark: _Toc20227987][bookmark: _Toc22125440][bookmark: _Toc22125860][bookmark: _Toc22126134][bookmark: _Toc22183820][bookmark: _Toc22183890][bookmark: _Toc22184060][bookmark: _Toc22184162][bookmark: _Toc22261938][bookmark: _Toc25971115][bookmark: _Toc25971359]-	Study how and when the HPLMN provides the UE with information about slice availability per VPLMN and prioritization information of the VPLMNs with which the UE may register for the network slice. The study includes the content of the information.
-	Study how and when to use the information received by the UE from the HPLMN to influence automatic PLMN selection.

[bookmark: _Toc26360283][bookmark: _Toc26360352][bookmark: _Toc30639997][bookmark: _Toc31274601]6.X.2	Functional Description
The solution defines the "Network Slice Support per VPLMN" information that includes a prioritized list of preferred PLMN/access technology combination(s) with supported mapped S-NSSAIs. This information is provided by the HPLMN in a transparent container. This container is integrity protected by the HPLMN similarly to the Steering of Roaming information. 
When the UE invokes an application or service for which mapping S-NSSAI is not supported by the current VPLMN, the UE deregisters from the current VPLMN and selects the highest priority VPLMN that supports the required S-NSSAI.
6.X.3	Procedures
The following figure represents a high-level procedure of the solution:
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Figure 6.X.3-1 – Support of slice-aware PLMN selection in roaming scenarios
1)	UE triggers initial registration with the highest priority PLMN in the roaming country. The UE includes a support indicator for "Network Slice Support per VPLMN" information in the Registration Request message.
2)	As part of the existing procedure, visited AMF may interact with UDM to authenticate the UE. The presence of the support indicator for "Network Slice Support per VPLMN" information triggers the AMF to retrieve such information from the UDM.
3)	UDM determines to populate the "Network Slice Support per VPLMN" information and send it in a transparent container. This container is integrity protected by the HPLMN similarly to Steering of Roaming information.
4) 	AMF receives the integrity protected transparent container from the HPLMN and sends a Registration Accept message to the UE with the container.
5) 	The UE saves the transparent container and creates a prioritized list of preferred PLMN/access technology combination(s) with supported mapped S-NSSAIs.
6) 	When the UE invokes an application or service for which mapping S-NSSAI is not supported by the current VPLMN, the UE deregisters from the current VPLMN and selects the highest priority VPLMN that supports the required S-NSSAI.
8-9) 	UE performs registration procedure with the selected VPLMN.
Any changes to "Network Slice Support per VPLMN" information can be updated to the UE via UE Configuration Update procedure as specified in clause 4.2.4 of TS 23.502 [x].

6.X.4 	Impacts on services, entities and interfaces
UE:
· Requests "Network Slice Support per VPLMN" information using an appropriate support indicator.
· Processes "Network Slice Support per VPLMN" information included in the transparent container.
· When a Requested NSSAI is not supported by the current VPLMN, it deregisters from the current VPLMN and it selects, based on the "Network Slice Support per VPLMN" information, the highest priority VPLMN that supports the required S-NSSAI.
AMF:
· Transfers the "Network Slice Support per VPLMN" information support indication to the UDM.
· Transfers the transparent container including the "Network Slice Support per VPLMN" information to the UE.
UDM:
· Creates "Network Slice Support per VPLMN" information based on UE’s support indicator and includes it in a transparent container.
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