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Abstract of the contribution: Solution proposal for UPF event exposure service for SMF
1 Discussion
The following aspects should be studied in KI#2 to support UPF event exposure service(s):
-	How and what specific information the UPF can expose to NWDAF so NWDAF can provide existing (R16-R17) data analytics as specified in TS 23.288 [5]. Support of New R18 data analytics per the R18 FS_eNA_Ph3 may also be considered in alignment with that study
-	How and what specific information the UPF can expose to NEF/Local NEF/trusted AF, e.g. the information which can be exposed in R18 SA2 studies such as FS_EDGE_Ph2 and FS_XRM, or information which has been justified for exposure.
NOTE:	The Relevant Event IDs of the UPF event exposure services above can be introduced.
-	Whether PCF, CHF, and other NFs need to invoke UPF event exposure service. If yes, how and what specific information the UPF can expose to these NFs.

This solution proposal presented here addresses the bullet 3 in KI#2. 
The solution described that SMF invokes UPF event exposure service. In the current 5G core network architecture, SMF and UPF exchange information through the N4 interface. The PFCP protocol is used in N4 interface, which has no universality in other interface of core network. This solution intends to migrate some services of the original N4 interface to the UPF event exposure service of the Nupf interface preliminarily.
2 Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk93055440]It is proposed to update TR 23.700-62 as follows.

Start of change

[bookmark: _Toc93070684][bookmark: _Toc92875660][bookmark: _Toc500949097]6.X	Solution: Support UPF expose information to other NFs (SMF)
[bookmark: _Toc93070685][bookmark: _Toc92875661][bookmark: _Toc500949098]6.X.1	Key Issue mapping
Editor's Note:	This clause lists the key issue(s) addressed by this solution.
[bookmark: _Toc500949099][bookmark: _Toc93070686][bookmark: _Toc92875662]6.X.2	Description
[bookmark: _Toc500949101]Editor's Note: This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). Sub-clause(s) may be added to capture details. 
The solution introduces UPF event exposure service between SMF and UPF. In the current core network architecture, PFCP is used as an protocol of N4 interface between SMF and UPF. SMF use PFCP’s URR to interact with UPF for traffic usage report. This solution intends to use the UPF event exposure service to obtain real-time or condition-triggered traffic user report. It adopts a service-based interface and uses the HTTP2 protocol, which is more general than the PFCP protocol of N4 interface and is suitable for other NFs.

[bookmark: _Toc93070687][bookmark: _Toc92875663]6.X.3	Procedures
Editor's Note: This clause describes high-level procedures and information flows for the solution.
6.X.3.1	UPF Event Exposure service for traffic usage report
The following Figure 6.X.3.1-1 depicts the UPF Event Exposure service for traffic usage report procedure. 


Figure 6.X.3.1-1: UPF Event Exposure service for traffic usage report procedure
1. The SMF sends the Nupf_UsageReport_Request message to URF to request the traffic usage report.
2. The UPF acknowledge whether request sucessly or not via Nupf_UsageReport_Response. If requst real-time report, UPF will send usage report immediately via this message. If SMF request condition-based triggered report, UPF will send usage report when trigger the time or volume conditions by another message.
End of change
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