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Abstract of the contribution: This contribution proposes a solution for key issue #1.
1	Discussion
[bookmark: _Hlk87257355]In Rel-18 FS_5WWC_Ph2, the KI#1 aims to provide differentiated service (e.g. QoS and charging) for UE and Non-3GPP devices connected behind a 5G RG. In Rel-17 5G ProSe, the solution for 5G ProSe Communication via 5G ProSe Layer-3 UE-to-Network Relay without N3IWF has defined a method that the Relay UE assigns the address to Remote UE and reports to 5GC the ID and the address information of the Remote UE, to enable 5GC to identify the remote UE. Guided by the existing knowledge in 3GPP (e.g. ProSe), this method can also be applied to UE connecting to the 5G-RG.
[bookmark: _Hlk85614707]In this solution, 5G-RG obtains User ID and UE info of devices connected behind a 5G-RG. 5G-RG sends these information to the SMF then to the PCF. Then the PCF or SMF can make corresponding policy decisions related to e.g. QoS control or charging.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700-17 on FS_5WWC_Ph2 as follows.
[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc22214906][bookmark: _Toc23254039][bookmark: _Toc22214903][bookmark: _Toc23254036][bookmark: _Hlk92215149]6	Solutions
[bookmark: _Toc22214907][bookmark: _Toc23254040]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	KI1
	KI2

	Solution 1: N3GPP device behind 5G-RG
	X
	

	Solution 2: UE behind 5G-RG and FN-RG
	X
	

	Solution 3: Differentiated QoS for N5CW devices behind 5G-RG
	X
	

	Solution 4: Solution of providing differentiated service for Non-3GPP devices connected behind a 5G-RG
	X
	

	Solution 5: 5GC-capable UE behind 5G-RG accessing 5GC 
	X
	

	Solution 6: New method for non-3GPP device connected behind a 5G-RG
	X
	

	Solution 7: Differentiated QoS for non-3GPP devices behind 5G-RG
	X
	

	
	
	

	
	
	

	Solution 10: Registration via Trusted Non-3GPP Access with TNGF Relocation
	
	X

	Solution 11: Registration via Untrusted Non-3GPP Access with N3IWF Relocation
	
	X

	Solution 12: slice related TNGF selection for WLAN access
	
	X

	
	
	

	Solution X: providing differentiated service for UE and non-3GPP devices connected behind a 5G-RG
	X
	

	
	
	


[bookmark: _Toc500949097][bookmark: _Toc22214908][bookmark: _Toc23254041]6.X	Solution #X: providing differentiated service for UE and non-3GPP devices connected behind a 5G-RG
[bookmark: _Toc500949099][bookmark: _Toc22214909][bookmark: _Toc23254042]6.X.1	Description
[bookmark: _Toc500949101]Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). (Sub) clause(s) may be added to capture details.
[bookmark: _Toc22214910]In Rel-18 FS_5WWC_Ph2, the KI#1 aims to provide differentiated service (e.g. QoS and charging) for UE and Non-3GPP devices connected behind a 5G RG. Guided by the existing knowledge in 3GPP (e.g. ProSe), the study for L-3 UE-to-Network Relay without N3IWF in 5G can also be applied to UE connects to the 5G-RG for UE approach.
[bookmark: _Toc23254043]In this solution, 5G-RG obtains User ID and UE info of devices connected behind a 5G-RG. And 5G-RG sends these information to the SMF, in turn delivered to the PCF. Then the PCF or SMF can make corresponding policy decisions related to e.g. QoS control or charging.
6.X.2	Procedures
[bookmark: _Toc97155736]6.X.2.1	providing differentiated service for non-3GPP devices connected behind a 5G-RG
Editor's note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc22214911]


1. Non-3GPP device connects to 5G-RG with non-3GPP access network (e.g. establishes WiFi association).
During this procedure, 5G-RG obtains non-3GPP device’s User ID and Non-3GPP device info. The User ID is an identity of the non-3GPP device (e.g. MAC address, or SUCI which could be acquired by Authentication procedure for NSWOF in TS 33.501[9] Annex S, or SUPI). The non-3GPP device info is used to assist identifying the non-3GPP device in the 5GC. For IP PDU Session Type, the non-3GPP device info is non-3GPP device IP info. For IPv4, 5G-RG as a NAT shall report TCP/UDP port ranges assigned to individual non-3GPP device (s). For Ethernet PDU Session Type, the non-3GPP device info is non-3GPP device Ethernet address. 
Editor's note: Whether and how the SUPI could be acquired is FFS. 
2. 5G-RG sends Remote UE Report message to the SMF through the AMF. The Remote UE Report message includes Non-3GPP device’s User ID and Non-3GPP device info. 
NOTE:	It is assumed that the 5G-RG already establishes a PDU session.
Editor's note: Whether use the Remote UE Report message or define a new message is FFS.
3. The SMF sends non-3GPP device’s User ID and Non-3GPP device info to the PCF by initiating the SM Association Modification procedure. The SMF may store the Non-3GPP device’s User ID and Non-3GPP device info.
4. The PCF stores the Non-3GPP device’s User ID and Non-3GPP device info. Besides, the PCF can get policy information for Non-3GPP device from local configuration or from UDR. The detail on how to configure and store and manage the policy information for the non-3GPP device may need further study, considering these operations may relate to some services.
5. The PCF shall authorize policy for the non-3GPP device based on policy information at step 4.
6. The PCF generates and sends the PCC rules related to e.g. QoS or charging for non-3GPP devices connected behind a 5G-RG.
7. The SMF performs charging and QoS provision via existing mechanisms. And the SMF provides the charging information with corresponding User ID to the CHF.
[bookmark: _Toc23254044]6.X.2.2	differentiated QoS for 5GC-capable UE connected behind a 5G-RG
The solution is based on the architecture as defined in clause 4.10 of TS 23.316[5] which UE connects to the overlay 5G network using the trusted N3GPP for UE approach. After acquiring the local IP, e.g. UE receives IP configuration during Registration procedure for trusted non-3GPP access at step 12 in clause 4.12a of TS 23.502[3], the 5G-RG (acts as a TNAP) performs step 2 and 3 as in clause 6.X.2.1, to report User ID (e.g. MAC address, or SUCI of the UE) and UE info to 5GC. Then step 4 to 7 in clause 6.X.2.1 are performed to authorize QoS to the UE, e.g. with the configured default QoS for the UE.
Once the TNGF acquires the UE’s QoS information e.g. UE-AMBR or session-AMBR from 5GC when UE setup PDU session, it sends the corresponding QoS information to 5G-RG through the Ta interface. Then 5G-RG stores the QoS information for the UE and performs PDU session modification procedure to request the QoS for the UE’s data flow identified by UE info. For example, the 5G-RG can request MBR for the data flow of this UE in the PDU session of 5G-RG. The SMF and PCF perform subsequent procedures for PDU Session Modification to authorize and enforce the QoS for the UE’s data flow in the PDU session.
If needed, the 5GC at 5G-RG side can perform differentiated charging for the data flow of this UE following the procedures in 6.X.2.1, although the 5GC at the UE side will perform charging for the UE. This approach can handle the issue of repeat billing at 5G-RG, by excluding the amount of data generated by 5GC-capable UEs behind the 5G-RG.
6.X.3	Impacts on Existing Nodes and Functionality
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
5G-RG:
-	 5G-RG sends User ID and UE info to the SMF through the AMF, e.g. by Remote UE Report message
-	 5G-RG receives Qos information of the UE from TGNF and performs PDU session modification procedure to request the QoS for data flow of the UE.
SMF:
-  The SMF sends User ID and UE info to the PCF by initiating the SM Association Modification procedure.
-	The SMF provides the charging information with User ID to the CHF.
-  The SMF may store the User ID and UE info of devices connected behind a 5G-RG.
PCF:
-  The PCF can get policy related to e.g. QoS control, or charging of Non-3GPP device.
-  The PCF stores the User ID and UE info of devices connected behind a 5G-RG.
-  PCF authorizes policy for non-3GPP devices or UE behind the 5G-RG.
TNGF:
-  The TNGF sends the corresponding QoS information of the UE to 5G-RG through the Ta interface.
* * * * End of changes * * * *
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