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Abstract of the contribution: This paper proposes a new solution for KI#2 "5GC information exposure to UE".
Discussion
Regarding Key Issue #2: 5GC information exposure to UE captured in clause 5.2 of TR 23.700-80v0.1.0, this paper proposes a new solution.

Proposal
It is proposed to agree the following changes into TR 23.700-80v0.1.0.

* * * * Start of 1st Change * * * * 
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Table 6.0-1: Mapping of Solutions to Key Issues
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* * * * Start of Next Change * * * *
!! All New Texts !! 
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[bookmark: _Toc97271691]6.Y.1	Description
[bookmark: _Toc326248711][bookmark: _Toc20147943][bookmark: _Toc23145943]This is a solution for key issue #2 "5GC information exposure to UE".
The outline of the proposed solution for 5GC information exposure to UE by SMF is as below:
-	The SMF serving the PDU Session for AI/ML based services/applications provides analytics information obtained from the NWDAF to the UE. 
-	The UE can enable analytics information exposure to UE during PDU Session Establishment procedure and PDU Session Modification procedure.
-	The UE can disable analytics information exposure to UE during PDU Session Modification procedure so that the SMF stops the analytics information exposure to the UE.
-	The enabled analytics information exposure to UE can be also disabled when the PDU Session is released.
-	The SMF may subscribe or request to analytics information provided by the NWDAF when receiving the enabling request for analytics information exposure sent by the UE.
-	When the SMF receives the enabling request for analytics information exposure from a UE, the SMF checks whether it has already subscribed to the Analytics ID related to the analytics information exposure with same input parameters to the NWDAF. If so, the SMF does not have to subscribe to the Analytics ID again. Otherwise, the SMF subscribes to the Analytics ID for the UE.
-	When the analytics information exposure is not needed anymore for any UE, the SMF checks whether the subscription to the Analytics ID related to the analytics information exposure needs to be kept for other UE(s). If not, the SMF unsubscribes to the Analytics ID.
The above SMF operations related to the (un)subscription to analytics information provided by the NWDAF can be considered as shared (un)subscription.
[bookmark: _Toc97271692]6.Y.2	Procedures
6.Y.2.1	Procedure for enabling analytics information exposure to UE
Figure 6.Y.2.1-1 shows the procedure for enabling analytics information exposure to UE.


Figure 6.Y.2.1-1: Procedure for enabling analytics information exposure to UE
0.	UE-1 performs registration.
In steps 1 to 5, UE-1 enables analytics information exposure to UE during the PDU Session Establishment procedure as defined in clause 4.3.2.2.1 of TS 23.502 [4] with the following differences.
1.	If UE-1 wants to obtain analytics information from 5GC, UE-1 includes an enabling request for analytics information exposure in the PDU Session Establishment Request. 
The DNN and S-NSSAI for the PDU Session is for AI/ML based services/applications, i.e. Application AI/ML operations.
2.	The SMF receives the PDU Session Establishment Request including the enabling request for analytics information exposure.
3.	Session Management subscription data related to the DNN and S-NSSAI for AI/ML based services/applications in the UDM contains the following data regarding analytics information exposure to UE.
-	Analytics information exposure to UE allowed: indicates whether the UE is authorized to enable the analytics information exposure to UE.
-	Analytics ID(s) and related input parameters: identifies the Analytics ID(s) that are allowed to be exposed to the UE and input parameters for each Analytics ID (e.g. Analytics Filter Information, Target of Analytics Reporting, Analytics target period, etc) as defined in clause 6.1.3 of TS 23.288 [6].
-	Analytics ID="QoS Sustainability" and input parameters as defined in clause 6.9.1 of TS 23.288 [6].
Editor's note:	It is FFS whether other Analytics ID(s) than "QoS Sustainability" need to be added.
4.	The SMF received the enabling request for analytics information exposure from the UE determines whether UE-1 is authorized to enable the analytics information exposure to UE taking into account the SM subscription data received from the UDM.
	If authorization check succeeds, the SMF includes an Accept to the enabling request for analytics information exposure in the PDU Session Establishment Accept. Otherwise, the SMF includes a Reject to the enabling request for analytics information exposure in the PDU Session Establishment Accept.
5.	UE-1 receives the PDU Session Establishment Accept including the Accept or Reject to the enabling request for analytics information exposure.
6.	PDU Session Establishment procedure is complete as specified in Figure 4.3.2.2.1-1 of TS 23.502 [4].
7.	If authorization check succeeded in step 4, the SMF subscribes to analytics information on "QoS Sustainability" provided by NWDAF based on the subscription data described in step 3 if the SMF has not subscribed to "QoS Sustainability" analytics yet for other UE with the same input parameters. For input parameters included in the subscription request, the SMF may use the subscription data and local configuration. The SMF can determine the location information that is one of input parameters for "QoS Sustainability" analytics based on e.g. the UE location information, its Service Area.
8.	The NWDAF collects the data specified in clause 6.9.2 of TS 23.288 [6].
9.	The NWDAF derives the requested analytics as specified in clause 6.9.3 of TS 23.288 [6].
10.	The NWDAF provides notification on "QoS Sustainability" to the SMF.
11.	The SMF invokes the Namf_Communication_N1N2MessageTransfer service operation on the AMF to transfer the "QoS Sustainability" analytics information within N1 SM information sent towards UE-1.
12.	The AMF sends the N1 NAS message including the "QoS Sustainability" analytics information to UE-1.
13.	UE-1 may take the "QoS Sustainability" analytics information into account, e.g. to report its resources for Federated Learning Operation to the AI/ML Application Server.
NOTE 1:	For example, if UE-1 is notified that RAN UE Throughput threshold or QoS Flow Retainability threshold cannot be met, UE-1 can report this to the AI/ML Application Server so that the AI/ML Application Server will not select UE-1 for FL Operation. If UE-1 is notified that RAN UE Throughput threshold cannot be met, UE-1 can report this to the AI/ML Application Server. In this case, the AI/ML Application Server can expect that FL Operation UE-1 is involved will take longer than under normal circumstances.
14.	Same as steps 0-6. As a result, UE-2 enables analytics information exposure to UE during the PDU Session Establishment procedure.
	In Figure 6.Y.2.1-1, the SMF does not subscribe to analytics information on "QoS Sustainability" provided by NWDAF after receiving the enabling request for analytics information exposure from UE-2 because the SMF has subscribed it already in step 7. 
However, if any input parameter such as the location information is different to that for the subscription already made, the SMF subscribes to analytics information on "QoS Sustainability" for UE-2, or for both UE-1 and UE-2 in a combined manner, e.g. the location information covering both UE-1 and UE-2.
15.	The NWDAF derives new analytics taking into account the most recent data collected.
16.	The NWDAF provides notification on "QoS Sustainability" to the SMF.
17.	Same as step 11.
18.	The SMF invokes the Namf_Communication_N1N2MessageTransfer service operation on the AMF to transfer the "QoS Sustainability" analytics information within N1 SM information sent towards UE-2.
19.	Same as step 12.
20.	The AMF sends the N1 NAS message including the "QoS Sustainability" analytics information to UE-1.
21.	Same as step 13.
22.	UE-2 may take the "QoS Sustainability" analytics information into account, e.g. to report its resources for Federated Learning Operation to the AI/ML Application Server.
NOTE 2:	Steps 21 and 22 can be executed in parallel.
The UE can also enable analytics information exposure to UE during the PDU Session Modification procedure.
NOTE 3:	The UE can use the PDU Session Modification procedure only to enable analytics information exposure to UE.
The UE can enable analytics information exposure to UE as one-time report type by indicating this to the SMF when enabling analytics information exposure during PDU Session Establishment procedure or PDU Session Modification procedure. In this case, the SMF requests to analytics information by invoking Nnwdaf_AnalyticsInfo_Request service operation.
[bookmark: _Toc97271693]6.Y.2.2	Procedure for disabling analytics information exposure to UE
Figure 6.Y.2.2-1 shows the procedure for disabling analytics information exposure to UE.


Figure 6.Y.2.2-1: Procedure for disabling analytics information exposure to UE
0a.	For the UE, the PDU Session is established and subscription to analytics information to the NWDAF by the SMF is made as described in clause 6.Y.2.1.
0b.	The UE and the AI/ML Application Server may exchange application messages related to Application AI/ML operations.
In steps 1 to 5, UE-1 disables analytics information exposure to UE during the PDU Session Modification procedure as defined in clause 4.3.3.2 of TS 23.502 [4] with the following differences.
1.	If the UE wants to stop obtaining analytics information from 5GC, the UE includes a disabling request for analytics information exposure in the PDU Session Modification Request.
2.	The SMF receives the PDU Session Modification Request including the disabling request for analytics information exposure.
The SMF determines to stop the analytics information exposure to the UE.
3.	No difference in steps 1b to 2 in Figure 4.3.3.2-1 of TS 23.502 [4].
4.	The SMF includes an ACK to the disabling request for analytics information exposure in the PDU Session Modification Command.
5.	The UE receives the PDU Session Modification Command including the ACK to the disabling request for analytics information exposure.
6.	The UE sends the PDU Session Modification Command Ack to the SMF.
7.	PDU Session Modification procedure is complete as specified in Figure 4.3.3.2-1 of TS 23.502 [4].
8.	The SMF checks whether the subscription to "QoS Sustainability" analytics needs to be kept for other UE(s). If so, the SMF determines to keep the subscription. Otherwise, the SMF unsubscribes to "QoS Sustainability" analytics to the NWDAF.
The UE can also disable analytics information exposure to UE during the PDU Session Release procedure. Although the UE does not provide the disabling request to the SMF, the enabled analytics information exposure to UE can be disabled by the SMF when the PDU Session is released.
6.Y.3	Impacts on services, entities and interfaces
UE:
-	supports enabling analytics information exposure to UE.
-	supports disabling analytics information exposure to UE.
-	obtains analytics information from the SMF.
SMF:
-	handles enabling request and disabling request for analytics information exposure sent by the UE.
UDM:
-	stores Session Management subscription data related to analytics information exposure to UE


* * * * End of Changes * * * * 
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