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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes a new solution for KI#4: Influencing UPF and EAS (re)location for collections of UEs.
1 Discussion
As described in the clause 5.4 of TR 23.700-48, the following aspects will be studied for KI#4:
-	whether and how to define a collection of UEs forming a dynamic ad-hoc group that should use the same EAS and/or same local part of DN and/or same DNAI and how the collection is identified;
-	whether and how to influence UPF and EAS (re)location for a collection of UEs that should use the same EAS and/or same local part of DN and/or same DNAI;
[bookmark: _Hlk96442693]-	how to decide on a common local part of DN for the collection of UEs;
-	how to handle coordination of the UPF(s) and EAS (re)location for collections of UEs;
-	whether and how existing mechanisms suffice;
-	whether and what improvements are required for EAS discovery and re-discovery for UEs belonging to a collection of UEs.
This paper is to discuss and resolve the above issues. 

2	Proposal
It is proposed to agree the following texts in clause 6 of TR 23.700-48.
               ******* start of 1st change ********
[bookmark: _Toc97268158][bookmark: _Toc20224672][bookmark: _Toc43317511][bookmark: _Toc43374983][bookmark: _Toc43375444][bookmark: _Toc43801968][bookmark: _Toc43806234][bookmark: _Toc43806541]6	Solutions
[bookmark: _Toc97268159]6.0	Solution-Key issue matrix
The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
Table 6.0-1: Solution-Key issue matrix
	Solution
	Key issues

	Title
	(page)
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6.x	Solution #x: EAS discovery for a dynamic group
[bookmark: _Toc20224674][bookmark: _Toc43317512][bookmark: _Toc43374984][bookmark: _Toc43375445][bookmark: _Toc43801969][bookmark: _Toc43806235][bookmark: _Toc43806542]6.x.1	Description
The following solution corresponds to the key issue #4 on Influencing UPF and EAS (re)location for collections of UEs as specified in clause 5.4. This solution is applicable for both Session Breakout Connection Model and Distributed Anchor Point Model.
According to the local policy or PCC rule received from PCF, the SMF determines the UEs belonging to a dynamic group (collection of UEs), for example, the UEs use same application per Application Identifier or target FQDN of DNS Query, or the UEs locate in the same AoI, or associates with specific Group Identifier(s), these UEs can be classified as a collection of UEs forming a dynamic group. 
For a dynamic group, the SMF ensures the EAS information for accessing the same EAS and/or same local part of DN and/or same DNAI is obtained for the UEs:
1) For the case of EAS discovery with EASDF, the network routes the DNS query to the same DNS server(s) or including same information in EDNS Client Subnet option by indicating the information in the DNS message handling rule;
2) For the case of EAS discovery with local DNS Server/Resolver, the SMF determines the DNAI and selects corresponding PSA UPF serves the DNAI, and determines DNS server (s).

[bookmark: _Toc43317513][bookmark: _Toc43374985][bookmark: _Toc43375446][bookmark: _Toc43801970][bookmark: _Toc43806236][bookmark: _Toc43806543]6.x.2	Procedures
6.x.2.1	EAS Discovery Procedure with EASDF



Figure 6.x.2.1-1: EAS discovery with EASDF for UEs belonging to a dynamic group
1.	The UE sends a PDU session establishment request to SMF.
2.	During the PDU Session Establishment procedure, the SMF selects EASDF. The SMF determines whether and which dynamic group the UE belonging to, according to the local policy or PCC rule received from PCF, e.g. the UE uses specific application, or locates in AoI, or associates with specific Group Identifier. If the UE belongs to a dynamic group, the SMF should ensure the EAS information for accessing the same EAS and/or same local part of DN and/or same DNAI is obtained for the UEs via routing the DNS query to the same DNS server(s) or including same information in EDNS Client Subnet option. Thus SMF creates the DNS message handling rule: If the requested FQDN within DNS Query is included in FQDN ranges, or UE IP address is matched, the same DNS server address or information of EDNS Client Subnet option is indicated in the Forwarding Action.
3. The SMF invokes Neasdf_DNSContext_Create Request to the selected EASDF, and the request message includes UE IP address and DNS message handling rules. 
4.	The EASDF creates a DNS context for the PDU Session and stores the UE IP address, DNS message handling rule(s) into the context. The EASDF invokes the service operation Neasdf_DNSContext_Create Response.
5.	The SMF includes the IP address of the EASDF as DNS server/resolver for the UE in the PDU Session Establishment Accept message.
6.	The UE sends a DNS Query message to the EASDF.
7.	If the DNS Query message matches a DNS message detection template of DNS message handling rule for reporting, the EASDF sends the DNS message report to SMF by invoking Neasdf_DNSContext_Notify Request (information from the DNS Query e.g. target FQDN of the DNS Query).
8.	The SMF responds with Neasdf_DNSContext_Notify Response.
9a.	If the target FQDN of DNS Query is included in specific FQDN range, or according to UE location (e.g. due to UE mobility), the SMF determines UE should belong to a dynamic group, then SMF updates the DNS message handling rule to ensure the EAS information for accessing the same EAS and/or same local part of DN and/or same DNAI is obtained is obtained for the UEs of dynamic group, e.g. the same DNS server address or information of EDNS Client Subnet option is indicated in the Forwarding Action. 
9b. The SMF includes the updated DNS message handling rule in Neasdf_DNSContext_Update Request and sends it to the EASDF.
10.	The EASDF responds with Neasdf_DNSContext_Update Response.
11.	The EASDF handles the DNS Query message based on the DNS message handling rule, e.g. sends the DNS Query to specific Local DNS server, or adds the information in EDNS Client Subnet option of DNS Query and sends it to C-DNS server.
12.	The EASDF receives the DNS Response including EAS IP addresses in a DNS Response for UE.
13.	The EASDF sends DNS message reporting to the SMF by invoking Neasdf_DNSContext_Notify request including EAS information if the EAS IP address or the FQDN in the DNS Response message matches the DNS message detection template provided by the SMF.
14.	The SMF stores the mapping relationship between EAS information and PDU session information, which associates with each dynamic group. The SMF responds to EASDF by invoking Neasdf_DNSContext_Notify Response service operation.
15. Based on the EAS information and PDU session information, the SMF determines the DNAI and the associated N6 traffic routing information for the DNAI to ensure a dynamic group uses the same EAS and/or same local part of DN and/or same DNAI. The SMF may perform UL CL/BP and Local PSA selection and insertion.
16. The EASDF sends the DNS Response with EAS information to the UE.

6.x.2.2	EAS Discovery Procedure with Local DNS Server/Resolver

 Figure 6.x.2.2-1: EAS discovery with Local DNS Server/Resolver for UEs belonging to a dynamic group
1. The UE sends a PDU session establishment request to SMF.
2. The SMF determines whether and which dynamic group the UE belonging to, according to the local policy or PCC rule received from PCF, e.g. the UE uses specific application, or locates in AoI, or associates with specific Group Identifier. If the UE belongs to a dynamic group, the SMF determines the DNAI and selects corresponding PSA UPF serves the DNAI, and determines DNS server (s) to ensure a dynamic group uses the same EAS and/or same local part of DN and/or same DNAI.
3. Optionally, the SMF selects and inserts UL CL/BP. The SMF configures the UL CL/BP for DNS Query handling.
4. The SMF includes the IP address of Local DNS Server in PDU Session Establishment Accept message.
5. The EAS information (e.g. EAS IP address) is resolved by Local DNS Server and sent the UE. 

[bookmark: _Toc43317514][bookmark: _Toc43374986][bookmark: _Toc43375447][bookmark: _Toc43801971][bookmark: _Toc43806237][bookmark: _Toc43806544]6.x.3	Impacts on services, entities and interfaces
SMF:
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]1.	Determines whether and which dynamic group the UE belonging to.
2.	Determines the DNAI and DNS server (s) to ensure a dynamic group uses the same EAS and/or same local part of DN and/or same DNAI.
3.	Creates/updates the DNS message handling rule according to the policy for a dynamic group.
PCF:
1.	Creates PCC rule for a dynamic group.

                       ******* End of 1nd change ********
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