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Abstract of the contribution: This pCR proposes to add a new solution for key issue #2 to TR 23.700-80.
Discussion
Key issue #2 aims to exposes 5GC information to UE for enabling AIML operation as follows. 
“-
Whether and for which purpose there is a need for 5GC to expose information or data analytics to the UE, and what are the information or data analytics that can be provided by 5GC to the UE to assist the Application AI/ML operation at the UE side.  
· How the 5GC exposes such information or data analytics to the UE.”
It is crucial that the UE recognizes some specific 5GC information as well as data analytics to enable AI/ML operation as described in clause 6.40 of TS 22.261, however, the current specification, UE is not allowed to access 5GC information and data analytics. In order to address the issue, this pCR proposes an architecture which enables UE to access 5GC information and data analytics via user plane as described in Figure below.
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Figure: The proposed architecture for 5GC information exposure to UE.
As shown in the Figure, the solution requires that the ASP configures the address of application server as well as the methods to request 5GC information to application server in the ASP client of the UE. If the UE triggers to request 5GC information via ASP client, then the request delivers to the NWDAF and the 5GC NFs via user plane, AF and (NEF) (see dotted arrows start from UE), and the UE retrieves 5GC information from the NWDAF and the 5GC NFs via (NEF), AF, and user plane (see black arrows start from NWDAF and 5G NFs). 

For the details, this pCR describes the procedures to support the architecture in a solution. 
Proposal
It is proposed to update the following text proposal in TR 23.700-80.
*** Start of change (all new text)***
6.X
Solution #X: UP based 5GC information exposure to UE 
6.X.1
Description

This is a solution for Key Issue #2: “5GC information exposure to UE”. 
As described in TS 22.261 [x], AI/ML operation requires tight collaboration between ASP, UE and 5GC. In order to enable a tight cooperation among ASP, UE and 5GC, it is important to enable information sharing among them.
Specifically, for AI/ML operation splitting as described in TS 22.261 [x], the decision of splitting part of AI/ML operation is up to implementation and UE may determine the splitting parts according to the AI/ML service implementation. In that case, the UE should know the status of 5GC to determine the splitting parts that satisfies the KPI requirements. Also, for FL over 5GS as described in TS 22.261 [x], it is important to complete the assigned ML model learning tasks and to transfer the results of assigned tasks within a certain time. To that end, the UE should know the 5GS status (e.g., bitrate, latency, and reliability for a QoS flow, etc.), in addition, it may bring high benefits on job-scheduling of UE, for example, the UE can slowly complete the assigned tasks when 5GS is in high latency while operating the other tasks with high priority. However, current specification does not allow that UE retrieves various 5GC information (i.e., network events, analytics).
In order to support 5GC information exposure to UE, this solution introduces user plane based 5GC information exposure to UE. For details, this solution assumes that the ASP configures the address of application server as well as the methods to request 5GC information to application server in the ASP client of the UE. If the UE triggers to request 5GC information via the ASP client according to the configuration, then the request delivers to the NWDAF and/or the 5GC NFs with the following order of the path: i) user plane connection between UE and ASP, ii) the ASP to AF of the ASP, and iii) the AF to NWDAF or 5GC NF. The 5GC information delivers to the UE via the reverse order of the path of request delivery as described in clause 6.x.2.1 and 6.x.2.2. 
6.X.2
Procedures

This clause describes the procedures for 5GC information exposure to UE. For details, clause 6.x.2.1 describes the procedures for the case that ASP is associated with trusted AF, and clause 6.x.2.2 described the procedures for the case that ASP is associated with untrusted AF. 
6.X.2.1 
Procedures for UP based 5GC information exposure to UE
Figure 6.X.2.1-1 describes the procedures for the 5GC information exposure to UE via trusted AF. 
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Figure 6.X.2.1-1: The procedures for 5GC information exposure to UE via trusted AF
0. 
ASP configures the address (e.g., IP 5-tuple, FQDN, URL, etc.) of ASP server that can request and deliver NWDAF Analytics in the ASP client for UE as well as applicable service protocol which can be mapped to 5G NF service operation (e.g., indication of 5GC service operation, indication of parameters for 5GC service operation). Also, ASP may configure the triggering conditions for 5GC information exposure to UE in the ASP client. 

1. 
The UE determines to trigger 5GC information exposure. 

2.
If there exists no PDU Session for ASP clients, UE shall establish a PDU Session to ASP client. Otherwise, Step 2 may be skipped. 

3.
The UE sends (set of) 5GC information exposure request(s) to the configured ASP server address according to the configured service protocol at step 0. 

4.
The ASP server and the AF map the received (set of) 5GC information exposure request(s) from UE into 5GC NF service operations (e.g., Nnwdaf_AnalyticsSubscritpion_Subscribe, Ndccf_DataManagement_Subscribe, or Nnf_EventExposure_Subscribe, etc.) according to the configured service protocol at step 0.
NOTE: 
In order to map UE request into 5G service operation, AF may request some information (e.g., serving SMF ID, UE SUPI, S-NSSAI, slice id for UE, etc.) to 5G NFs (e.g., AMF, UDR, PCF). 
5.
The AF discovers and selects source NFs for the requested information via NRF and the NRF returns the candidate NF(s). 

6a-6c. The AF subscribes to 5GC NF services to retrieve the requested (set of) 5GC information from the UE according to mapped service operation at step 4.
7a-7c. The 5GC NF provides (set of) 5GC information according to step 6a-6c.
8.
The AF and ASP transfers the received 5GC information at step 7a-7c according to the configured service protocol at step 0 to the UE via the PDU Session. 
6.X.2.2 
Procedures for UP based 5GC information exposure to UE via NEF

Figure 6.X.2.2-1 describes the procedures for the 5GC information exposure to UE via untrusted AF. 
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Figure 6.X.2.2-1: The procedures for 5GC information exposure to UE via trusted AF
0-4. The same as the procedure in clause 6.x.2.1.

5a-5c. The AF subscribes to 5GC NEF services to retrieve the requested (set of) 5GC information from the UE according to mapped service operation at step 4.

6a-6c. Based on the (set of) request(s) from AF, the NEF discovers and selects source NFs for the requested information via NRF and the NRF returns the candidate NF(s). 

7a-7c. Base on the (set of) request(s) at step 5a-5c, the NEF subscribes 5GC NF services which provide (set of) 5GC information according to step 6a-6c.
8a-8c. The 5GC NF provides (set of) 5GC information according to step 7a-7c.

9a-9c. The NEF delivers the retrieved (set of) 5GC information at step 8a-8c to the AF.

10.
The AF and ASP transfers the received 5GC information at step 7a-7c according to the configured service protocol at step 0 to the UE via the PDU Session. 

6.X.3
Impacts on services, entities and interfaces
UE:

-
UE can request 5GC information exposure according to the configuration by ASP. 
NEF: 

-
Nnef_DataManagement services will be defined. 
AF: 
-
AF can map the UE requests into 5GC NF service operation with the parameters for the operation.
*** End of change***
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