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[bookmark: _Hlk514274591]1		Discussion
[bookmark: _Hlk99028744]The accuracy of analytic output from an NWDAF depends very much on the accuracy of the ML model provided by the MTLF NWDAF.
The training data that are used to train an ML model are usually historical data (data stored in the ADRF). The validity/accuracy of the ML model depends on whether the training data used are up to date with the real-time network configuration/behaviour. For example, compared to when the training data were collected the network operator may configure additional network resources to a network slice, or the number of users accessing services via the core network may considerably increase (e.g. tourist season in the summer). Such use case may cause a model drift given that ML model was not trained with up-to-date data.
There are many reasons that ML model drift can occur but the main cause is a change of the data with time. A simple solution to this problem is to re-train an ML model periodically. Such approach will ensure that the NWDAF always uses an up-to-date training data for an ML model. However, such approach requires considerable resource and is not energy efficient. Hence a solution is required to allow the network (i.e. NWDAF) to determine when an ML model requires re-training.
The solution proposed in this paper focuses on the NWDAF to evaluate if an action taken by a consumer would result in a model drift and then evaluate if the training data are up-to-date.
A general procedure is provided in the figure below.


Figure 1: Model drift detected at NWDAF MTLF

The general steps followed are:
-	A consumer of analytics determines an action and provides the action taken to the MTLF
-	The MTLF determines if the action taken would significantly change the behaviour of one or more NFs and determine if there could be a data drift
-	The MTLF compares the training data with real-time (or near-real time) data and evaluate if (any) data drift detected would result in an ML model drift that would reduce the accuracy of the analytics.. 
NOTE:	The MTLF can use statistical methods to determine if there is data drift. Such approach is out of scope of 3GPP
2		Proposal
The following solution is proposed.
******************************** First change (all new text) *******************************
[bookmark: _Toc97269608][bookmark: _Toc50536656][bookmark: _Toc50575409]6	Solutions
[bookmark: _Toc22214907][bookmark: _Toc22286586][bookmark: _Toc23317647][bookmark: _Toc92987386][bookmark: _Toc97269609][bookmark: _Toc500949097]6.0	Mapping of Solutions to Key Issues
[bookmark: _Toc97269610]Table 6.0-1: Mapping of solutions to key issues
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6.X	Solution #X: Determining ML model drift for improving analytics accuracy
[bookmark: _Toc500949099][bookmark: _Toc97269611]6.X.1	Description
[bookmark: _Toc500949101]Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s) which should be explicitly stated. Clause(s) may be added to capture details.
The accuracy of analytic output from an NWDAF depends very much on the accuracy of the ML model provided by the MTLF NWDAF.
The training data that are used to train an ML model are usually historical data (data stored in the ADRF). The validity/accuracy of the ML model depends on whether the training data used are up to date with the real-time network configuration/behaviour. For example, compared to when the training data were collected the network operator may configure additional network resources to a network slice, or the number of users accessing services via the core network may considerably increase (e.g. tourist season in the summer). Such use case may cause a model drift given that ML model was not trained with up-to-date data.
There are many reasons that ML model drift can occur but the main cause is a change of the data with time. A simple solution to this problem is to re-train an ML model periodically. Such approach will ensure that the NWDAF always uses an up-to-date training data for an ML model. However, such approach requires considerable resources and is not energy efficient. Hence a solution is required to allow the network (i.e. NWDAF) to determine when an ML model requires re-training.
The solution proposed in this paper focuses on the NWDAF to evaluate if an action taken by a consumer would result in a model drift and then evaluate if the training data are up-to-date.
A general procedure is provided in the figure below.


Figure 6.x.1-1: Model drift detected at NWDAF MTLF

The general steps followed are:
-	A consumer of analytics determines an action and provides the action taken to the MTLF
-	The MTLF determines if the action taken would significantly change the behaviour of one or more NFs and determine if there could be a data drift
-	The MTLF compares the training data with real-time (or near-real time) data and evaluate if (any) data drift detected would result in an ML model drift that would reduce the accuracy of the analytics.. 
NOTE:	The MTLF can use statistical methods to determine if there is data drift. Such approach is out of scope of 3GPP
[bookmark: _Toc97269612]6.X.2	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc97269613]The procedure is shown below:




Figure 6.x.2-1: Model drift determined at MTLF NWDAF
1.	A consumer requests analytics including an analytic ID as per 3GPP TS 23.288 [x]. For example, a consumer can request analytics for an analytic ID for NF load. The request may include a minimum accuracy may denote a confidence level of the analytics requested. 
2.	The AnLF request an ML model from the MTLF NWDAF to derive analytics for the analytic ID requested if the AnLF has no ML model available for the requested analytic ID. 
3.	The MTLF NWDAF provides the current trained ML model for the analytic ID. 
4.	The MTLF provides the requested ML model to the AnLF NWDAF. The MTLF may include in the request to provide feedback when a consumer determines an action based on analytics provided by the AnLF. The feedback is used to determine whether drift detection should be carried out for an ML model (see step 11).
5.	The AnLF NWDAF derives analytics
6.	The AnLF NWDAF provides requested analytics to the consumer. The AnLF also forwards the feedback request received from the MTLF.
7.	The consumer may determine an action based on the received analytics. For example, if the analytics indicate a high load at a UPF function the consumer, i..e. SMF, may select a less loaded UPF.
8.	Based on the feedback indication the consumer determines to report an action based on analytics received from an NWDAF. 
9.	The consumer reports the action take to the AnLF. 
	Example actions are:
-	The SMF selects a less loaded UPF for a PDU session. The SMF may notify the MTLF that traffic of UEs will be routed to a second UPF effectively increasing the load of the second UPF. The SMF can include in the feedback notification the second UPF selected. 
-	The AMF or NSSF are consumer of slice load analytics from an NWDAF. If the NSSF decides to instantiate a new slice instance for a slice and route UEs to the new slice instance, the existing network slice will be less loaded resulting in a data drift as the MTLF trained the ML Model using historical data from the existing slice instance.
-	PCF allocating a higher QoS for a number of UEs will result in increased load in the RAN and 5GC. 
10.	The AnLF forwards the feedback to the MTLF.
11. The MTLF determines based on the feedback if the action taken by the consumer could trigger a drift in data that would invalidate the ML model.
12.	The MTLF NWDAF subscribes to historical data that were used to train the ML model for the specific analytic ID from the ADRF.
13.	The MTLF NWDAF subscribes to real-time data (or near real time data) from the 5GC NFs, AF, OAM that are required to derive analytics for an analytic ID (as described for each analytic ID in 3GPP TS 23.288 [x].
14.	The MTLF NWDAF determines model drift by comparing historical data with near real time data. The MTLF NWDAF may use statistical analysis or use AI/ML procedures to determine data/model drift (out of scope of 3GPP).
15.	If the MTLF NWDAF determines that Model drift exceed a thresholds the MTLF retrains the ML model. 
16. The MTLF NWDAF may notify the AnLF that the ML model drift exceeds a threshold. The notification may notify the AnLF to stop using the ML model to provide analytics. The MTLF NWDAF may also provide an indication on when the updated ML model will be available.
17. Based on the indication received from the MTLF the AnLF may indicate to the analytics consumer a pause in the subscription because an ML model requires retraining. The AnLF may also indicate the time new analytics will be available.
18.	The MTLF NWDAF provides the re-trained ML model to the AnLF NWDAF.
19. The AnLF notifies the consumer to resume subscription indicating analytics are available.
6.X.3	Impacts on services, entities and interfaces
Editor's note: This clause captures impacts on existing 3GPP nodes and functional elements.
-	MTLF: Identifying ML model drift by comparing historical data with real-time data.
-	Consumer of analytics: Providing feedback to AnLF/MTLF on an action taken.
******************************** End of change *******************************
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