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Abstract: This contribution proposes a new solution on KI#5 for EAS Deployment information differentiated by PLMN ID
1. Discussion
As specified in clause 2.1.5 of GSMA OPG.02:
The OP architecture shall allow an OP to deploy applications provided by Application Providers on another OP (when there is a federation agreement between the OPs).
And 
The OP architecture shall allow a "home" OP to receive applications from "foreign" OPs to serve subscribers, whether they are home OP subscribers or visiting OP subscribers.

It means OP1 may deploy EAS instances in OP2’s EHE. The architecture assumption can be shown as Fig 1.1.

[image: ]
Fig 1.1 architecture assumption
The EAS instance deployed by OP1 may only be used by OP1’s users. In this case, the EASDF should know how to handle the DNS queries sent by different OP’s users (i.e. only DNS queries of OP1’s user can be resolved into the addresses of the EAS(s) deployed by OP1). 
If OP1 is the third party provider, the OP2 is a PLMN of a MNO, OP1 can provide EAS Deployment information with a group ID to differentiate the users according to current Release 17 work.
If OP1 is also a PLMN of a MNO, the scenario is that the EAS deployed by PLMN1 in PLMN2’s EHE should only be discovered and accessed by the roaming UE from PLMN1.
This contribution proposes a solution on how to perform EAS discovery to ensure an EAS deployed by a PLMN can only be accessed by the UE of same PLMN.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-48.
[bookmark: _Toc97268160][bookmark: _Ref93394262][bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc97268159]6.0	Solution-Key issue matrix
The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
Editor's note:	The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
Table 6.0-1: Solution-Key issue matrix
	Solution
	Key issues

	Title
	(page)
	KI#1
	KI#2
	KI#3
	KI#4
	KI#5
	KI#6
	KI#7

	01: <solution title>
	10
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	X: EAS Deployment information differentiated by PLMN ID
	
	
	
	
	
	X
	
	



* * * * Second change, all new texts * * * *
6.X	Solution X(KI#5): EAS Deployment information differentiated by PLMN ID
[bookmark: _Toc97278331]6.X.1	Introduction
This solution proposes an EAS discovery method for the scenario described in clause 2.1.5 of GSMA OPG.02[5] that an OP deploys applications provided by Application Providers on another OP. This solution focuses on the scenario that the OPs are different PLMNs. In this case, the problem is to ensure the EAS deployed by HPLMN in VPLMN’s EHE should only be discovered and accessed by the roaming UE of the HPLMN. This solution introduces how to handle the DNS requests to ensure an EAS deployed by a PLMN can only be accessed by the UE of same PLMN.
This solution corresponds to KI#5.
[bookmark: _Toc97278332]6.X.2	Functional Description
[bookmark: _Toc97278333]This solution is based on the following principles:
[bookmark: _GoBack]-	The EAS Deployment information provided by AF contains the EAS provider’s ID (i.e. PLMN ID) to differentiate the EAS deployment information of different PLMNs. Different EAS providers (PLMNs) may use different DNS servers (e.g. C-DNS server or Local DNS server) to discover the EAS deployed by the PLMNs.
-	During the PDU Session Establishment procedure, the SMF selects the proper PLMN’s EAS Deployment Information based on UE’s HPLMN ID and then generates corresponding DNS message handling rule to handle DNS messages related to the roaming UE.
6.X.3	Procedures
The EAS Deployment Information Provision procedure reuses the procedure defined in clause 6.2.3.4.2 of TS 23.548[3]. The enhancement is that the EAS Deployment information provided by AF in Step 1 includes PLMN ID to differentiate EAS deployment information of different PLMNs. EAS deployment information of different PLMN may contain different DNS server (e.g. C-DNS server or Local DNS server) or different ECS options. 
The EAS Deployment Information Management in the SMF reuses the procedure defined in clause 6.2.3.4.3 of TS 23.548[3]. 
The EAS discovery procedure with EASDF defined in 6.2.3.2.2 of TS 23.548[3] is reused to discover the EAS(s) deployed by different providers. The enhancement is that the during the PDU Session Establishment procedure, the SMF selects the proper provider based on H-PLMN ID. The SMF queries the UDR via NEF with the HPLMN ID to get the EAS Deployment information and configures the EASDF with DNS message handling rules to handle DNS messages related to the UE. Then the following steps in clause 6.2.3.2.2 of TS 23.548[3] are reused for DNS queries and ULCL/BP insertion.
[bookmark: _Toc97278334]6.X.4	Impacts on services, entities and interfaces
-	AF: Support of sending EAS Deployment information with PLMN ID to differentiate the EAS deployment information of different providers.
-	SMF: Support of selecting proper provider based on roaming UE’s H-PLMN ID and configures the EASDF according to the EAS Deployment information of the HPLMN.

* * * * End of changes * * * *
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