

SA WG2 Temporary Document
Page 7

3GPP TSG-WG SA2 Meeting #150E e-meeting 	S2-2202402
Elbonia, April 6 – 12, 2022	(revision of S2-220xxxx)

Source:	Huawei, HiSilicon
Title:	Solution for KI#1: EAS discovery in VPLMN via HR PDU Session
Document for:	Approval
Agenda Item:	9.11
Work Item / Release:	FS_EDGE_Ph2 / Rel-18
Abstract: A solution for KI#1 is proposed to support EAS discovery in VPLMN via HR PDU Session.
1. Introduction
In last meeting, KI#1 on Accessing EHE in a VPLMN when roaming was approved. This KI describes a scenario that UE accessing V-EHE via a HR PDU Session. Two sub-scenarios may be considered:
2.1) HPLMN has the knowledge of EAS deployment information in VPLMN for specific services. The HPLMN triggers EAS discovery and local traffic routing in VPLMN.
2.2) HPLMN does not have the knowledge of EAS deployment information in VPLMN. The VPLMN triggers EAS discovery and local traffic routing in VPLMN.
This contribution analyses how to support EAS discovery for the above scenarios. The analysis includes 3 main parts:
1. HPLMN authorizes VPLMN to perform local traffic routing
For a HR PDU Session, the VPLMN shall obtain authorization policy from HPLMN before the VPLMN performs local traffic routing. 
There are two options for the VPLMN to obtain the authorization policy as following:
Option1: SLA between VPLMN and HPLMN.
The SLA indicates that corresponding HPLMN authorizes the VPLMN to perform local traffic routing. For example, the V-SMF is configured with the above information.
This option uses the static configuration mechanism which is not flexible. It only allows authorization per PLMN, or per DNN/S-NSSAI. 
Option2: VPLMN obtains authorization from HPLMN dynamically.
HPLMN sends the authorization policy to VPLMN during PDU Session Establishment procedure.
This option allows authorization per UE and per PDU Session.
Considering the authorization might be different for different UEs based on their subscription, it is more flexible to perform authorization per UE/PDU Session as Option 2.
Proposal 1: In order to allow per-UE authorization, the HPLMN sends the authorization policy for local traffic routing to VPLMN during PDU Session Establishment procedure.
2. Insertion of UL CL/BP and local PSA in VPLMN
When the VPLMN is authorized to perform local traffic routing, the V-SMF selects and inserts UL CL/BP and local PSA for the PDU Session. There are two options to perform selection and insertion UL CL/BP and local PSA.
Option1: The V-SMF selects and inserts UL CL/BP and local PSA after receiving authorization from H-SMF without considering EAS deployment information.
This option allows UL CL/BP and local PSA insertion during the PDU Session Establishment procedure. UE location may be considered in this case. However, as the V-SMF does not consider the EAS deployment information during the insertion, it may cause an inefficient data path. 
Option2: The V-SMF selects and inserts UL CL/BP and local PSA triggered by EASDF.
As defined in TS 23.548, SMF can perform selection and insertion of UL CL/BP and local PSA when triggered by EASDF. In the HR scenario, UE sends DNS query including FQDN to H-EASDF. H-EASDF reports the FQDN to the H-SMF. 
For scenario2.1, as the H-SMF has the knowledge of EAS deployment information in VPLMN, the H-SMF can determine candidate DNAIs for the FQDN. However, since the H-SMF does not know the topology in VPLMN, the H-SMF cannot determine the target DNAI corresponds to the UE location. The H-SMF sends the candidate DNAIs to the V-SMF to determine ECS option/local DNS server corresponding to target DNAI based on UE location and candidate DNAIs. The V-SMF provides the ECS option/local DNS server to H-SMF to update DNS handling rule on H-EASDF. The H-EASDF adds the ECS options to the DNS query and sends the DNS query to C-DNS server or sends the DNS query to local DNS server. When H-EASDF receives DNS response including EAS IP in VPLMN, the H-EASDF reports the EAS IP to the H-SMF. H-SMF determines target DNAI based on the EAS IP and the EAS deployment information in VPLMN and sends the target DNAI to V-SMF. The V-SMF selects and inserts the UL CL/BP and local PSA based on the target DNAI.
This is similar with the UL CL/BP and local PSA insertion in ETSUN scenario as described in clause 4.23.9.1 of TS 23.502, in which the SMF sends DNAI of interest to I-SMF and I-SMF determines the target DNAI.
For scenario 2.2, as the H-SMF does not have the knowledge of EAS deployment information in VPLMN, the H-SMF cannot determine DNAI corresponds to the FQDN. There are two ways to determine the target DNAI. 
Option 2.1: The H-SMF sends the FQDN to the V-SMF. The V-SMF determines the target DNAI based on EAS deployment in the VPLMN and the UE location. 
Option 2.2: As described in clause 6.2.3.4 of TS 23.548, NEF is in charge of the management of EAS Deployment Information which may be stored in UDR, the H-SMF can retrieve EAS deployment information of the VPLMN from V-UDR via H-NEF, V-NEF. Then the H-SMF perform actions as mentioned in scenario 2.1. This option requires interactions between H-NEF and V-NEF.
Option 2.3: V-SMF sends V-EASDF to UE. This option is quite different from all the above options which assume UE is aware of H-EASDF. All DNS queries will be sent to the V-EASDF for DNS resolution. In this case, a new interface between V-SMF and V-EASDF is needed then the V-SMF can perform UL CL/BP and local PSA based on report from V-EASDF.
Compared the 3 options, option 2.1 and 2.2 require interactions between HPLMN and VPLMN, option 2.3 bypass the control of HPLMN on DNS query procedure. 
For scenario 2.1, option 1 is simple and option 2 requires interaction between V-SMF and H-SMF which is similar with ETSUN scenario. It would be better to support both options and use corresponding option based on network deployment.
For scenario 2.2, option 1 does not request additional interaction between H/V-SMF besides authorization, while option 2.1, 2.2 and 2.3 will bring additional complexities to the deployment and implementation. Considering in scenario 2.2, the HPLMN and VPLMN may not intent to exchange detailed information for the UP optimization, it proposed to support only option 1 for this scenario.
Proposal 2A: For scenario 2.1, V-SMF selects and inserts UL CL/BP and local PSA in two possible ways: 1) V-SMF performs selection and insertion of UL CL/BP and local PSA based on UE location after receiving authorization policy from H-SMF without considering EAS deployment information in VPLMN. 2) V-SMF performs selection and insertion of UL CL/BP and local PSA triggered by H-EASDF.
Proposal 2B: For scenario 2.2, V-SMF performs selection and insertion of UL CL/BP and local PSA based on UE location after receiving authorization policy from H-SMF without considering EAS deployment information in VPLMN.
3. EAS discovery in VPLMN
In TS 23.548, EASDF is introduced to support EAS discovery. The EASDF inserts ECS option into the DNS query sent by UE, or sends the DNS query to a local DNS server.
For scenario 2.1, as the HPLMN has the knowledge of EAS deployment in VPLMN, the H-SMF can receive the ECS option from V-SMF after V-SMF determined DNAI and then send DNS handling rules to H-EASDF and the similar EAS discovery can be done as defined in TS 23.548. 
For scenario 2.2, as the HPLMN does not have the knowledge of EAS deployment in VPLMN, the H-SMF cannot send DNS handling rules corresponding to VPLMN to H-EASDF. In this case, H-SMF can obtain ECS option/local DNS server of the VPLMN based on local configuration or from V-SMF during PDU Session Establishment.
Proposal 3A: For scenario 2.1, the H-SMF obtains the ECS option/local DNS Server from V-SMF during DNS based EAS discovery procedure and sends it to H-EASDF. H-EASDF handles DNS queries including FQDNs deployed in VPLMN based on the ECS option/local DNS server as defined in TS 23.548.
Proposal 3B: For scenario 2.2, the H-SMF obtains ECS option/local DNS server from local configuration or V-SMF during PDU Session Establishment and send it to H-EASDF. H-EASDF handles all DNS queries based on the ECS option/local DNS server.
4. Conclusion
Based on the above analysis, the following proposals are proposed:
Proposal 1: In order to allow per UE authorization, the HPLMN sends the authorization policy for local traffic routing to VPLMN during PDU Session Establishment procedure.
Proposal 2A: For scenario 2.1, V-SMF selects and inserts UL CL/BP and local PSA in two possible ways: 1) V-SMF performs selection and insertion of UL CL/BP and local PSA based on UE location after receiving authorization policy from H-SMF without considering EAS deployment information in VPLMN. 2) V-SMF performs selection and insertion of UL CL/BP and local PSA triggered by H-EASDF.
Proposal 2B: For scenario 2.2, V-SMF performs selection and insertion of UL CL/BP and local PSA based on UE location after receiving authorization policy from H-SMF without considering EAS deployment information in VPLMN.
Proposal 3A: For scenario 2.1, the H-SMF obtains the ECS option/local DNS Server from V-SMF during DNS based EAS discovery procedure and send it to H-EASDF. H-EASDF handles DNS queries including FQDNs deployed in VPLMN based on the ECS option/local DNS server as defined in TS 23.548.
Proposal 3B: For scenario 2.2, the H-SMF obtains ECS option/local DNS server from local configuration or V-SMF during PDU Session Establishment and send it to H-EASDF. H-EASDF handles all DNS queries based on the ECS option/local DNS server.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-48.
* * * * First change * * * *
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The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.
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[bookmark: _Ref93394262][bookmark: _Toc97268160]6.x	Solution x (KI#1): Support EAS discovery in VPLMN via HR PDU Session
This solution corresponds to KI#1.
As described in clause 5.1.2, a roaming UE may access V-EHE via an established HR PDU Session. To support such scenario, session breakout to access EHE in VPLMN is used. The following aspects are included:
-	The H-PCF provides authorization policy which indicates local traffic routing in VPLMN is authorized for the UE accessing the VPLMN. 
-	UL CL/BP and local PSA insertion
The V-SMF performs selection and insertion of UL CL/BP and local PSA based on UE location when receiving the authorization policy from H-SMF without considering EAS deployment information in VPLMN. In this case, ULCL/BP is selected based on UE location.
For scenario 2.1, the V-SMF may select and insert UL CL/BP and local PSA based on UE location and target DNAI after PDU Session is established. The V-SMF selects target DNAI based on DNAIs received from H-SMF. The DNAIs are determined by H-SMF based on EAS IP report from H-EASDF. In this case, ULCL/BP is selected based on UE location and selected EAS IP address.
-	EAS discovery using H-EASDF
For scenario 2.1, the H-SMF obtains ECS option/local DNS server from V-SMF during DNS based EAS discovery procedure and send it to H-EASDF. The H-EASDF handles DNS queries including FQDNs deployed in VPLMN based on the ECS option/local DNS server as defined in TS 23.548 [3]. In this case, different FQDNs may use different ECS option/local DNS Server.
	For scenario 2.2, the H-SMF obtains ECS option/local DNS server from local configuration or V-SMF during PDU Session Establishment and send it to H-EASDF. The H-EASDF handles all DNS queries based on the ECS option/local DNS server. In this case, all FQDN will share same ECS option/local DNS server.
6.X.1	Procedure
Figure 6.X.1-1 shows the procedure of EAS discovery in VPLMN via HR PDU Session.


Figure 6.X.1-1: EAS discovery in VPLMN via HR PDU Session
1.	UE sends PDU Session establishment request to V-SMF.
2.	The V-SMF sends Nsmf_PDUSession_Create Request to H-SMF.
	For scenario 2.2 where HPLMN does not have the knowledge of EAS deployment in VPLMN, the V-SMF may send information to build ECS option/local DNS server for the VPLMN from V-SMF to H-SMF. The information to build ECS option/local DNS server can also be configured on H-SMF. 
3.	The H-SMF receives authorization policy which indicates whether local traffic routing in the VPLMN is authorized from H-PCF. 
4.	H-SMF invokes Neasdf_DNSContext_Create Request including DNS handling rule to H-EASDF.
	For scenario 2.2, the H-SMF sends the information to build ECS option/local DNS server as described in step 2 to the H-EASDF.
5.	The H-SMF sends Nsmf_PDUSession_Create Response including authorization policy to the V-SMF.
	The H-SMF sends H-EASDF address to the V-SMF.
6.	[Conditional] The V-SMF performs UL CL/BP and local PSA selection and insertion if the authorization policy indicates local traffic routing in the VPLMN is authorized. In this case the V-SMF selects DNAI for the ULCL/BP insertion based on UE location.
7.	The V-SMF sends PDU Session Establishment accept message including the H-EASDF address to UE.
8.	UE sends DNS query which includes FQDN deployed in the VPLMN to the H-EASDF.
For scenario 2.1, H-SMF may obtain ECS option/local DNS server from V-SMF by performing steps 9-12:
9.	The H-EASDF reports the FQDN to H-SMF by invoking Neasdf_DNSContext_Notify Request.
10.	H-SMF determines candidate DNAIs corresponding the FQDN based on the EAS deployment information in the VPLMN.
The H-SMF initiates Nsmf_PDUSession_Update Request service including candidate DNAIs to the V-SMF.
11.	V-SMF determines the target DNAI based on UE location and provides information to build ECS option or local DNS server to H-SMF based on the target DNAI.
12.	H-SMF invokes Neasdf_DNSContext_Update Request to H-EASDF including updated DNS handling rule, e.g. information to build ECS option or local DNS server.
13. The H-EASDF adds ECS option into the DNS query and sends it to C-DNS server, or sends the DNS query to the local DNS server if the DNS query matches the DNS handling rule as described in clause 6.2.3 of TS 23.548 [3].
	H-EASDF receives the DNS Response including EAS IP address which is determined by the DNS system.
For scenario 2.1, H-SMF may trigger V-SMF selecting and inserting UL CL/BP and local PSA by performing steps 14-16:
14.	The H-EASDF invokes Neasdf_DNSContext_Notify Request including EAS IP to the H-SMF based on DNS handling rule.
15.	The H-SMF triggers the V-SMF to perform UL CL/BP and local PSA selection and insertion.
	H-SMF determines target DNAI corresponding the EAS IP based on the EAS deployment information in the VPLMN. 
The H-SMF initiates Nsmf_PDUSession_Update Request service including target DNAI to the V-SMF.
The V-SMF selects and inserts UL CL/BP and local PSA based on the target DNAI.
The V-SMF sends Nsmf_PDUSession_Update Response to H-SMF.
16.	The H-SMF invokes Neasdf_DNSContext_Update Request to trigger the H-EASDF sending DNS response to UE.
17.	The H-EASDF sends the DNS response including the EAS IP to UE.
[bookmark: _Toc23317651][bookmark: _Toc97528067]6.X.2	Impacts on services, entities and interfaces
H-PCF:
-	Retrieve and send authorization policy to H-SMF which indicates local traffic routing in VPLMN is authorized.
H-SMF:
-	Send H-EASDF to V-SMF.
-	Send authorization policy to V-SMF.
-	Receive information to build ECS option/local DNS server from V-SMF. 
-	For scenario 2.1, 
-	Send candidate DNAIs to V-SMF.
-	For scenario 2.2, 
-	Configured with information to build ECS option/local DNS server.
V-SMF:
-	Receive H-EASDF address from H-SMF.
-	Receive authorization policy from H-SMF.
-	For scenario 2.1, 
-	Receive candidate DNAIs from H-SMF.
-	Determine information to build ECS option/local DNS server based on candidate DNAIs and UE location.
-	Send information to build ECS option/local DNS server to H-SMF.
-	Receive target DNAI from H-SMF and perform ULCL/BP insertion.
-	For scenario 2.2, 
-	Send ECS Option/local DNS server of the VPLMN to H-SMF.
-	Determine DNAI and perform ULC/BP insertion based on the UE location and authorization policy.

* * * * End of changes * * * *
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