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Abstract of the contribution: This contribution proposes a solution addressing key issue #1, based on usage of MICO mode for UE unavailability period management. 

[bookmark: _Hlk514274591][bookmark: _Hlk520730635]1		Discussion
SA2#149E agreed the following key issue for FS_SUECR:

[bookmark: _Toc435670433][bookmark: _Toc436124703][bookmark: _Toc509905226][bookmark: _Toc510604403][bookmark: _Toc22214904][bookmark: _Toc23254037][bookmark: _Toc97290146]5.1	Key Issue #1: Determination of unavailability period in 5GS for a specific UE.
[bookmark: _Toc22214905][bookmark: _Toc23254038][bookmark: _Toc97290147]5.1.1	Description
To execute certain events, for example OS upgrade, silent reset at modem or modem software updates (also commonly called as binary updates) there are 3 parties involved: the device, the operator and the application function. Once the UE has downloaded the binary, the time when the UE performs the upgrade is left for the UE implementation, with possibly UE implementations seeking user input. If UEs cannot execute the event (e.g. the storage capacity or the battery level are insufficient), they may delay execution of the event. These UEs become unavailable (i.e. cannot interact with the 5G System) in the order of minutes whenever such operations are performed. As UEs become unavailable without prior knowledge from the core network and/or application function, it can impact critical operations of an application server if it depends on availability of the UE during the unavailability period (i.e. a period of time during which the UE is not available).
The present key issue shall study:
a)	Whether and how an unavailability period is determined in 5GS for a specific UE.
b)	Study the expected UE and/or network actions (if any) based on determined unavailability period.

Also, as part of the architectural requirements and assumptions, the following was agreed:
2)	The "unavailability period" for the UE is expected to be sufficiently long for the UE to execute required events such as:
a)	Silent reset at Modem;
b)	Security patch updates;
c)	OS upgrade;
d)	Modem SW updates; and
e)	Device reboot upon Modem setting changes via OMA-DM.

It is our understanding that the 5G system does not really control when the UE is going to trigger the above events, and at the same time those events are likely not going to load the network. Deciding when to turn down a UE is rather a service action where the decision should be either at the end user (eMBB usage of the UE) or at the application level (use case of device management in a factory).
Once the user or the application has decided to turn down the UE, the UE can provide indication to the network with an estimated time during which the UE is going to be unavailable. The UE can also request for MICO mode start.

2		Proposal
It is proposed to include solution described below in FS_SUECR TR 23.700-61.


*** Start Change ***
[bookmark: _Toc31096564][bookmark: _Toc30694650]
[bookmark: _Toc22214907][bookmark: _Toc23254040][bookmark: _Toc97290149][bookmark: _Toc23232155][bookmark: _Toc23238463][bookmark: _Toc23239069][bookmark: _Toc23244489][bookmark: _Toc26520137][bookmark: _Toc26530875][bookmark: _Toc26530925][bookmark: _Toc26530974][bookmark: _Toc28869878][bookmark: _Toc30008178][bookmark: _Toc31035879][bookmark: _Toc31037026][bookmark: _Toc43132007][bookmark: _Toc43192918][bookmark: _Toc44583945][bookmark: _Toc44584094][bookmark: _Toc50481754][bookmark: _Toc54846685][bookmark: _Toc57622229][bookmark: _Toc57623944][bookmark: _Toc59102898][bookmark: _Toc97271689]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	
	Key Issues

	Solutions
	#1
	
	
	

	[bookmark: MCCQCTEMPBM_00000025]#X
	X
	
	
	

	
	
	
	
	

	[bookmark: MCCQCTEMPBM_00000027]
	
	
	
	

	[bookmark: MCCQCTEMPBM_00000028]
	
	
	
	

	[bookmark: MCCQCTEMPBM_00000029]
	
	
	
	


[bookmark: _Toc500949097][bookmark: _Toc22214908][bookmark: _Toc23254041]
[bookmark: _Toc97290150]
*** Next Change – all text below is NEW ***

6.X	Solution #X: Usage of MICO mode for UE unavailability period management
[bookmark: _Toc97290151][bookmark: _Toc500949099][bookmark: _Toc22214909][bookmark: _Toc23254042]6.X.1	Introduction
This solution addresses Key Issue #1 on Determination of unavailability period in 5GS for a specific UE.
[bookmark: _Toc97290152]6.X.2	Functional Description
[bookmark: _Toc500949101][bookmark: _Toc22214910]The solution relies on usage of Mobile Initiated Connection Only (MICO) mode as specified already in TS 23.501 and TS 23.502, with some enhancements.
Once the user or the application in the UE has decided to turn down the UE, the UE:
-	triggers Mobility Registration Update procedure indicating preference for MICO mode. 
-	provides the network with an estimated time while the UE is going to be unavailable (or an estimated time for MICO mode). 
-	stores its MM context in USIM or in non-volatile memory to avoid a full re-registration and reauthentication after MICO mode is terminated.
-	provides in the Registration Request message the PDU session status information indicating that all PDU sessions have been torn down, thus avoiding UE and 5G core to keep PDU sessions contexts while the UE is unavailable.
When receiving Registration Request with MICO indication, the AMF determines whether MICO mode is allowed for the UE, and if so, accepts the registration request and provides a periodic registration timer with a value that is at least equal to the estimated unavailability time from the UE. This then avoids that the network considers the UE de-registered while the UE is not in a situation where it could perform periodic registration update (because of the UE being unavailable). 
After the unavailability period and when the UE comes back, the UE issues a new Registration Request without MICO mode indication, reusing the stored MM context, and re-establishes PDU sessions that are still required.
[bookmark: _Toc23254043][bookmark: _Toc97290153]6.X.3	Procedures
[bookmark: _Toc510604409][bookmark: _Toc22214911]The procedure is based on the general registration procedure specific in TS 23.502 clause 4.2.2.2.2. Details are provided in figure 6.X.3-1 and steps below.



Figure 6.X.3-1: Registration with indication of UE unavailability

0.	UE decides to turn down, e.g. for OS upgrade or device reboot. The UE stores its MM context in USIM or non-volatile memory to be able to reuse it after its unavailability period. 
1.	The UE sends Registration Request to the AMF (via (R)AN). This step is the same as step 1 from clause 4.2.2.2.2 from TS 23.502 [3]. The UE includes MICO mode preference and an estimated time while the UE is going to be unavailable. The UE indicates, via PDU session status, that all PDU sessions are inactive.
2-20. Same steps as steps 2 to 20 from clause 4.2.2.2.2 from TS 23.502 [3].
21.	AMF sends Registration Accept to the UE. This step is similar to step 21 from clause 4.2.2.2.2 from TS 23.502 [3]. The AMF indicates accepted MICO mode. The AMF provides Periodic Registration Update timer greater than the estimated time when the UE is going to be unavailable, as provided by the UE in step 1.
21b-25. Same steps as steps 21b to 25 from clause 4.2.2.2.2 from TS 23.502 [3].
26- When the UE is available again, the UE sends a Registration Request to the AMF without MICO mode indication.
27- The UE re-establishes the PDU sessions that are required.

[bookmark: _Toc23254044][bookmark: _Toc97290154]6.X.4	Impacts on services, entities and interfaces
UE:
-	Determination of unavailability period;
-	Registration with MICO mode when unavailability starts, together with an indication of duration for unavailability (equivalent to a duration for MICO mode);
-	Storage of MM context in USIM or in non-volatile memory;
-	Tearing down of PDU sessions.
AMF:
-	Handling of MICO mode requests from the UE, and configuration of appropriate periodic registration timer taking UE indicated duration for unavailability into account.

*** End Change ***
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