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Abstract of the contribution:
Add a new solution for key issue 3 to support the network information exposure to Support XR/Media enhancements for FS_XRM. 
1. Introduction 
Key issue 3 “5GS information exposure for XR/media Enhancements” was agreed to be added to TR 23. 700-60. Following aspects need to be further studied in this key issue.

-
Study the use cases and whether enhancements to the exposure framework are needed for such use cases; 

-
What 5GS information needs to be exposed to enable application codec/rate adaptation;

-
How to expose 5GS information for application codec/rate adaptation.

This solution is proposed to expose some data traffic information, e.g., the network congestion information, data rate information, etc. to the application in order to help the codec/rate adaptation. 
This contribution proposes a new solution for key issue 3.
2. Proposal
It is proposed to add the following solution for key issue 3 to support the network information exposure to enhance the XR/media services to TR 23.700-60.
*********** First Change***********
6
Solutions

6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues
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*********** Second Change (all new) ***********
6.X
Solution #X: Network Information Exposure to support XR/media enhancements
6.X.1
Key Issue mapping
This solution can apply to key issue 3.

6.X.2
Description

Certain network information, e.g. the network congestion information, data rate information, may be used to optimize the XR/media services. For example, if the XR server could get the knowledge that the network congestion happens or the bit rate is lower than certain threshold, it can adjust the coding algorithm accordingly to the impacted UEs so as to further improve the user’s service experience. This kind of information needs to be exposed timely in order to guarantee the effective usage in the server side. 
This solution is based on the following information exposure architecture.


[image: image1]
Fig.1 Information exposure architecture
In Fig.1, the NEF interacts with AF to receive the network exposure request, and then obtains the requested information from certain network function. Finally the NEF responds with the requested information to the AF. In this solution, it is proposed that the NEF could get the timely information, e.g. congested indication, data rate information, from UPF.
The UPF has the following functionalities:

1. Get the information exposure request from NEF; 
2. Measure the network information, e.g. congestion information, data rate, etc.
3. If the network information matches the report criteria, report the information to the NEF.

6.X.3
Procedures
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Fig.2 Event exposure procedure
0. UE establishes the PDU session for the XR service using certain DNN, and/or S-NSSAI.
1. The AF subscribes to one or several Event(s) (identified by Event ID) and provides the associated notification endpoint of the AF by sending Nnef_EventExposure_Subscribe request. Target UE address is also include in the request.
The Monitoring Event could be “data rate”, or “congestion information”. Event Reporting Information defines the type of reporting requested (e.g. one-time reporting, periodic reporting or event based reporting, for Monitoring Events). For the event based reporting, the reporting condition is also included.
2. The NEF authorizes the AF request.

3. The NEF responds to the AF whether the request is accepted. 
4. The NEF consumes Nbsf_Management_Discovery service operation (providing at least the UE address) to find out the address of the relevant PCF.
5. The NEF invokes the Npcf_PolicyAuthorization service to the PCF to transfer the Local AF request, which including that a suitable local UPF ID or address is needed.
6. PCF determines if existing PDU sessions are impacted by the AF request. For each of these PDU sessions, the PCF invokes Nsmf_ EventExposure_Subscribe service operation to trigger the notification of PSA UPF ID to NEF. The Notification Target Address is pointing to the NEF.
7. The SMF invokes Nsmf_ EventExposure_Notify service operation to notify the UPF ID to the NEF.
If the AF request includes a notification reporting request for UPF, the PCF includes in the PCC rules the information required for reporting the event, including the Notification Target Address pointing to the NEF or AF and the Notification Correlation ID containing the AF Transaction Internal ID.

8. The NEF invokes the Nupf_ EventExposure_Subscibe service operation to subscribe the monitoring event for the targe UE. 
9. The PSA UPF sends the notification related with Monitoring Event over Nupf_EventExposure_Notify service operation.
10. The NEF reports the real-time network information to the AF through Nnef_EventExposure_Notify.
6.X.4
Impacts on services, entities and interfaces
NEF:
· Interaction with AF for the data traffic information exposure.

· Interaction with UPF to obtain the data traffic information, e.g. congestion information or the data rate information.

UPF:

· Get the information exposure request from NEF; 

· Measure the data traffic information, e.g. congestion information, data rate, etc.

· If the network information matches the report criteria, report the information to the NEF through Nupf_EventExposure_Notify.
AF:
· Interaction with NEF for the exposure of data traffic information, e.g. congestion information or the data rate information.

No impacts on UE, RAN, and other core network NFs.
* * * * End of Change * * * *[image: image3.png]
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