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1.
Introduction
The support of UE-to-UE Relay has been discussed in Rel-17 FS_5G_ProSe study item, and the key issue, solutions, overall evaluation and interim conclusions are captured in TR 23.752. The UE-to-UE Relay was not finally concluded in Rel-17 timeframe due to lack of time.
The interim conclusions for UE-to-UE Relay are also excerpted here for reference:

For Key Issue #4 (Support of UE-to-UE Relay), the followings are taken as interim conclusions:
The followings are taken as interim conclusion for Layer-3 UE-to-UE relay:

-
No showstopper has been identified by SA WG2 for L3 UE-to-UE solution. SA WG2 recommends L3 UE-to-UE Relay proceed into normative work, subject to RAN2 and SA WG3 conclusion.

-
L3 UE-to-UE relay solution can support relaying of IP and non-IP traffic. For IP traffic, the IP addresses of the UEs can be either assigned by the relay (as described in sol#10) or self-assigned (as described in sol#32). For Non-IP traffic, it can be either handled via IP encapsulation or without IP encapsulation (as described in sol#49).

-
UE-to-UE Relay discovery and selection are supported by:

-
Model A discovery (as described in sol#11);

-
Model B discovery (as described in sol#8); and

-
Integrated PC5 unicast link establishment procedure (as described in sol#8).

-
UE-to-UE relay reselection


The relay reselection can be viewed just like redoing the relay selection as described in Sol#8 or be performed as described in Sol#50. The reselection criteria are to be coordinated with RAN2 WG.

-
QoS support


End-to-end QoS support for Remote UE is provided by splitting the QoS between the two PC5 links between the source UE and target UE. QoS splitting configuration can be provided from PCF as part of policy to both Remote UE and Relay UE or the QoS splitting can be managed by the Relay UE based on the end-to-end QoS needs. For QoS handling, Sol#31 can be considered as the starting point for the normative work.
The following are taken as interim conclusions for the L2 UE-to-UE Relay:

-
No showstopper has been identified by SA WG2 for L2 UE-to-UE solution. SA WG2 recommends L2 UE-to-UE Relay proceed into normative work.

NOTE 1:
The operation procedures for supporting the L2 UE-to-UE Relay need coordination with RAN2 to decide how the UE-to-UE Relay performs the data/signalling routing.
-
For UE-to-UE Relay discovery, both Model A and Model B are supported. It is recommended that Relay discovery is integrated into the PC5 unicast link establishment procedure.

-
For QoS handling, Sol#31 can be taken as baseline.
NOTE 2:
It is left to RAN WG2 to support the QoS enforcement in AS layer.
-
For Relay reselection, the negotiated UE-to-UE Relay reselection in Sol#50 and the Relay selection in Sol#8 can be used under different conditions. Both Sol#50 and Sol#8 can be taken as baseline.

NOTE 3:
It is left to RAN WG2 to decide the radio criteria on Relay reselection.

NOTE 4:
It is left to RAN WG2 and SA WG3 to decide the details of how to support end-to-end security between the Source UE and Target UE.
For key issue#8 "Support of PC5 Service Authorization and Policy/Parameter Provisioning", it is concluded that:

-
Solution #36 is selected for normative work for UE-to-UE Relay related aspect and can be further updated based on the conclusion for KI#4.
Per the approved Rel-18 FS_5G_ProSe_Ph2 study item, the UE-to-UE Relay will be studied and 0.5 TU is assigned for this WT.
WT#1.
Support of single NR PC5 hop UE-to-UE Relay for unicast.
NOTE 1: WT#1 should take into account the forward compatibility for supporting more than one hop in a later release.
It is common understanding that Rel-18 UE-to-UE Relay should not be studied from scratch and Rel-17 solutions should be used as basis to progress the study.

It is also noted that at the SA2#149E meeting companies started to move Rel-17 solutions from TR 23.752 into TR 23.700-33, and if all the seven solutions (i.e. solutions #8, #10, #11, #31, #32, #36, #49, #50) in clause 8.4 and 8.8 of TR 23.752 are moved by each company then paper quota will be consumed drastically.
Considering the Rel-17 progress and the limited TU for Rel-18 study, it is proposed to move all the solutions that were interim concluded in TR 23.752 clause 8.4 and 8.8 (i.e. solutions #8, #10, #11, #31, #32, #36, #49, #50) into TR 23.700-33 in this paper.
2.
Proposal
It is proposed to capture the following changes into TS 23.700-33 (ALL TEXT NEW, changes compared to original solutions of TR 23.752 are highlighted).
* * * * First change * * * *

6.A
Solution #A: UE-to-UE Relay Selection Without Relay Discovery

6.A.1
Description

This solution addressed Key Issue #1 “Support of UE-to-UE Relay”.
NOTE:
The solution was Solution #8 of TR 23.752 [2].
When a source UE wants to communicate with a target UE, it will first try to find the target UE by either sending a Direct Communication Request or a Solicitation message with the target UE info. If the source UE cannot reach the target UE directly, it will try to discover a UE-to-UE relay to reach the target UE which may also trigger the relay to discover the target UE. To be more efficient, this solution tries to integrate target UE discovery and UE-to-UE relay discovery and selection together, including two alternatives:

-
Alternative 1: UE-to-UE relay discovery and selection can be integrated into the unicast link establishment procedure as described in clause 6.4.3.1 of TS 23.304 [3].

-
Alternative 2: UE-to-UE relay discovery and selection is integrated into Model B direct discovery procedure.

A new field is proposed to be added in the Direct Communication Request or the Solicitation message to indicate whether relays can be used in the communication. The field can be called relay_indication. When a UE wants to broadcast a Direct Communication Request or a Solicitation message, it indicates in the message whether a UE-to-UE relay could be used. For Release 18, it is assumed that the value of the indication is restricted to single hop.

When a UE-to-UE relay receives a Direct Communication Request or a Solicitation message with the relay_indication set, then it shall decide whether to forward the message (i.e. modify the message and broadcast it in its proximity), according to e.g. Relay Service Code if there is any, Application ID, authorization policy (e.g. relay for specific ProSe Service), the current traffic load of the relay, the radio conditions between the source UE and the relay UE, etc.

It may exist a situation where multiple UE-to-UE relays can be used to reach the target UE or the target UE may also directly receive the Direct Communication Request or Solicitation message from the source UE. The target UE may choose which one to reply according to e.g. signal strength, local policy (e.g. traffic load of the UE-to-UE relays), Relay Service Code if there is any or operator policies (e.g. always prefer direct communication or only use some specific UE-to-UE relays).

The source UE may receive the responses from multiple UE-to-UE relays and may also from the target UE directly, the source UE chooses the communication path according to e.g. signal strength or operator policies (e.g. always prefer direct communication or only use some specific UE-to-UE relays).

6.A.2
Procedures
6.A.2.1
UE-to-UE relay discovery and selection is integrated into the unicast link establishment procedure (Alternative 1)
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Figure 6.A.2.1-1 5G ProSe UE-to-UE relay selection (Alternative 1)
Figure 6.A.2.1-1 illustrates the procedure of the proposed method.
0.
UEs are authorized to use the service provided by the UE-to-UE relays. UE-to-UE relays are authorized to provide service of relaying traffic among UEs. The authorization and the parameter provisioning can use solutions for KI#5. The authorization can be done when UEs/relays are registered to the network. Security related parameters may be provisioned so that a UE and a relay can verify the authorization with each other if needed.

1.
UE-1 wants to establish unicast communication with UE-2 and the communication can be either through direct link with UE-2 or via a UE-to-UE relay. Then UE-1 broadcasts Direct Communication Request with relay_indication enabled. The message will be received by relay-1, relay-2. The message may also be received by UE-2 if it is in the proximity of UE-1. UE-1 includes source UE info, target UE info, Application ID, as well as Relay Service Code if there is any. If UE-1 does not want relay to be involved in the communication, then it will made relay_indication disabled.
NOTE 1:
The data type of relay_indication can be determined in Stage 3. Details of Direct Communication Request/Accept messages will be determined in stage 3.
2.
Relay-1 and relay-2 decide to participate in the procedure. They broadcast a new Direct Communication Request message in their proximity without relay_indication enabled. If a relay receives this message, it will just drop it. When a relay broadcasts the Direct Communication Request message, it includes source UE info, target UE info and Relay UE info (e.g. Relay UE ID) in the message and use Relay's L2 address as the source Layer-2 ID. The Relay maintains association between the source UE information (e.g. source UE L2 ID) and the new Direct Communication Request.

3.
UE-2 receives the Direct Communication Requests from relay-1 and relay-2. UE-2 may also receive Direct Communication Request message directly from the UE-1 if the UE-2 is in the communication range of UE-1.

4.
UE-2 chooses relay-1 and replies with Direct Communication Accept message. If UE-2 directly receives the Direct Communication Request from UE-1, it may choose to setup a direct communication link by sending the Direct Communication Accept message directly to UE-1. After receiving Direct Communication Accept, a UE-to-UE relay retrieves the source UE information stored in step 2 and sends the Direct Communication Accept message to the source UE with its Relay UE info added in the message.

After step 4, UE-1 and UE-2 have respectively setup the PC5 links with the chosen UE-to-UE relay.

NOTE 2:
The security establishment between the UE1 and Relay-1, and between Relay-1 and UE-2 are performed before the Relay-1 and UE-2 send Direct Communication Accept message. Details of the authentication/ security establishment procedure are determined by SA WG3. The security establishment procedure can be skipped if there already exists a PC5 link between the source (or target) UE and the relay which can be used for relaying the traffic.
5.
UE-1 receives the Direct Communication Accept message from relay-1. UE-1 chooses path according to e.g. policies (e.g. always choose direct path if it is possible), signal strength, etc. If UE-1 receives Direct Communication Accept / Response message request accept directly from UE-2, it may choose to setup a direct PC5 L2 link with UE-2 as described in clause 6.4.3.1 of TS 23.304 [3], then step 6 is skipped.

6a.
For the L3 UE-to-UE Relay case, UE-1 and UE-2 finish setting up the communication link via the chosen UE-to-UE relay. The link setup information may vary depending on the type of relay, e.g. L2 or L3 relaying. Then UE-1 and UE-2 can communicate via the relay. Regarding IP address allocation for the source/remote UE, the addresses can be either assigned by the relay or by the UE itself (e.g. link-local IP address) as defined in clause 6.4.3.1 of TS 23.304 [3].

6b. For the Layer 2 UE-to-UE Relay case, the source and target UE can setup an end-to-end PC5 link via the relay. UE-1 sends a unicast E2E Direct Communication Request message to UE-2 via the Relay-1, and UE-2 responds with a unicast E2E Direct Communication Accept message to UE-1 via the Relay-1. Relay-1 transfers the messages based on the identity information of UE-1/UE-2 in the Adaptation Layer.
NOTE 3:
How Relay-1 can transfer the messages based on the identity information of UE-1/UE-2 in the Adaptation Layer requires cooperation with RAN2 during the normative phase.
NOTE 4:
In order to make a relay or path selection, the source UE can setup a timer after sending out the Direct Communication Request for collecting the corresponding response messages before making a decision. Similarly, the target UE can also setup a timer after receiving the first copy of the Direct Communication Request / message for collecting multiple copies of the message from different paths before making a decision.

NOTE 5:
In the first time when a UE receives a message from a UE-to-UE relay, the UE needs to verify if the relay is authorized be a UE-to-UE relay. Similarly, the UE-to-UE relay may also need to verify if the UE is authorized to use the relay service. The verification details and the how to secure the communication between two UEs through a UE-to-UE relay is to be defined by SA WG3.
6.A.2.2
UE-to-UE relay discovery and selection is integrated into Model B direct discovery procedure (Alternative 2)
Depicted in Figure 6.A.2.2-1 is the procedure for UE-UE Relay discovery Model B, and the discovery/selection procedure is separated from hop by hop and end-to-end link establishment.
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5b. PC5 link establishment between UE - 2 and selected Relay UE  

1.  Discovery solicitation (UE - 1 info, Target UE info (i.e. UE - 2))   

2.  Discovery solicitation (UE - 1 info,  UE - R info,  Target UE info (i.e. UE - 2))   

3b. Discovery response (UE - 1 info, Target UE info (i.e. UE - 2))  

4. Discovery response (UE - 1 info,   UE - R info, Target UE info (i.e. UE - 2))  


Figure 6.A.2.2-1 5G ProSe UE-to-UE relay selection (Alternative 2)
1.
UE-1 broadcasts discovery solicitation message carrying UE-1 info, target UE info (UE-2), Application ID, Relay Service Code if any, the UE-1 can also indicate relay_indication enabled.

2.
On reception of discovery solicitation, the candidate Relay UE-R broadcasts discovery solicitation carrying UE-1 info, UE-R info, Target UE info. The Relay UE-R uses Relay's L2 address as the source Layer-2 ID.

3.
The target UE-2 responds the discovery message. If the UE-2 receives discovery solicitation message in step 1, then UE-2 responds discovery response in step 3b with UE-1 info, UE-2 info. If not and UE-2 receives discovery solicitation in step 2, then UE-2 responds discovery response message in step 3a with UE-1 info, UE-R info, UE-2 info.

4.
On reception of discovery response in step 3a, UE-R sends discovery response with UE-1 info, UE-R info, UE-2 info. If more than one candidate Relay UEs responding discovery response message, UE-1 can select one Relay UE based on e.g. implementation or link qualification.

5.
The source and target UE may need to setup PC5 links with the relay before communicating with each other. Step 5a can be skipped if there already exists a PC5 link between the UE-1 and UE-R which can be used for relaying. Step 5b can be skipped if there already exists a PC5 link between the UE-2 and UE-R which can be used for relaying.
6a.
Same as step 6a described in clause 6.A.2.1.

6b.
For the Layer-2 UE-to-UE Relay, the E2E unicast Direct Communication Request message is sent from UE1 to the selected Relay via the per-hop link (established in steps 5a) and the Adaptation layer info identifying the peer UE (UE3) as the destination. The UE-to-UE Relay transfers the E2E messages based on the identity information of peer UE in the Adaptation Layer. The initiator (UE1) knows the Adaptation layer info identifying the peer UE (UE3) after a discovery procedure. UE3 responds with E2E unicast Direct Communication Accept message in the same way.
NOTE 1:
For the Layer 2 UE-to-UE Relay case, whether step5b is performed before step 6b or triggered during step 6b will be decided at normative phase.
NOTE 2:
How Relay-1 can transfer the messages based on the identity information of UE-1/UE-2 in the Adaptation Layer requires cooperation with RAN2 during the normative phase.

6.A.3
Impacts on services, entities and interfaces
UE impacts to support new Relay related functions.
* * * * Second change * * * *
6.B
Solution #B: ProSe 5G Layer-3 UE-to-UE Relay based on IP routing
6.B.1
Description

This solution addressed Key Issue #1 “Support of UE-to-UE Relay”.

NOTE 1:
The solution was Solution #10 of TR 23.752 [2].
In this solution, the ProSe 5G UE-to-UE Relay operations is supported with the following principles:

-
Authorization and configuration:

-
Only the UE authorized by the service authorization configuration can act as a ProSe 5G UE-to-UE Relay. These UEs will be configured according to the service authorization and provisioning mechanism defined in TS 23.304 [3] to operate in the UE-to-UE Relay mode.

-
ProSe 5G UE-to-UE Relay discovery:

-
The ProSe 5G UE-to-UE Relay sends out a Relay Discovery message periodically, announcing its availability for serving other UEs in the area.

-
The ProSe 5G UE-to-UE Relay also supports the query and response mode for discovery. The ProSe 5G UE-to-UE Relay listens on a configured Layer-2 ID for the query, and would respond with its address and corresponding information to enable to other UE to establish a unicast connection with it. This process is similar to the unicast L2 link establishment procedure as defined in clause 6.4.3.1 of TS 23.304 [3].

NOTE 2:
The Layer-2 ID used for the discovery can be specific for UE-to-UE Relay discovery, or shared with other discoveries, e.g. UE-to-Network Relay discovery.

-
ProSe 5G UE-to-UE Relay operation:

-
Any UE that wants to make use of the ProSe 5G UE-to-UE Relay needs to establish a unicast L2 link with the UE-to-UE Relay, with IP configuration. The ProSe 5G UE-to-UE Relay allocates IP address/prefix to the other UEs.

-
As part of the unicast L2 link establishment procedure, the ProSe 5G UE-to-UE Relay stores an association of the User Info of the peer UE of the unicast link (or ProSe Service provided by the peer UE) and the IP address/prefix allocated to the UE into its DNS entries. The ProSe 5G UE-to-UE Relay acts as a DNS server to other UEs.

-
When a (source) UE needs to communicate with another (target) UE or needs to discover a ProSe service via the ProSe 5G UE-to-UE Relay, it sends a DNS query for the target UE (based on Target User Info) or for the ProSe Service to the ProSe 5G UE-to-UE Relay over the unicast link, which will return the IP address/prefix of the target UE or the IP address(es)/prefix(es) of UEs which provide the ProSe Service.


If there are multiple UEs supporting the same ProSe Service, the (source) UE can select a UE(s) based on UE implementation.

-
The source UE sends the IP data or non-IP data encapsulated in IP to the target UE or to the selected UE(s) which provide(s) the ProSe Service via the unicast L2 link to UE-to-UE Relay that returned the IP address/prefix of the target UE or UE(s) which provide(s) the ProSe Service. The ProSe 5G UE-to-UE Relay acts as an IP router, and forwards the packets to the corresponding unicast L2 link towards the target UE or UE(s) which provide(s) the ProSe Service. Each of the unicast L2 link is treated as an IP interface.

-
If there are multiple ProSe 5G UE-to-UE Relays in the proximity, UE can choose either one or more ProSe 5G UE-to-UE Relays to establish the unicast L2 link based on UE implementation. For example, the UE sends a DNS query on each of the unicast L2 link to the ProSe 5G UE-to-UE Relays. Then, the source UE may choose to use the first ProSe 5G UE-to-UE Relay that returns a positive DNS query for the target UE.

NOTE 3:
The selection of the UE-to-UE Relay may be based on local configured rules on the UE, or based on other discovery solutions, e.g. "Stateful UE-to-UE Relay" described in clause 6.C.

-
QoS handling:

-
When the source UE establishes the unicast L2 link with the ProSe 5G UE-to-UE Relay, it can establish corresponding PC5 QoS Flows according to procedure defined in clause 6.4.3.1 of TS 23.304 [3]. It can also modify the PC5 QoS Flows at any time using procedure defined in clause 6.4.3.4 of TS 23.304 [3].

-
Correspondingly, the ProSe 5G UE-to-UE Relay can also establish and modify the PC5 QoS Flows using the above-mentioned procedures over the unicast L2 Link with the target UE based on PC5 Packet Filter received from the source UE during the PC5 QoS flow establishment/modification procedure or destination IP address of IP packet received from the source UE for the forwarding of source UE's traffic. The ProSe 5G UE-to-UE Relay determines the PC5 QoS parameters of PC5 QoS Flows with target UE based on corresponding PC5 QoS Flows with target UE.

-
Security handling:

-
source UE and target UE can establish bearer level security with the UE-to-UE Relay for the unicast L2 Link, using procedures defined in TS 23.304 [3].

-
If end-to-end security protection is required between source UE and target UE, IPSec can be used.

NOTE 4:
The security protection of the traffic of source UE and target UE will be specified by SA WG3.

-
Charging Support:

-
ProSe 5G UE-to-UE Relay can follow the charging solution defined in TS 32.277 [y] to report the source and target UEs and corresponding traffic to the charging function.

6.B.2
Procedures
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Figure 6.B.2-1: 5G ProSe UE-to-UE Relay operation

Figure 6.B.2-1 provides an example operation for the 5G ProSe UE-to-UE Relay operation based on standard IP operation.

6.B.3
Impacts on services, entities and interfaces
There is no impact to NG-RAN, as the solution is using the existing features supported in Rel-16 NR V2X design.

UEs operate with existing IP operation, and the ProSe 5G UE-to-UE Relay supports the IP router function (for IP address allocation and traffic forwarding) and the functionality of a DNS server.

* * * * Third change * * * *
6.C
Solution #C: Stateful UE-to-UE Layer-2 or Layer-3 Relay for Public Safety

6.C.1
Introduction

The solution applies to Key Issue #1 "Support of UE-to-UE Relay".
NOTE:
The solution was Solution #11 of TR 23.752 [xx].
The procedure for discovery of UE-to-UE Relay in this solution is based on TR 23.713 [x] clause 6.1.2.4.

The communication via the stateful UE-to-UE Relay can be performed at either Layer-3 (6.C.3.2.2) or at Layer-2 (refer to clause 6.C.3.2.3).

6.C.2
Functional Description

In reference to Figure 6.C.2-1, the UE-to-UE Relay (UE-R) is a logical functionality that assists a UE (e.g. UE-1) to discover its group members (e.g. UE-2) which may not be reachable directly over NR PC5, but each of which is reachable via the UE-to-UE Relay. Once the UE discovers other group member UEs that are reachable via the UE-to-UE Relay, it can engage in communication with them, the UE-to-UE Relay acting as a Layer-3 relay.
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Figure 6.C.2-1: Stateful UE-to-UE Relay

The UE-to-UE Relay performs the following functionality:

-
Group Member Discovery using Model A or Model B discovery as defined in TS 23.304 [3].

-
UE-to-UE Relay Discovery using the procedures defined in clause 6.C.3.1.

-
Acting as Layer-3 relay for communication between UEs using the procedures defined in clause 6.C.3.2.

6.C.3
Procedures

6.C.3.1
UE-to-UE Relay discovery

6.C.3.1.1
Model A

Depicted in figure 6.C.3.1.1-1 is the procedure for UE-to-UE Relay discovery Model A.
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Figure 6.C.3.1.1-1: UE-to-UE Relay discovery with Model A

1.
UE-1 ("this UE") performs the Group Member Discovery procedure (either Model A or Model B) as defined in TS 23.304 [3]. In the process UE-1 discovers UE-R as its only neighbour.

2.
UE-R ("the potential relay") also performs the Group Member Discovery procedure (either Model A or Model B). In the process UE-R discovers two UEs in vicinity: UE-1 and UE-2.

NOTE 1:
The execution of the Group Member Discovery procedure in steps 1 and 2 is a pre-requisite for the execution of the UE-to-UE Relay discovery procedure proper that only starts at step 3. Each of the UEs periodically performs the Group Member Discovery procedure in order to keep an up-to-date list of the neighbouring UEs that are directly reachable via NR PC5.

3.
UE-R decides that it can act as a UE-to-UE Relay and announces this by periodically transmitting an Announcement message including the following parameters:

-
Type = Announcement.

-
Discovery Type = UE-to-UE Relay Discovery.

-
Announcer Info (i.e. an upper layer identifier for the UE-R user).

-
ProSe UE ID of UE-R (i.e. Layer-2 identifier of UE-R).

-
A list of "Target User Info" parameters (including users of UE-1 and UE-2) that have been gathered during Group Member Discovery in step 2. "Target User Info" is an upper layer parameter identifying the target user. To support Layer-2 communication via the stateful UE-to-UE Relay, the "Target User Info" also includes the Layer-2 identifier of the target user's UE.

4.
Based on the information received in the previous step, UE-1 decides to establish a one-to-one communication link with UE-R and engage in communication with UE-2 via UE-R, as described in clause 6.C.3.2.

6.C.3.1.2
Model B

Depicted in figure 6.C.3.1.2-1 is the procedure for UE-UE Relay discovery Model B.
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Figure 6.C.3.1.2-1: UE-to-UE Relay discovery with Model B

1-2.  These steps are identical to steps 1-2 in Figure 6.C.3.1.1-1.

NOTE:
The execution of the Group Member Discovery procedure in steps 1 and 2 is a pre-requisite for the execution of the UE-to-UE Relay discovery procedure proper that only starts at step 3. Each of the UEs periodically performs the Group Member Discovery procedure in order to keep an up-to-date list of the neighbouring UEs that are directly reachable via NR PC5.

3.
Having discovered its neighbours, UE-1 realises that the group member of interest ("target user") is not within direct range over NR PC5. UE-1 then (in the role of Discoverer) solicits potential UE-to-UE Relays by transmitting the Solicitation message including the following parameters:

-
Type = Solicitation.

-
Discovery Type = UE-to-UE Relay Discovery.

-
Discoverer Info (i.e. an upper layer identifier for the UE-1 user).

-
ProSe UE ID of UE-1 (i.e. layer-2 identifier of UE-1).

-
A list of "Target User Info" parameters corresponding to the target user(s) of interest (in this case it is the user of UE-2). "Target User Info" is an upper layer parameter identifying the "target user" of interest.

4.
Upon reception of the Solicitation message, UE-R (in the role of Discoveree) realises that it can act as a UE-to-UE Relay and replies with a Response message including the following parameters:

-
Type = Response.

-
Discovery Type = UE-to-UE Relay Discovery.

-
Discoveree Info (i.e. an upper layer identifier for the UE-R user).

-
ProSe UE ID of UE-R (i.e. layer-2 identifier of UE-R).

-
A list of "Target User Info" parameters corresponding to the target user(s) of interest (in this case it is the user of UE-2). The latter have been gathered during Group Member Discovery in step 2. To support Layer-2 communication via the stateful UE-to-UE Relay, the "Target User Info" also includes the Layer-2 identifier of the target user's UE.

5.
Based on the information received in the previous step, UE-1 decides to establish a one-to-one communication link with UE-R and engage in communication with UE-2 via UE-R, as described in clause 6.11.3.2.

6.C.3.2
Communication via the stateful UE-to-UE Relay

6.C.3.2.1
General

The communication via the stateful UE-to-UE Relay can be performed at either Layer-2 or Layer-3.

6.C.3.2.2
Communication via stateful Layer-3 UE-to-UE Relay

When the communication via the stateful UE-to-UE Relay is performed at layer-3, the simplified Layer-2 format for ProSe 5G communication is decpited in Figure 6.C.3.2.2-1.
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Figure 6.C.3.2.2-1: Layer-2 frame format for ProSe 5G communication via Layer-3 UE-to-UE Relay

When UE1 sends a packet to UE2 via the Relay, in reference to Figure 6.C.3.2.2-1 the fields in the Layer-2 header are ste as follows:

-
Source Layer-2 ID: Identifies the sender of the data (UE-1).

-
Destination Layer-2 ID: Identifies the Relay (UE-R).

The final destination (i.e. UE-2) is identified via the Destination IP address in the IP packet header.

NOTE: 
The Layer-2 frame in Figure 6.C.3.2.2-1 is a high-level illustration of the required addressing functionality in Layer-2 header. The exact Layer-2 frame format is in the scope of RAN WGs.

The procedures for communication via the stateful UE-to-UE Layer-3 Relay are performed at layer-3 as described in clause 6.B, the stateful UE-to-UE Relay acting as an IP router.

6.C.3.2.3
Communication via stateful Layer-2 UE-to-UE Relay

When the communication via the stateful UE-to-UE Relay is performed at layer-2, the Layer-2 frame header is used as illustrated in Figure 6.C.3.2.3-1. In addition to the Source Layer-2 ID and Destination Layer-2 ID fields, the header has in addition a "Relay Layer-2 ID" field and a "Direction" field:

-
"Relay Layer-2 ID": identifies the UE-to-UE Relay.

-
"Direction" indicates whether the Layer-2 frame is being transmitted "To the Relay" or "From the Relay".
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Figure 6.C.3.2.3-1: Extended Layer-2 frame format for ProSe 5G communication via Layer-2 UE-to-UE Relay

When UE-1 wishes to send data to UE-2 via UE-R, the addressing identifiers in the Layer-2 frame are set as follows:

-
Source Layer-2 ID: identifies UE-1.

-
Destination Layer-2 ID: identifies UE-2.

-
Relay Layer-2 ID: identifies the Relay (UE-R).

-
Direction = "To Relay".

When UE-R forwards the Layer-2 frame to UE-2, the addressing identifiers in the Layer-2 frame are set as follows:

-
Source Layer-2 ID: identifies UE-1.

-
Destination Layer-2 ID: identifies UE-2.

-
Relay Layer-2 ID: identifies UE-R.

-
Direction = "From Relay".

NOTE1: 
The Layer-2 frame in Figure 6.C.3.2.3-1 is a high-level illustration of the required addressing functionality in Layer-2 header. The exact Layer-2 frame format is in the scope of RAN WGs.

NOTE2: 
The "Direction" field is used by the final receiver (UE-2) to eliminate duplicate frames in case UE-2 enters in direct transmission range of UE-1.

6.C.4
Impacts on services, entities and interfaces

UE:

-
New functionality related to UE-to-UE Relay discovery, as well as communication via UE-to-UE Relay.

* * * * Fourth change * * * *
6.D
Solution #D: QoS control for UE-to-UE Relay

6.D.1
Description

This is a solution for Key Issue #1, UE-to-UE Relay. This solution is applicable for both Layer 2 UE-to-UE Relay and Layer 3 UE-to-UE Relay.
NOTE:
The solution was Solution #31 of TR 23.752 [2].
When a source UE wants to establish unicast communication with a target UE, the source UE will decide the E2E QoS parameters between source UE and target UE based on the application layer requirements. The E2E QoS parameters, especially the PDB, needs to be split between the two PC5 interface. The PER of the two PC5 interfaces also needs to be set properly to achieve the PER target in the E2E QoS parameters.

Relay will split the E2E QoS parameters into two parts: one part is the QoS parameters between source UE and Relay (we call it "Source side PC5 QoS parameters"), the other part is the QoS parameters between Relay and the target UE (we call it "Target side PC5 QoS parameters").

When standardized PQI is used, the Source side PC5 QoS parameters and the Target side PC5 QoS parameters include PQI and other optional QoS parameters, e.g. GFBR. When non-standardized PQI is used, the whole set of PC5 QoS characteristics is also included.

Relay ensures the PDB and PER associated with the PQI in the Source side PC5 QoS parameters and the PDB and PER associated with the PQI in the Target side PC5 QoS parameters supports the E2E PDB requirements between Remote UE and target UE. Relay also ensures other QoS parameters/QoS characteristics in the Source side PC5 QoS parameters and Target side PC5 QoS parameters are compatible, e.g. have the same value. The Relay decision may be based on the local policy or the low layer measurement.

Optionally, it's possible that the source UE is pre-configured with authorized service(s) and the related Source side PC5 QoS parameters, the UE-to-UE Relay is pre-configured with authorized service(s) and the related Target side PC5 QoS parameters. These can be provided by PCF during provisioning procedure. The authorized service can be identified by Relay Service Code etc. With the preconfigured QoS parameters, the source UE provides the Source side PC5 QoS parameters to the UE-to-UE Relay by the procedure defined in TS 23.304 [3] clause 6.4.3.1 or clause 6.4.3.4, then the UE-to-UE Relay identifies the authorized service and establishes the corresponding PC5 QoS Flows with the Target UE using the preconfigured Target side PC5 QoS parameters.
E2E QoS parameters splitting is common for both Layer 2 UE-to-UE Relay and Layer 3 UE-to-UE Relay. The difference lies in the QoS flow. In the Layer 3 UE-to-UE Relay case, two QoS flows are setup, one QoS flow between Source UE and UE-to-UE Relay UE, and another QoS flow between Source UE and UE-to-UE Relay UE. In the Layer 2 UE-to-UE Relay case, the end-to-end QoS flow is setup between the Source UE and the Target UE.
6.D.2
Procedures for Layer 3 UE-to-UE Relay
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Figure 6.D.2-1: QoS control for Layer 3 UE-to-UE Relay

1.
Source UE wants to establish unicast communication with target UE, it decides the E2E QoS parameters between source UE and target UE based on the application layer requirements. The Source UE sets up a PC5 QoS Flow with PFI=PFI_s. Then Source UE provides the PFI_s, E2E QoS parameters, source and target user info to UE-to-UE Relay. The process is similar to the unicast L2 link establishment or modification procedure as defined in TS 23.304 [3] clause 6.4.3.

2.
Relay splits the E2E QoS parameters into two parts: one part is for the PC5 interface between source UE and Relay, the other part is for the PC5 interface between Relay and the target UE. Relay will setup a PC5 QoS Flow with PFI=PFI_t using the target side PC5 QoS parameters between Relay and the target UE.

3.
Relay provides the PFI_t, target side PC5 QoS parameters, source and target user info to target UE. The process is similar to the unicast L2 link establishment or modification procedure as defined in TS 23.304 [3] clause 6.4.3.

4.
Relay receives the Layer-2 link establishment/modification accept from target UE.

5.
Relay provides the Layer-2 link establishment/modification accept to the source UE with the PFI_s and the source side PC5 QoS parameters.
The data transfer on Layer 3 UE-to-UE Relay is according to traffic filter on both hops.

6.D.3
Procedures for Layer 2 UE-to-UE Relay
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Figure 6.D.3-1: QoS control for Layer 2 UE-to-UE Relay

0.
When the Source UE wants to communication with the target UE, it uses the extended unicast link defined in Solution#9 of TR 23.752 [xx], and the Source UE decides the E2E QoS parameters between Source UE and Target UE based on the application layer requirements. The Source UE sets up a PC5 QoS Flow with PFI, similar to the 5G ProSe mechanism defined in clause 6.4.3.1 of TS 23.304 [3], the Source UE negotiates the information about PC5 QoS Flow, which includes the PFI, the corresponding E2E PC5 QoS parameters and the associated application info, with the Target UE in step 0a and step 0b. In this step, E2E PC5-S messages are used for E2E QoS negotiation, and the UE-to-UE Relay just transfers the E2E PC5-S messages using the RAN specified L2 relay method.
NOTE:
The PC5-S messages used in step 0 are the E2E PC5-S messages transferred between the Source UE and the Target UE and the PC5-S messages used in step 1 to step 5 are the per-hop PC5-S messages transferred between the Source UE or the Target UE and the UE-to-UE Relay.

1.
After the E2E QoS parameter negotiation in step 0a and step 0b, the Source UE provides the PFI, E2E QoS parameters, source and target user info to UE-to-UE Relay. The process is similar to the unicast L2 link establishment or modification procedure as defined in TS 23.304 [3] clause 6.4.3.

2.
Relay splits the E2E QoS parameters into two parts: one part is for the PC5 interface between source UE and Relay (source side PC5 QoS parameters), the other part is for the PC5 interface between Relay and the target UE (target side PC5 QoS parameters).

3.
Relay provides the PFI received from source UE, target side PC5 QoS parameters, source and target user info to target UE. The process is similar to the unicast L2 link establishment or modification procedure as defined in TS 23.304 [3] clause 6.4.3.

4.
Relay receives the Layer-2 link establishment/modification accept from target UE.

5.
Relay provides the Layer-2 link establishment/modification accept to the source UE with the PFI and the source side PC5 QoS parameters.

After the PC5 QoS parameters splitting for two PC5 links, the AS layer configurations for PC5 QoS parameters in each of the PC5 links can be achieved according to legacy mechanisms in Rel-17 5G ProSe (TS 23.304 [3]). For the QoS enforcement, the UE-to-UE Relay UE performs the necessary adaptation in the AS layers of the two PC5 interfaces, and it transfers the received data based on the adaptation in the AS layer.

Editor's note:
How to ensure the PC5 QoS over the two PC5 links by the Adaptation Layer, and the functionalities of the Adaptation Layer will be confirmed by RAN WG2.

If the Source UE or Target UE wants to add, remove or modify a QoS flow on the extended unicast link, the link modification procedure defined in clause 6.4.3.4 of TS 23.304 [3] can be used, where the Link Modification Request message is the E2E PC5-S message.
6.D.4
Impacts on services, entities and interfaces

-
UE-to-UE Relay supports the E2E QoS parameters splitting between the two PC5 interfaces.
* * * * Fifth change * * * *
6.E
Solution #E: Support Layer-3 UE-to-UE Relay Based on IPv6 link-local addresses
6.E.1
Description

This solution addressed Key Issue #1 “Support of UE-to-UE Relay”.

NOTE 1:
The solution was Solution #32 of TR 23.752 [3].
The basic idea of the solution is when a UE establishes a connection with a UE-to-UE relay, it uses its link-local IPv6 address as its IPv6 address and informs to the relay UE. The relay UE maintains a mapping between link-local IPv6 addresses to UE IDs (e.g. Application Layer IDs), as well as mapping from an Application User ID to a PC5 unicast link.

The solution is based on the following assumptions:

1.
A source UE establishes a unicast link to a relay UE for communicating with target UEs which connects to that relay UE.

2.
For a specific source UE, the traffic to target UEs through the same relay UE can share the same unicast link to that relay UE.

3.
When the relay UE receives a packet from a source or target UE, it forwards the packet to an PC5 unicast link according to the destination IP address in the packet.

6.E.2
Procedures

In this clause, UE-1 and UE-2 are the source and target UEs, respectively. Relay-1 is a Layer-3 UE-to-UE relay.

6.E.2.1
Relay path establishment procedure

Step 1.
UE-1 and UE-2 do the relay selection. In this step, any solution for UE-to-UE relay selection can be applied here, e.g. solution#A.

Step 2.
UE-1 and UE-2 establish individual unicast link to Relay-1, if they do not have unicast link with the relay for the UE-to-UE relaying communication use case.


UE forms its own link-local IPv6 address based on IETF RFC 4862 [x] and informs the IP address to the relay UE. Relay UE maintains a mapping between the UE ID (e.g. Application Layer ID) and the link-local address.

NOTE:
If the link-local IP address of UE-1 or UE-2 is conflicting with the link-local IP address of another remote UE that has already connected to the relay UE, the relay shall inform UE-1 or UE-2 to change its link-local IP address, e.g. using the address duplicate detection procedure defined in IETF RCF 4862 [x].

Step 3.
If UE-1 does not know the IP address of UE-2, it sends a request to the relay UE, asking the IP address of UE-2. The request includes the UE-2 ID, e.g. the Application Layer ID. Relay-1 gives the link-local IP address of UE-2 to UE-1. UE-2 does the same procedure if it does not know the IP address of UE-1.

Step 4.
UE-1 and UE-2 can communicate with each other via Relay-1.

When the remote UEs change Layer-3 UE-to-UE relay, they can keep their link-local IP addresses. The old UE-to-UE relay shall remove the mapping between the link-local IP address and the remote UE.

Editor's note:
Whether and how to support periodic change of the link-local IP address due to privacy requirement is FFS and co-ordinated with SA WG3 group.
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Figure 6.E.2.1-1 UE-1 communicates with UE-2 via Layer-3 UE-to-UE relay
6.E.2.2
Path switch from one UE-to-UE relay to another UE-to-UE relay

The following procedure depicts the scenario that UE-1 and UE-2 changes the UE-to-UE relay from Relay-1 to Relay-2.
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Figure 6.E.2.2-1 UE-1 and UE-2 change the communication path from the path via Relay-1 to the path via Relay-2


Step1.
One of the remote UE detects the current UE-to-UE communication path is not good enough or some other event triggers relay re-selection, so the relay re-selection is executed.

NOTE 1:
The reselection trigger for UE-2 can be based on, for example, application layer trigger or based on current relay conditions.


Step2.
Any UE-to-UE (re)selection solution for Layer-3 UE-to-UE relay can be applied here, and Relay-2 is selected as the new relay by UE-1 and UE-2.
Step3.
UE-1 and UE-2 establish unicast link individually to Relay-2. The UE-1 and UE-2 keep their link-local addresses and inform the IP addresses to the Relay-2. Relay-2 maintains a mapping between the UE IDs (e.g. Application Layer IDs) and the link-local addresses.


This step can be skipped if the remote UE already has a unicast link with the same link-local IPv6 address to Relay-2.


Step4.
UE-1 and UE-2 send an end marker through the old path to each other, indicating that they start sending traffic via the new path.

NOTE 2:
The UEs can wait for a predetermined period until the end marker is received from each other before switching to new path. Such details are to be developed during stage 3 work.


Step5.
UE-1 and UE-2 can communicate with each other via Relay-2.

6.E.3
Impacts on services, entities and interfaces
The solution impacts the relay UE to support IP packets forwarding between remote UEs.

* * * * Sixth change * * * *
6.F
Solution #F: Support Layer-3 UE-to-UE Relay to Handle Non-IP Traffic
6.F.1
Description

6.F.1.1
General

This solution addressed Key Issue #1 “Support of UE-to-UE Relay”.

NOTE:
The solution was Solution #49 of TR 23.752 [3].
The user plane protocol stack assumed in this contribution is illustrated by Figure 6.F.1.1-1. Since there is no IP headers in the Non-IP packets, the UE-to-UE relay cannot use destination IP addresses to forward the packets, In this solution, the UE-to-UE relay uses the Layer-2 IDs in the incoming Layer-2 frames to find the correct outgoing PC5 links. Basically, the solution is based on the following principles:

1.
For a specific source UE, it establishes a PC5 link for Non-IP traffic with the UE-to-UE relay for each target UE it wants to communicate via that relay. This principle means that the Non-IP traffic to different target UEs from the same source UE cannot share the same PC5 link between the source UE and the UE-to-UE relay.

2.
For each pair of source and target UEs, the UE-to-UE relay assigns itself a Layer-2 ID, denoted as L2-ID_R, which is used in the Non-IP PC5 link to the source UE and the Non-IP PC5 link to the target UE. The UE-to-UE relay maintains a mapping between L2-ID_R and a pair of source and target UEs. The source and target UEs store the mapping information when establishing relay path between the source and target UEs via the UE-to-UE relay. When the source and target UEs send Non-IP traffic to each other via the UE-to-UE relay, they use L2-ID_R as the destination Layer-2 ID. When the UE-to-UE relay receives a packet, according to the L2-ID_R and the source L2-ID it can forward the packet to the correct PC5 link based on the mapping, it also changes the destination L2-ID from L2-ID_R to the correct Layer2 ID of the target UE. The source and target UEs identify the original UE when receiving packets from the UE-to-UE relay according to the mapping information.
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Figure 6.F.1.1-1: User plane protocol stack of PC5 when using Layer-3 UE-to-UE relay to forward Non-IP traffic

6.F.1.2
QoS handling

Regarding QoS handling, solution #D is adopted to achieve end-to-end QoS control via UE-to-UE relay. Basically, for a specific PC5 QoS flow, say PFI_s, in the Non-IP PC5 link with the source UE, the UE-to-UE relay maps it to a specific PC5 QoS flow, say PFI_t, in the Non-IP PC5 link with the target UE. Incoming traffic from one of the flows is forwarded by the UE-to-UE relay to the other flow.

6.F.1.3
Security

For end-to-end security, IPsec cannot be used, since it is not IP traffic. It is up to the application to implement end-to-end security for non-IP traffic.

Editor's note:
How to handle end-to-end security for Non-IP traffic is FFS and shall be co-ordinated with SA WG3 group.

6.F.2
Procedures

6.F.2.1
Relay path establishment procedure

Figure 6.F.2.1-1 illustrates the procedure of path establishment procedure for Non-IP traffic communication via a Layer-3 UE-to-UE relay.

0.
Source UE and target UE do the relay selection. In this step, any solution for UE-to-UE relay selection can be applied here.

1.
Source UE wants to start Non-IP communication with the target UE. It starts to establish a PC5 unicast link with the relay by sending a Direct Communication Request to the relay as defined in clause 6.4.3.1 of TS 23.304 [3]. In the request, the source UE indicates that the PC5 link is used for Non-IP communication to the target UE.

Editor's note:
It is FFS if traffic type, e.g. IP or Non-IP, can be derived from the ProSe Application ID.

2.
The UE-to-UE relay assigns itself a Layer-2 ID, denoted as L2-ID_R, which is used in the Non-IP PC5 link to the source UE and the Non-IP PC5 link to the target UE. The UE-to-UE relay creates the mapping between the L2-ID_R and the pair of UEs.

3.
UE-to-UE relay sends a Direct Communication Request to the target UE, indicating that the link is used for Non-IP communication with the source UE. It also provides the mapping information in the request.

4.
Target UE and the UE-to-UE relay setup security for the PC5 link.

NOTE:
Whether L2-ID_R is provided in step 3 or step 4 is coordinated with SA WG3.

5.
Target UE stores the mapping information, and sends Direct Communication Accept.

6.
UE-to-UE relay and the source UE setup security for the PC5 link.

7.
UE-to-UE relay sends Direct Communication Accept with L2-ID_R and provides the mapping information. The resource UE stores the mapping information.

8.
Non-IP communication between the source and the target UE via the relay. When the source and target UEs send Non-IP traffic to each other via the UE-to-UE relay, they use L2-ID_R as the destination L2-ID. When the UE-to-UE relay receives a packet, according to the L2-ID_R and the original UE L2-ID it can forward the packet to the correct PC5 link based on the mapping between the L2-ID_R and the pair of UEs, it also changes the destination L2-ID from L2-ID_R to the correct L2-ID of the destination UE. The source and target UEs identify the original UE when receiving packets from the UE-to-UE relay according to the local stored mapping information.
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Figure 6.F.2.1-1 Path establishment procedure for Non-IP traffic communication via a Layer-3 UE-to-UE relay

6.F.2.2
Layer-2 ID update procedure

Figure 6.F.2.2-1 illustrates the procedure of Link Identifier Update.
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Figure 6.F.2.2-1 Link identifier update procedure for Non-IP PC5 link with a Layer-3 UE-to-UE relay

1.
The source UE decides to change its identifier(s), it sends Link Identifier Update Request with its new Layer2-ID to the UE-to-UE relay as defined in clause 6.4.3.2 of TS 23.304 [3]. The source UE keeps sending data traffic to the UE-to-UE relay with the old identifiers until it sends the Link Identifier Update Ack to the relay.

2.
Upon receiving the Link Identifier Update Request message, the UE-to-UE relay assigns a new L2-ID_R for the link with the source UE and the link with the target UE.

3.
UE-to-UE relay sends Link Identifier Update Request to the target UE with the new L2-ID_R and provides new source UE identifier. The UE-to-UE relay keeps sending data traffic to the target UE with the old identifiers until it sends the Link Identifier Update Ack to the target UE.

4.
Target UE sends Link Identifier Update Response with its new Layer2-ID. The target UE continues to receive traffic with the old Layer-2 ID from UE-to-UE relay until the target UE receives traffic with the new Layer-2 ID from the relay. After sending the Link Identifier Update response, the target UE keeps sending data traffic to the relay with the old identifier until it receives the Link Identifier Update Ack message from the relay.

5.
UE-to-UE relay sends Link Identifier Update Response to the source UE with the new L2-ID_R and provides new target UE identifier. The UE-to-UE relay continues to receive traffic with the old L2-ID_R from the source and target UE until it receives the traffic with new L2-ID_R from both the source and target UEs. After sending the Link Identifier Update response, the UE-to-UE relay keeps sending data traffic to the source UE with the old identifier until it receives the Link Identifier Update Ack message from the source UE.

6.
The source UE sends the Link Identifier Update Ack to the UE-to-UE relay. The source UE continues to receive traffic with the old Layer-2 ID from the relay until the source UE receives traffic with the new Layer-2 ID from the relay.


After step 5 and step 6, the UE-to-UE relay maintains a mapping between the new L2-ID_R and the new identifiers of the source and target UEs. The UE-to-UE relay keeps the mapping between the old L2-ID_R and the old identifiers of the source and target UEs until the relay receives the traffic with the new identifiers from both the source and target UEs.

7.
The UE-to-UE relay sends Link Identifier Update Ack to the target UE.

8.
The source and target UEs start using their new identifiers and the UE-to-UE relay starts to use the new L2-ID_R. Based on the new mapping information, the UE-to-UE relay transfers the packets accordingly, and the source and target UEs identify the original UE when receiving packets from the UE-to-UE relay.
6.F.3
Impacts on Existing Nodes and Functionality
The UE-to-UE relay needs to support the mapping between the L2-ID_R and the pair of source and target UEs. Regarding QoS handling, the impact to the UE-to-UE relay is the same as solution# D.

The source and target UEs identify the original UE when receiving packets from the UE-to-UE relay based on the mapping information.

* * * * Seventh change * * * *
6.G
Solution #G: Negotiated UE-to-UE Relay Reselection

6.G.1
Description

This solution provides a solution for UE-to-UE Relay reselection in Key Issue #1. Since the solution is independent of how the relay forwards traffic between Source UE and Target UE this solution is applicable to both Layer 2 UE-to-UE Relays and Layer 3 UE-to-UE Relays.
NOTE:
The solution was Solution #50 of TR 23.752 [3].
Solution#A provides a solution for UE-to-UE Relay Selection, and this solution is suitable for initial Relay selection and it could be extended for UE-to-UE Relay reselection. However, it will cause the UE-to-UE Relay in proximity broadcast the relay discovery message. Under some cases, these broadcast messages can be avoided, by Source UE and Target UE negotiating the relay reselection using the existing relay connection.

After the connection between Source UE and Target UE is setup, the Source UE and Target UE may receive relay discovery messages from the other UE-to-UE Relays. The Source UE or Target UE may find that the signal quality with other UE-to-UE Relays is better than that with the currently used UE-to-UE Relay. Alternatively if the Source UE or Target UE finds that the signal quality with the selected UE-to-UE Relay is not good enough, it will initiate the discover message to find the candidate UE-to-UE Relays which can provide a better connection. After new candidate UE-to-UE Relays have been identified, the Source UE or Target UE will initiate the relay reselection procedure and then these two UEs can negotiate UE-to-UE Relay reselection using the existing relay connection.

6.G.2
Procedures
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Figure 6.G.2-1: UE-to-UE Relay Reselection Procedure

1.
Connection between Source UE and Target UE via Relay 1 is setup by using the other solutions such as Solution #9 of TR 23.752 [3] and Solution #B, and Relay 1 is selected as UE-to-UE Relay, such as by using the Solution #A.

2.
The Source UE decides to perform UE-to-UE Relay reselection. This may be triggered by receiving the relay discovery message from another UE-to-UE Relay, and the signal quality with this UE-to-UE Relay is better than that with Relay 1. Alternatively the Source UE will initiate the discover message to find candidate UE-to-UE Relays which can provide a better connection, when it finds that the signal quality with Relay 1 is not good enough.

3.
After the Source UE identifies the candidate UE-to-UE Relays, the Source UE sends the UE-to-UE Relay reselection request to the Target UE using the connection via Relay 1, and the request message includes the candidate UE-to-UE Relay ID(s) ordered by the Source UE's preference based on e.g. the signal quality of UE-to-UE Relays.

NOTE 1:
Details of UE-to-UE Relay reselection request message and how the message is forwarded by UE-to-UE Relay depends on the Layer 2 UE-to-UE Relays and Layer 3 UE-to-UE Relays solution.

4.
The Target UE decides to change from Relay 1 to a new UE-to-UE Relay. The new UE-to-UE Relay is chosen from the candidate UE-to-UE Relay ID(s) included in the reselection request. This decision can be based on a new UE-to-UE Relay providing the best signal quality, additionally based on the order of candidate UE-to-UE Relay ID (s) received from the Source UE. If the Target UE has not received a relay discovery message from a candidate UE-to-UE Relay or does not connect to the candidate UE-to-UE Relay, the Target UE may perform the UE-to-UE Relay discovery procedure with a candidate UE-to-UE Relay ID in discovery message.
NOTE 2:
Whether and how the signal quality information is used for candidate UE-to-UE Relay selection needs to be coordinated with RAN WG.
5.
The Target UE sends a response to the Source UE via Relay 1 that includes the new UE-to-UE Relay ID. If no new UE-to-UE Relay is chosen, the Target UE may not respond to Source UE or send a response indicating Relay reselection failure.

6.
[Optional] If the Target UE choses a new UE-to-UE Relay in step 5, the Source UE initiates the connection setup procedure via the new UE-to-UE Relay, and also releases the connection via Relay 1.

6.G.2.1
Layer-2 based UE-to-UE Relay Re-selection

Figure 6.G.2.1-1 illustrates the procedure for UE-to-UE Relay re-selection for Layer-2 based solution (as defined in Sol#9 of TR 23.752 [3]).
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Figure 6.G.2.1-1: Layer-2 based UE-to-UE Relay Re-selection

1.
A PC5 unicast link is established between Source UE and Target UE via Relay 1 (using Layer-2 based solution as described in sol#9 of TR 23.752 [3]).

2.
Traffic is exchanged between the Source UE and the Target UE over the PC5 unicast link, via Relay 1.

3.
Source UE detects a condition or receives a trigger to change the UE-to-UE Relay. The Source UE may perform a discovery procedure to obtain a list of candidate UE-to-UE Relay IDs (i.e. RIDs).

4.
Source UE sends a Link Modification Request message to Target UE (via Relay 1) including a Relay re-selection indication, a list of candidate RIDs and a source UE link ID, which is used on the Source UE, at steps 9 and/or 10, to associate the existing PC5 unicast link via Relay 1 to the replacing PC5 unicast link with the selected Relay (e.g. Relay 2).

5.
Target UE selects a Relay from the received list of candidate RIDs (e.g. Relay 2).

6.
Target UE sends a Link Modification Accept message to Source UE (via Relay 1) including the Relay re-selection indication, its Selected RID and a target UE link ID, which is used on the Target UE, at step, 8 to associate the existing PC5 unicast link via Relay 1 to the replacing PC5 unicast link with the selected Relay (i.e. Relay 2).

7.
Source UE sends a broadcast Direct Communication Request (DCR) message including the Target UE user info, and the Selected RID and the target UE link ID received from Target UE during the Relay re-selection at step 6.

8.
Relay 2 receives the DCR message and verifies if the "Selected RID" value matches its own RID and forwards the DCR message only if the "Selected RID" value matches its own RID. The UE-to-UE Relay adds its RID to the forwarded DCR message (as specified in Layer-2 based sol #9 of TR 23.752 [3]). Target UE receives the DCR message and validates that the target UE link ID matches its link ID as previously sent to Source UE (at step 6). Target UE also verifies that the DCR message is received from its selected RID (i.e. RID2). Target UE uses the target UE link ID to find the previous PC5 unicast link to be replaced by the new PC5 unicast link. The association between the Application Layer identifier and the PC5 unicast link via Relay 1 is updated with the new PC5 unicast link via Relay 2 once the traffic is ready to be switched to the new PC5 unicast link (via Relay 2) (i.e. at step 12).

9.
Target UE may trigger the security establishment procedure, via Relay 2, and include the source UE link ID, as received on the Link Modification Request at step 4. The security establishment procedure may be skipped if the existing security context used with the previous PC5 unicast link is re-used with the replacing PC5 unicast link, allowing a quicker link setup and path switching. Source UE uses the source UE link ID to find the previous PC5 unicast link with Relay 1 to be replaced by the new PC5 unicast link being established (i.e. via Relay 2). The association between the Application Layer identifier and the PC5 unicast link via Relay 1 is updated with the new PC5 unicast link via Relay 2 once the traffic is ready to be switched to the new PC5 unicast link (via Relay 2) (i.e. at step 12).

10.
Target UE sends a Direct Communication Accept message which may include the source UE link ID from Source UE as received at step (4).

11.
A new PC5 unicast link is established between the Source UE and Target UE via the Relay 2.

12.
Source UE and Target UE switch the data traffic to the new PC5 unicast link via Relay 2. Source UE or Target UE may terminate the PC5 unicast link via Relay 1.

6.G.2.2
Layer-3 based UE-to-UE Relay Re-selection

Figure 6.G.2.2-1 illustrates the procedure for UE-to-UE Relay re-selection for Layer-3 based solution (as defined in Sol#B).


[image: image18.emf]Source UE

Relay1

(RID1)

Target UE

5. Link Modification Request

(Relay reselection indication, candidate RIDs) 

7. Select a RID

9. Link Modification Accept

(Relay reselection indication, selected RID) 

6. Link Modification Request

(Relay reselection indication, candidate RIDs) 

8. Link Modification Accept 

(Relay reselection indication, selected RID) 

2. PC5 unicast

10. Link Modification Ack

(Relay reselection indication, selected RID) 

11. Link Modification Ack

(Relay reselection indication, selected RID) 

12. IP traffic via Relay 2

Relay2

(RID2)

2a. PC5 unicast link 

4. Decide to do Relay UE reselection

 3. Traffic transfer (via Relay 1)


Figure 6.G.2.2-1: Layer-3 based UE-to-UE Relay Re-selection

1.
Source UE has a PC5 unicast link established with Relay 1.

1a.
Target UE has a PC5 unicast link established with Relay 1 and exchange IP packets via Relay 1.

2.
Source UE has a PC5 unicast link established with Relay 2.

2a.
Target UE has a PC5 unicast link established with Relay 2.

3.
Source UE and Target UE exchange IP packets via Relay 1.

4.
Source UE detects or receives a trigger to change the Relay.

5.
Source UE sends a PC5 Link Modification Request message for Target UE (via the PC5 unicast link with Relay 1) which includes a Relay reselection indication, a list of candidate Relay IDs (RIDs), Source UE and Target UE IP addresses used to communicate via Relay 1. The IP addresses are specified since the PC5 Link Modification message does not include these IP addresses which are needed at the Relay to fetch the corresponding PC5 unicast link from its mapping table toward the Target UE (as specified in sol#B).

The list of candidate RIDs is selected based on the PC5 unicast links already established between Source UE and such Relays (RIDs). The IP address of multiple Target UE s may be specified in the case where Source UE is communicating with multiple Target UEs via Relay 1.

6.
Relay 1 determines that the message is destined to the Target UE based on the "Relay reselection indication" and Target UE's IP address. Relay 1 sends a PC5 Link Modification Request message to Target UE's IP address (as specified in the message); if multiple Target UEs are impacted, the Relay 1 sends a PC5 Link Modification Request to each of these Target UEs.

7.
Based on the relay reselection indication, Target UE knows that the communication with Source UE needs to be handled via another Relay. Target UE selects a RID from the list of candidate RIDs. Target UE may select a RID with which a PC5 unicast link is already established or Target UE may establish a new link with the selected RID.

8.
Target UE sends a Link Modification Accept message to Relay 1, which includes a Relay reselection indication, Source UE and Target UE IP addresses used via Relay 1, and Target UE's IP address used via Relay 2 and the selected RID (e.g. RID2).
9.
Relay 1, based on the relay reselection indication, sends a PC5 Link Modification Accept message to Source UE using the specified Source UE's IP address.

10.
Source UE extracts the selected Relay ID (RID2) from the Link Modification Accept message and sends a Link Modification Ack message which includes its IP address associated to Relay 2.

11.
Relay 2 receives this message and forwards it to the Target UE since the Relay reselection indication is specified. This Ack message is needed to synchronise the switch of traffic between the Source UE and Target UE, via the selected UE (Relay 2), at the same time.

12.
From this point on, Source UE and Target UE switch the IP traffic to the new PC5 unicast link via Relay 2 (since Source UE and Target UE have exchanged their respective IP address in above steps they can skip performing DNS query steps with Relay 2).

6.G.3
Impacts on services, entities and interfaces

Source UE:

-
Identifies the candidate UE-to-UE Relays, and initiates Relay reselection via the existing connection.

Target UE:

-
Decides the new UE-to-UE Relay.
UE-to-UE Relay:

-
Sends/receives discovery messages to/from the Source UE or the Target UE.
* * * * Eighth change * * * *
6.H
Solution #H: Authorization for 5G ProSe UE-to-UE Relay Service
6.H.1
Description

This solution addresses KI#1 and #6, and applies to both Layer-2 and Layer-3 UE-to-UE Relay.
NOTE:
The solution was Solution #36 of TR 23.752 [3].
For KI#1 (Support of UE-to-UE Relay), following aspects are covered:
-
Authorize the UE-to-UE Relay, e.g. authorize a UE as UE-to-UE Relay.
-
Authorize Source/Target UEs to use a UE-to-UE Relay.

-
Provisioning policy and parameters for UE-to-UE Relay service.
For KI#6 (Support of PC5 Service Authorization and Policy/Parameter Provisioning), two following major aspects are covered:

-
What are necessary enhancements for the procedures related to PC5 service authorization and policy/parameter provisioning to a UE, compared with what is currently specified in TS 23.304 [3] clause 5.1 and TS 23.502 [8] clause 4.2.2.2 (Registration Procedure), 4.2.4.3 (UE Configuration Update procedure for transparent UE Policy Delivery), 4.16.11 (UE Policy Association Establishment procedure), 4.16.12 (UE Policy Association Modification procedure).

-
what are new information for PC5 service authorization and provisioning beyond what is currently specified in TS 23.304 [3] clause 5.1.
The PCF based service authorization and provisioning as defined in TS 23.304 [3] are used as baseline for this solution.

NOTE:
When the UE-to-UE Relay is out of coverage, it can act as a UE-to-UE Relay based on the preconfigured policy and parameters.

6.H.2
Procedures

6.X.2.1
Procedure Enhancement for Information Provisioning to a 5G ProSe Remote UE/UE-to-UE Relay

For PCF based Service Authorization and Provisioning to 5G ProSe Remote UE/UE-to-UE Relay, the Registration procedures as defined in clause 4.2.2.2 of TS 23.502 [8], UE Policy Association Establishment procedure as defined in clause 4.16.11 of TS 23.502 [8] and UE Policy Association Modification procedure as defined in clause 4.16.12 of TS 23.502 [8] apply with the following additions:
-
If the UE indicates 5G ProSe capability as a Remote UE/UE-to-UE Relay in the Registration Request message and if the UE is authorized to be a 5G ProSe Remote UE/UE-to-UE Relay based on subscription data, the AMF selects the PCF which supports 5G ProSe information provisioning and establishes a UE policy association with the PCF for 5G ProSe Remote UE/UE-to-UE Relay information provisioning delivery.

-
If the AMF receives the 5G ProSe capability as a Remote UE/UE-to-UE Relay in the Registration Request message from UE, the AMF further reports the 5G ProSe capability as a Remote UE/UE-to-UE Relay to the selected PCF. The PCF determines the 5G ProSe Remote UE/UE-to-UE Relay information based on the received 5G ProSe capability as a Remote UE/UE-to-UE Relay.

-
If the UE supports 5G ProSe capability as a Remote UE/UE-to-UE Relay and it does not have valid 5G ProSe Remote UE/UE-to-UE Relay information, the UE includes the UE Policy Container with indicating the 5G ProSe UE-to-UE Relay Information Provisioning request during registration procedure.

-
If the UE indicates the 5G ProSe Remote UE/UE-to-UE Relay Information Provisioning request in the UE Policy Container, the PCF determines whether to provision the 5G ProSe Remote UE/UE-to-UE Relay Information to the UE, as specified in clause 6.1.2.2.2 of TS 23.503[zz], and the PCF provides the 5G ProSe Remote UE/UE-to-UE Relay Information to the UE by using the procedure as defined in clause 4.2.4.3 "UE Configuration Update procedure for transparent UE Policy Delivery" in TS 23.502 [8].

The PCF may update the 5G ProSe Policy and parameters to the UE in following conditions:

-
UE Mobility, e.g. UE moves from one PLMN to another PLMN. This is achieved by using the procedure of UE Policy Association Modification initiated by the AMF, as defined in clause 4.16.12.1 of TS 23.502 [8].

-
When there is a subscription change in the list of PLMNs where the UE is authorized to perform the 5G operation. This is achieved by using UE Policy Association Modification initiated by the PCF procedure as defined in clause 4.16.12.2 of TS 23.502 [8].

-
When there is a change of service specific parameter as described in clause 4.15.6.7 of TS 23.502 [8].

If the serving PLMN is removed from the list of PLMNs in the service authorization parameters, the service authorization is revoked in the UE.

When the UE is roaming, the change of subscription resulting in updates of the service authorization parameters are transferred to the UE by H-PCF via V-PCF.

The UE may perform UE triggered Policy Provisioning procedure to the PCF as specified in clause 6.2.4 of TS 23.304 [3] when the UE determines the 5G ProSe Policy and parameters are invalid (e.g. Policy/Parameter is outdated, missing or invalid).

6.H.2.2
The Policy/parameter to a 5G ProSe UE-to-UE Relay

The following information is provisioned in the UE in support of the UE assuming the role of a 5G ProSe UE-to-UE Relay:
1)
Authorisation policy for acting as a 5G ProSe UE-to-UE Relay:

-
when the UE is "served by E-UTRA" or "served by NR:

-
PLMNs in which the UE is authorized to relay traffic for 5G Remote UE accessing UE-to-UE Relays over PC5 reference point.

-
when the UE is "not served by E-UTRA" and "not served by NR:

-
Indicates whether the UE is authorized to be a UE-to-UE Relay over PC5 reference point.

2)
Radio parameters when the UE is "not served by E-UTRA" and "not served by NR":

-
Includes the radio parameters with Geographical Area(s) that need to be configured in the UE in order to be able perform ProSe Direct Discovery and Communication procedures when acting as a 5G ProSe UE-to-UE Relay. These radio parameters (e.g. frequency bands) are defined in TS 38.331 [ss] and are common for all types of 5G ProSe Direct Discovery (Group Member Discovery, ProSe UE-to-UE Relay Discovery or ProSe UE-to-UE Relay Discovery Additional Information). The UE uses the radio parameters only if the UE can locate itself in the corresponding Geographical Area. Otherwise, the UE is not authorised to transmit.
3)
5G ProSe Relay Discovery policy/parameters for 5G ProSe UE-to-UE Relay:
-
Includes the parameters that enable the UE to perform 5G ProSe Relay Discovery as a UE-to-UE Relay when provisioned from the PCF in the ME or configured in the UICC:

-
5G ProSe UE-to-UE Relay Discovery parameters (User Info ID, Relay Service Code(s)) as described in clause 6.H.2.4;

-
Security related content for 5G ProSe Relay Discovery for each 5G ProSe Relay Service Code.

6.H.2.3
The Policy/parameter to a 5G ProSe Remote UE
The following information is provisioned in the UE in support of the UE assuming the role of a 5G ProSe Remote UE accessing a UE-to-UE Relay:
1)
Authorisation policy for acting as a 5G ProSe Remote UE:

-
when the UE is "served by E-UTRA" or "served by NR:

-
PLMNs in which the UE is authorized to access UE-to-UE Relays over PC5 reference point.

-
when the UE is "not served by E-UTRA" and "not served by NR:

-
Indicates whether the UE is authorized to access a UE-to-UE Relay over PC5 reference point.

2)
Radio parameters when the UE is "not served by E-UTRA" and "not served by NR":

-
Includes the radio parameters with Geographical Area(s) that need to be configured in the UE in order to be able perform ProSe Direct Discovery and Communication procedures when acting as a 5G ProSe Remote UE accessing a UE-to-UE Relay. These radio parameters (e.g. frequency bands) are defined in TS 38.331 [ss] and are common for all types of 5G ProSe Direct Discovery (Group Member Discovery, ProSe UE-to-UE Relay Discovery or ProSe UE-to-UE Relay Discovery Additional Information). The UE uses the radio parameters only if the UE can locate itself in the corresponding Geographical Area. Otherwise, the UE is not authorised to transmit.

3)
5G ProSe Relay Discovery policy/parameters for 5G ProSe Remote UE:

-
Includes the parameters that enable the UE to perform 5G ProSe Relay Discovery as a 5G ProSe Remote UE when provisioned from the PCF in the ME or configured in the UICC:

-
5G ProSe UE-to-UE Relay Discovery parameters (User Info ID, Relay Service Code(s)) as described in clause 6.H.2.4;

-
Security related content for 5G ProSe Relay Discovery for each 5G ProSe Relay Service Code.

6.H.2.4
5G ProSe UE-to-UE Relay Discovery parameters

5G ProSe UE-to-UE Relay Discovery parameters include:
-
User Info ID: For Model A, this corresponds to the Announcer Info parameter when the UE is acting as an announcing UE. For Model B, this corresponds to the Discoverer Info in Solicitation messages and the Discoveree Info in Response messages, when the UE is acting as a discoverer or discoveree UE respectively.

-
Relay Service Code(s): A Relay Service Code identifies a connectivity service the ProSe UE-to-UE Relay provides to applications. The Relay Service Codes are configured in the ProSe UE-to-UE Relays that provide connectivity services to applications. The Relay Service Codes are configured in the Remote UEs interested in related connectivity services

6.H.3
Impacts on services, entities and interfaces
5G ProSe UE-to-UE Relay:
-
Indicates 5G ProSe capability as a UE-to-UE Relay in the Registration Request message;

-
Includes the UE Policy Container with indicating the 5G ProSe UE-to-UE Relay Information Provisioning request during registration procedure;

-
Receive and enforce the Policy and parameter as 5G ProSe UE-to-UE Relay.
-
Act as a 5G ProSe UE-to-UE Relay for direct discovery and communication.

5G ProSe Remote UE:

-
Indicates 5G ProSe capability as a Remote UE accessing UE-to-UE Relay in the Registration Request message;

-
Includes the UE Policy Container with indicating the 5G ProSe Remote UE accessing a UE-to-UE Relay Information Provisioning request during registration procedure;

-
Receive and enforce the Policy and parameter as 5G ProSe Remote UE accessing a UE-to-UE Relay.

-
Act as a 5G ProSe Remote UE for direct discovery and communication.

AMF:
-
Determine whether UE is authorized to be a 5G ProSe Remote UE/UE-to-UE Relay;

-
Select a PCF capable of authorization Policy and parameter for 5G ProSe Remote UE/UE-to-UE Relay;

-
Forward UE's PC5 Capability for 5G ProSe Remote UE/UE-to-UE Relay to PCF.

PCF:

-
Send the Authorization Policy and parameter to 5G ProSe Remote UE/UE-to-UE Relay.
* * * * End of changes * * * *
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