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Abstract of the contribution: This paper proposes to add component for solution #2 and solution #3, to address the editor's note regarding how the selected SNPN ID is forwarded from Non-3GPP access network to AMF.
Discussion
There were editor's note added in solution#2 and solution#3 in SA2#149E.
Editor's note:	It is FFS whether and how the solution supports forwarding of selected SNPN ID to the AMF e.g. when multiple combinations of PLMN ID and NID point to the same 5GC.
To address KI#2 on Support for non-3GPP access for SNPN, there is a need to enhance NGAP as to enable the forwarding of the selected SNPN ID for the non-3GPP accesses using NGAP.
For 3GPP access, the selected network (PLMN or SNPN) ID is forwarded from NG-RAN to AMF as follows:
1.	The selected PLMN ID is indicated by the "PLMN Identity" IE within the TAI IE included in the INITIAL UE MESSAGE message.
2.	The selected NID is forwarded by adding NID IE in "NR user location information" IE, which is part of the "User Location Information" IE.
For non-3GPP access, the selected PLMN ID is forwarded to AMF via "Selected PLMN Identity" IE inside the INITIAL UE MESSAGE.
For non-3GPP access, there is current no mechanism to forward the selected NID to AMF via NGAP, which lead to the support of non-3GPP access in SNPN is incomplete. 
So, the NGAP needs to be extended to also provide the selected NID. The extensions on NGAP can e.g. be done by extending the ULI for the relevant non-3GPP access (e.g. "N3IWF user location information"). However, as NGAP design is in RAN3's responsibility, it is enough for SA2 to assume that the selected SNPN ID i.e. PLMN ID and NID is forwarded to the AMF and RAN3 is to decide on how to extend the NGAP.
This pCR proposes to add functional component in solution #2 and solution #3 to address the editor's note mentioned above.
NOTE:	The reference for above mentioned IEs in TS 38.413 can be found in Annex at the end of this pCR.
Proposal
Add the following changes to solution#2 and solution#3 to TR 23.700-08.

*** BEGIN CHANGES ***
[bookmark: _Toc97274370]6.2	Solution #2: Access to SNPN services via Untrusted non-3GPP access network
[bookmark: _Toc97274371]6.2.1	Introduction
Clause 5.30.2.8 and Annex D, clause D.3 of TS 23.501 [3] specify how the UE can access SNPN services via a PLMN.
This solution defines how the UE can access SNPN services via Untrusted non-3GPP access network.
This solution includes two components:
-	How UE performs N3IWF selection when UE accesses an SNPN via untrusted non-3GPP access.
-	How N3IWF forwards the selected SNPN ID (i.e. PLMN ID + NID) to AMF.
[bookmark: _Toc97274372]6.2.2	Functional Description
To access SNPN services, a UE that has successfully obtained IP connectivity via an Untrusted non-3GPP access network may select the N3IWF of an SNPN and register with that SNPN (using the credentials of that SNPN) following the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN in clause 6.3.6.2a of TS 23.501 [3].
Editor's note:	It is FFS whether and how eNPN functionality defined in Rel-17 (e.g. UE onboarding, Emergency services) is supported in this solution.
As described in TS 23.502 [4] clause 4.12.2.2 step 5, UE informs the N3IWF the selected SNPN ID in the AN parameters. The AN parameters are encoded as TS 24.502 [x] clause 9.3.2.2.2. N3IWF can use this information to perform AMF selection, and then forward the "selected SNPN ID" to the AMF, via INITIAL UE MESSAGE.
[bookmark: _Toc97274373]6.2.3	Procedures
The procedure for selection of N3IWF of an SNPN for a UE connected to an untrusted non-3GPP access network is identical to the procedure for selection of N3IWF of an SNPN for a UE connected to a PLMN, the latter being described in clause 6.3.6.2a of TS 23.501 [3].
Editor's note:	It is FFS whether and how the solution supports forwarding of selected SNPN ID to the AMF e.g. when multiple combinations of PLMN ID and NID point to the same 5GC.
The procedure to forward selected SNPN ID from N3IWF to AMF is depicted in Figure 6.2.3-1, and this INITIAL UE MESSAGE corresponds to step 6b in TS 23.502 [4] Figure 4.12.2.2-1.


Figure 6.2.3-1: Initial UE message
[bookmark: _Toc97274374]6.2.4	Impacts on services, entities, and interfaces
Editor's note:	This clause lists impacts to services, entities, and interfaces.
NGAP is impacted to enable selected NID to be provided with selected PLMN ID for non-3GPP accesses using NGAP.
NOTE:	It is up to RAN3 to decide how NGAP is extended i.e. which IE is used for forwarding the selected NID.

[bookmark: _Toc97274375]6.3	Solution #3: Access to SNPN services via Trusted non-3GPP access network
[bookmark: _Toc97274376]6.3.1	Introduction
This solution defines how the UE can access SNPN services via a Trusted non-3GPP access network. It is based on clause 6.3.12.2 of TS 23.501 [3], which defines the access network selection procedure for access to PLMN services via a Trusted non-3GPP access network.
This solution includes two components:
-	How UE performs trusted non-3GPP network selection when UE accesses an SNPN via trusted non-3GPP access.
-	How TNGF forwards the selected SNPN ID (i.e. PLMN ID + NID) to AMF.
[bookmark: _Toc97274377]6.3.2	Functional Description
To access SNPN services via a Trusted non-3GPP access network, the UE follows the same procedures used for accessing a PLMN via a Trusted non-3GPP access network defined in clause 6.3.12.2 of TS 23.501 [3] with the following clarifications and additions:
-	The UE initiates the access network selection procedure specified in clause 6.3.12.2 of TS 23.501 [3] and constructs a list of available SNPNs. This list contains the SNPNs advertised by all discovered non-3GPP access networks. A non-3GPP access network may advertise (e.g. with ANQP), not only the PLMNs with which 5G connectivity is supported (as specified in clause 6.3.12.2 of TS 23.501 [3]), but also the SNPNs with which 5G connectivity is supported.
-	The UE selects an SNPN that is included in the list of available SNPNs.
NOTE:	If the same SNPN identifier is included in the lists advertised by multiple non-3GPP access networks and the UE has determined to connect to this SNPN, the UE selects the underlying non-3GPP access network through which to establish the connection based on UE implementation.
Editor's note:	How the UE selects an SNPN that is included in the list of available SNPNs is FFS.
-	The UE selects a non-3GPP access network that supports 5G connectivity to the selected SNPN and initiates the registration procedure via trusted non-3GPP access specified in clause 4.12a.2.2 of TS 23.502 [4] in order to register with the selected SNPN via the selected non-3GPP access network. During the EAP authentication procedure the NAI provided by the UE indicates that 5G connectivity to a specific SNPN is required, e.g. NAI = "<username>@nai.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org".
Editor's note:	It is FFS whether this solution supports SNPNs with self-assigned NID.
	If there are multiple non-3GPP access networks that support 5G connectivity to the selected SNPN, then the UE places these non-3GPP access networks in a prioritized list and selects the highest priority non-3GPP access network from this list. To determine the priority of a non-3GPP access network, the UE shall apply the WLANSP rules (if provided), and the procedure specified in clause 6.6.1.3 of TS 23.503 [5], "UE procedure for selecting a WLAN access based on WLANSP rules". If the UE is not provided with WLANSP rules, the UE determines the priority of a non-3GPP access network by using implementation means.
Editor's note:	It is FFS whether and how eNPN functionality defined in Rel-17 (e.g. UE onboarding, Emergency services) is supported with this solution.
As described in Figure 4.12a.2.2-1 in TS 23.502 [4] step 5, UE informs the TNGF the selected SNPN ID in the AN parameters. The AN parameters are encoded as TS 24.502 [x] clause 9.3.2.2.2. TNGF can use this information to perform AMF selection, and then forward the "selected SNPN ID" to the AMF, via INITIAL UE MESSAGE.
[bookmark: _Toc97274378]6.3.3	Procedures
Editor's note:	This clause describes procedures and information flows for the solution.
Editor's note:	It is FFS whether and how the solution supports forwarding of selected SNPN ID to the AMF e.g. when multiple combinations of PLMN ID and NID point to the same 5GC.
The procedure to forward selected SNPN ID from TNGF to AMF is depicted in Figure 6.3.3-1, and this INITIAL UE MESSAGE corresponds to step 6b in TS 23.502 [4] Figure 4.12a.2.2-1.


Figure 6.3.3-1: Initial UE message
[bookmark: _Toc97274379]6.3.4	Impacts on services, entities, and interfaces
UE impact:
-	Ability to read SNPN identifiers in the list of available networks with which 5G connectivity is supported, as advertised by the non-3GPP access network.
-	Ability to select an SNPN that is included in the list of available SNPNs.
Non-3GPP access network impact:
-	Ability to advertise (e.g., via ANQP) the SNPNs with which 5G connectivity is supported.
TNGF impact:
-	Ability to select and to connect to the 5GC network of an SNPN.
NGAP is impacted to enable selected NID to be provided with selected PLMN ID for non-3GPP accesses using NGAP.
NOTE:	It is up to RAN3 to decide how NGAP is extended i.e. which IE is used for forwarding the selected NID.


*** END CHANGES ***

Annex
[bookmark: _Toc20955110][bookmark: _Toc29503556][bookmark: _Toc29504140][bookmark: _Toc29504724][bookmark: _Toc36553170][bookmark: _Toc36554897][bookmark: _Toc45652206][bookmark: _Toc45658638][bookmark: _Toc45720458][bookmark: _Toc45798338][bookmark: _Toc45897727][bookmark: _Toc51745931][bookmark: _Toc64446195][bookmark: _Toc73982065][bookmark: _Toc88652154]9.2.5.1	INITIAL UE MESSAGE
This message is sent by the NG-RAN node to transfer the initial layer 3 message to the AMF over the NG interface.
Direction: NG-RAN node ® AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	NAS-PDU
	M
	
	9.3.3.4
	
	YES
	reject

	User Location Information
	M
	
	9.3.1.16
	
	YES
	reject

	RRC Establishment Cause
	M
	
	9.3.1.111
	
	YES
	ignore

	5G-S-TMSI
	O
	
	9.3.3.20
	
	YES
	reject

	AMF Set ID
	O
	
	9.3.3.12
	
	YES
	ignore

	UE Context Request
	O
	
	ENUMERATED (requested, ...)
	
	YES
	ignore

	Allowed NSSAI
	O
	
	9.3.1.31
	
	YES
	reject

	Source to Target AMF Information Reroute
	O
	
	9.3.3.27
	
	YES
	ignore

	Selected PLMN Identity
	O
	
	PLMN Identity
9.3.3.5
	Indicates the selected PLMN id for the non-3GPP access.
	YES
	ignore

	IAB Node Indication
	O
	
	ENUMERATED (true, ...)
	Indication of an IAB node
	YES
	reject

	CE-mode-B Support Indicator
	O
	
	9.3.1.156
	
	YES
	reject

	LTE-M Indication
	O
	
	9.3.1.157
	
	YES
	ignore

	EDT Session
	O
	
	ENUMERATED (true, …)
	
	YES
	ignore

	Authenticated Indication
	O
	
	ENUMERATED (true, …)
	Indicates the FN-RG has been authenticated by the access network.
	YES
	ignore

	NPN Access Information
	O
	
	[bookmark: _Hlk44344637]9.3.3.46
	
	YES
	reject



[bookmark: _Toc20955180][bookmark: _Toc29503629][bookmark: _Toc29504213][bookmark: _Toc29504797][bookmark: _Toc36553243][bookmark: _Toc36554970][bookmark: _Toc45652281][bookmark: _Toc45658713][bookmark: _Toc45720533][bookmark: _Toc45798413][bookmark: _Toc45897802][bookmark: _Toc51746006][bookmark: _Toc64446270][bookmark: _Toc73982140][bookmark: _Toc88652229]9.3.1.16	User Location Information
This IE is used to provide location information of the UE.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE User Location Information
	M
	
	
	
	-
	

	>E-UTRA user location information
	
	
	
	
	
	

	>>E-UTRA CGI
	M
	
	9.3.1.9
	
	-
	

	>>TAI
	M
	
	9.3.3.11
	
	-
	

	>>Age of Location
	O
	
	Time Stamp
9.3.1.75
	Indicates the UTC time when the location information was generated.
	-
	

	>>PSCell Information
	O
	
	NG-RAN CGI
9.3.1.73
	
	YES
	ignore

	>NR user location information
	
	
	
	
	
	

	>>NR CGI
	M
	
	9.3.1.7
	
	-
	

	>>TAI
	M
	
	9.3.3.11
	
	-
	

	>>Age of Location
	O
	
	Time Stamp
9.3.1.75
	Indicates the UTC time when the location information was generated.
	-
	

	>>PSCell Information
	O
	
	NG-RAN CGI
9.3.1.73
	
	YES
	ignore

	[bookmark: _Hlk44345107]>>NID
	O
	
	9.3.3.42
	
	YES
	reject

	>N3IWF user location information
	
	
	
	
	
	

	>>IP Address
	M
	
	Transport Layer Address 
9.3.2.4
	UE's local IP address used to reach the N3IWF
	-
	

	>>Port Number
	O
	
	OCTET STRING
(SIZE(2))
	UDP or TCP source port number if NAT is detected.
	-
	

	>TNGF user location information
	
	
	
	
	YES
	ignore

	>>TNAP ID
	M
	
	 OCTET STRING

	TNAP Identifier used to identify the TNAP. Details in TS 29.571 [35].
	-
	

	>>IP Address
	M
	
	Transport Layer Address 
9.3.2.4
	UE's local IP address used to reach the TNGF.
	-
	

	>>Port Number
	O
	
	OCTET STRING
(SIZE(2))
	UDP or TCP source port number if NAT is detected.
	-
	

	>TWIF user location information
	
	
	
	
	YES
	ignore

	>>TWAP ID
	M
	
	OCTET STRING

	TWAP Identifier used to identify the TWAP. Details in TS 29.571 [35].
	-
	

	>>IP Address
	M
	
	Transport Layer Address 
9.3.2.4
	Non-5G-Capable over WLAN device's local IP address used to reach the TWIF.
	-
	

	>>Port Number
	O
	
	OCTET STRING
(SIZE(2))
	UDP or TCP source port number if NAT is detected.
	-
	

	>W-AGF user location information
	
	
	
	Indicates the location information via wireline access as specified in TS 23.316 [34].
	YES
	ignore

	>>W-AGF user location information
	M
	
	[bookmark: _Hlk44327281]9.3.1.164
	
	-
	



[bookmark: _Toc20955310][bookmark: _Toc29503761][bookmark: _Toc29504345][bookmark: _Toc29504929][bookmark: _Toc36553381][bookmark: _Toc36555108][bookmark: _Toc45652487][bookmark: _Toc45658919][bookmark: _Toc45720739][bookmark: _Toc45798617][bookmark: _Toc45898006][bookmark: _Toc51746211][bookmark: _Toc64446475][bookmark: _Toc73982345][bookmark: _Toc88652435]9.3.3.11	TAI
This IE is used to uniquely identify a Tracking Area.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	9.3.3.5
	

	TAC
	M
	
	9.3.3.10
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