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Abstract: This contribution would like to propose a new solution on support of Credentials Holder scenarios over trusted non-3GPP access in SNPN 
1. Introduction/Discussion
[bookmark: _GoBack]Clause 5.30.2.8 and Annex D, clause D.3 of TS 23.501 [3] specify how the UE can access SNPN services via a PLMN. Solution #3 defines how the UE can access SNPN services via trusted non-3GPP access network using the credentials owned by the SNPN. 
This solution defines how the UE can access SNPN via trusted non-3GPP access network by using credentials owned by Credentials Holder separate from the SNPN.

2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-08.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc23326074][bookmark: _Toc25934675][bookmark: _Toc26337055][bookmark: _Toc31114302][bookmark: _Toc43392576][bookmark: _Toc43475372][bookmark: _Toc50558976][bookmark: _Toc54940331][bookmark: _Toc54952046][bookmark: _Toc57233494][bookmark: _Toc68068806][bookmark: _Toc97274364]6.0	Mapping Solutions to Key Issues
Table 6.0-1: Mapping Solutions to Key Issues
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* * * * Second change * * * *
6.X	Solution #X: Support of Credentials Holder scenarios over trusted non-3GPP access in SNPN
6.X.1	Introduction
Editor's Note:	This clause lists the key issue(s) addressed by this solution, and briefly the main principles of the solution.
This solution aims at addressing key Issue #2 about support of Non-3GPP access for SNPN. In particular, this solution mainly focuses on how to support functionalities defined in R17 eNPN such as accessing SNPN using credentials owned by Credentials Holder separate from the SNPN over trusted non-3GPP access. For UE accessing SNPN using credentials owned by the SNPN over trusted, Solution #3 specified in clause 6.3 can be applied.
6.X.2	Functional Description
Editor's Note:	This clause further details the solution principles and any assumptions made. 
When UE accesses to a SNPN using credentials owned by Credentials Holder separate from the SNPN, it shall select a TNAN in the SNPN that supports connecting to the Credentials Holder belonging to a group identified by GINs. Therefore, clause 6.3 can be applied with following clarifications and additions:
· The UE initiates the access network selection procedure and is configured with a list of available GINs indicating a group of Credentials Holder. This list contains the GINs advertised by all discovered trusted WLAN access networks. A trusted WLAN access network may advertise (e.g. with ANQP), not only the SNPNs with which 5G connectivity is supported, but also the GINs identifying the groups of CHs.
· The UE selects an TNAN that supports the GIN which is included in the list of available GINs.
6.X.3	Procedures
Editor's Note: This clause describes procedures and information flows for the solution.
6.X.4	Impacts on services, entities, and interfaces
Editor's Note: This clause lists impacts to services, entities, and interfaces.
UE impact:
-	Ability to read GINs in the list of available networks with which 5G connectivity is supported, as advertised by the trusted non-3GPP access network.
-	Ability to select an SNPN that supports the GINs which is included in the list of available GINs.
Trusted non-3GPP access network impact:
-	Ability to advertise (e.g., via ANQP) the GINs.
* * * * End of changes * * * *
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