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Abstract of the contribution: This pCR proposes a new solution for KI#3 to support data and analytics exposure in roaming case.
Discussion 
KI#3 in TR 23.700-81 studies the issue of data and analytics exposure in roaming case. In particular, both PLMNs (VPLMN, HPLMN) need the ability to control the amount of data exposed and to abstract or hide network-internal aspects based on user consent, operator policy, regulatory constraints and/or roaming agreements. Bear that in mind, in the solution proposed in this pCR, we propose a Gateway Exposure Function (GEF) in a PLMN, which is responsible for data/analytics exposure to other PLMNs. The GEF is provisioned with constraints on the type and amount of data exposed to each PLMN according to roaming agreement. The GEF is also responsible for enforcing obtaining the user consent for data collection where applicable.
Proposal

It is proposed to include the following solution in TR 23.700-81 v0.1.0.

* * * Start of changes (all new text)* * * 

6.X
Solution #X: Support for Data and Analytics Exchange in Roaming Case
6.X.1
Description

When two VPLMN and HPLMN expose data or analytics to each other, both PLMNs need the ability to control the amount of data exposed and to abstract or hide network-internal aspects based on user consent, operator policy, regulatory constraints and/or roaming agreements. 
The solution following the following assumptions and principles:

-
The hPLMN may impose constraints on the type or amount of data collected. The constraints may differ for different vPLMNs.
-
The vPLMN may impose constraints on the type or amount of data collected. The constraints may differ for different hPLMNs.
-
The data collection must honor user data consent for user related data collection.
The solution proposes a Gateway Exposure Function (GEF) in a PLMN, which is responsible for data/analytics exposure to other PLMNs. The GEF is provisioned with constraints on the type and amount of data exposed to each PLMN according to roaming agreement. The GEF is also responsible for enforcing obtaining the user consent for data collection where applicable.
When a data/analytics consumer in PLMN A (vPLMN/hPLMN) needs to collect data/analytics from PLMN B (hPLMN/vPLMN), the consumer contacts the GEF in PLMN A, then GEF in PLMN A contacts GEF in PLMN B, which discovers the data/analytics producer in PLMN B and collects the data/analytics. GEF is also responsible for data/analytics manipulation before sending to the other PLMN according to the regulatory constraints and agreement.
6.X.2
Procedures
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Figure 6.X.2-1: Data and Analytics Exposure via GEF when data/analytcis consumer is in vPLMN
Figure 6.X.2-1 shows the procedure when the data/analytics consumer is in the visiting PLMN (vPLMN), the NWDAF in the visiting PLMN (vNWDAF) needs to collect data/analytics from home PLMN (hPLMN) of the UE.
It is assumed that both vGEF and hGEF have been provisioned, by their respective operators, with the policies and constraints for exporting data to or from roaming/home networks.

Step 0
GEF is registered itself in the NRF.
Step 1-2
The analytics consumer in the vPLMN (e.g., an AMF) wants to subscribe an Analytics for an inbound roaming UE, the vNWDAF determines that it needs to collect data/analytics from hPLMN of the UE. For example, the data to be collected might be related to expected UE behaviour. The analytics consumer and vNWDAF obtain the hPLMN ID from the SUPI of the UE. In the analytics request in step 1, the analytics consumer may provide indication to the vNWDAF, that the analytics needs data from hPLMN of the UE, or the vNWDAF can determine that based on the Analytics ID.

Step 3
vNWDAF discovers vGEF via vNRF, providing the hPLMN ID. vNRF provides the ID of vGEF that is responsible for collecting data/analytics from that PLMN.

Step 4
vNWDAF sends data/analytics subscription request to the vGEF.

Step 5
vGEF discovers hGEF via vNRF and hNRF.
Step 6
vGEF send data/analytics subscription request to the hGEF which is got in step 5. hGEF checks roaming agreements, hPLMN policies and regulatory constraints between hPLMN and the origin vPLMN to determine if the request can be accepted or must be rejected.

Step7-8
If the checks in step 6 is OK, hGEF enforces user consent (for UE-related data collection) and collects data/analytics from the data/analytics sources in the hPLMN.

Step 9
hGEF manipulates the data/analytics according to the hPLMN policies and regulatory constrains and roaming agreements, e.g. remove some sensitive data, changes the granularity of the data, anonymization, formatting, etc.

Step 10-11
hGEF sends the data/analytics to vGEF and vGEF forwards to vNWDAF. vGEF may also manipulate the data/analytics to the format that the vNWDAF can understand.  

Step 12
Alternatively, hGEF can send the data/analytics notification directly to the vNWDAF, if vGEF provides notification endpoint information of the vNWDAF in step 6.
When the analytics/data consumer is located in hPLMN, and the UE is roaming, the procedure shown in figure 6.X.2-2 applies instead. The difference from in figure 6.X.2-1 is step 3, which is now split into steps 3a and 3b. In step 3a the  hNWDAF enforces the user consent with the hUDM. In step 3b the hNWDAF queries hUDM for retrieving the GUAMI of the AMF that is serving the user. This GUAMI contains the PLMN ID of the AMF, therefore, it can be used for determining whether the UE is roaming or not.
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Figure 6.X.2-2: Data and Analytics Exposure via GEF when data/analytcis consumer is in hPLMN

6.X.3
Impacts on services, entities and interfaces
Editor’s note:
the impacts on services, entities and interfaces are FFS.
* * * End of changes * * * 
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