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1
Discussion

Key Issue #4 aims to investigate the potential need and solutions to influence of PSA-UPF and EAS (re)location for collection of UEs, e.g. in scenarios when UE(s) should use the same EAS and are not members of a pre-defined group.
This solution addresses the issue of "how to define a collection of UEs forming a dynamic ad-hoc group". The solution does not address the issue of "how to decide on a common local part of DN for the collection of UEs", but the complementing solution X:"Selection of common DNAI" can be used together with this solution.

Proposal

Add the following text to TR 23.700-48.
*** BEGIN CHANGES ***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
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3GPP TS 23.501: "System architecture for the 5G System (5GS)"

[03]
3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2"

[04]
3GPP TR 23.748: "Study on enhancement of support for Edge Computing in 5G Core network (5GC)"

[05]
GSMA OPG.02: "Operator Platform Telco Edge Requirements", https://www.gsma.com/futurenetworks/wp-content/uploads/2021/07/GSMA-OPG-Telco-Edge-Requirements-2021.pdf

[06]
SP-210583: "Reply LS to GSMA Operator Platform Group on edge computing definition and integration", SA#92e
[x]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
*** NEXT CHANGE ***
6.0
Solution-Key issue matrix

The solutions in clause 6 can apply to one or more key issues described in clause 5 of this report. Table 6.0-1 describes the relationship between solutions and key issues.

Editor's note:
The table below will be updated with actual content when generating the TR with approved contributions. Page number is automatically updated to ease reference (ctrl-left click to reach the solution).
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Table 6.0-1: Solution-Key issue matrix
*** NEXT CHANGE (all text is new)***
6.X
Solution X (KI#4): Group Management
6.X.1
Introduction
This solution addresses the Key Issue #4, and in particular how to define a collection of UEs forming a dynamic ad-hoc group. This dynamic ad-hoc group may be then used to identify the users that should use the same EAS and/or same local part of DN and/or same DNAI. 

This solution makes the following assumptions:

- 
AF determines the identities of the UEs that should be part of the collection and creates an ad-hoc group for this collection to the 5GC. The AF includes an External Group ID in the group creation request. The AF can add or remove users in the group in dynamic manner. 5GC stores the group members with associated Internal and External Group IDs.

-
The AF uses the Traffic Influence and EAS Deployment services to submit edge service related data for the given ad-hoc group as identified by the External Group ID. No impact to the Release 17 is foreseen.
-
The 5GC is responsible to determine and select a common local part of the DN for the group members. This step is not in the scope of this solution proposal.

6.X.2
Functional Description
The solution is based on the following principles:

-
NEF provides a generic Group Management service for the AF to create, modify and delete ad-hoc groups in 5GC. Generic here means that the group data does not contain any service specific data, but instead any service data can be associated with the corresponding group identifier. This solution proposal describes how the traffic influence service data and EAS Deployment Information data can be associated with the group data, but the same principle could be used with any other service data.  

-
Upon receiving a request to include a user into a group (i.e. when the group is created or a new user is added to the group), the UDM ensures that the group data and individual subscription data are aligned; i.e. the UDM updates the individual user subscription data for the group member to contain the Internal Group ID of the group. In similar manner, when the AF requests a user to be removed from a group, the UDM removes the corresponding Internal Group ID from the individual user subscription data. A user may belong to more than one group. 

-
Nnef_TrafficInfluence service as specified in Release 17 is used to store the DNN/S-NSSAI and the Internal Group ID. The service data may contain an "Indication of traffic correlation" parameter as defined in clause 5.6.7 in TS 23.501 [02] to indicate that a common local part of DN should be selected. The service data is applicable for all members of the given group using the given DNN/S-NSSAI. 

-
Nnef_EASDeployment service as specified in clause 6.2.3.4 in TS 23.548 [03] is used to store the EAS Deployment Information in the NEF and UDR. The SMF retrieves the EAS Deployment Information from the NEF and configures the DNS handling rules to EASDF correspondingly. EAS Deployment Information can contain an Internal Group ID as described in Table 6.2.3.4-1 in TS 23.548. The service data is applicable for all members of the given group using the given DNN/S-NSSAI. 

-
A single DNN/S-NSSAI may be used by multiple ad-hoc groups. In this case the groups may be controlled by the same or different AFs, each submitting a different traffic influence service data containing the same DNN/S-NSSAI. 

The figure 6.x.2-1 illustrates the overall structure of the Group management data, Traffic Influence data, and EAS Deployment Information data. 
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Figure 6.x.2-1: Overall structure of the Group management data and Traffic Influence data  
The NEF provides three distinct services: 1) generic Group Management service, 2) Traffic Influence service, and 3) EAS Deployment service. 

For the Group Management service, either a new service must be specified, or the existing Nnef_ParameterProvision service is used as specified in clause 5.29.2 in TS 23.501 [02]. In the latter case, the Nnef_ParameterProvision service must be generalized so that it can be used also for groups that are not specific for 5G VN group communication service. This means that the group data should not be required to contain any service specific data, as the group data can be referenced from any service. 

As specified in clause 5.29.2 in TS 23.501 [02], the UDM ensures that the group data and user subscription data are aligned, i.e. the user who is listed as a member in the group data should have the same group identity in the user subscription data. 

For the Traffic Influence and EAS deployment services, the existing procedures are used to store the traffic influence data and EAS Deployment Information data into UDR. The traffic influence data and EAS Deployment Information data can contain a DNN/S-NSSAI and Internal Group ID that the service data is applicable for.    

The figure 6.x.2-1 illustrates how the UDMs can align the group data and individual subscription data in a case where the group data and individual user subscription data are served by different UDMs. 


[image: image2.emf]Group creation request Subscription data via OAM

Group data:

- ext-group-id

- int-group-id

- list of GPSIs

UDM-1

User subs data:

- SUPI

- GPSI(s)

- int-group-id(s)

UDM-2

Nudm_SDM_Set request

Nudm_SDM_Notication request


Figure 6.x.2-2: Different UDMs serving the user(s) and group  

AF invokes a group creation request to the NEF (not shown in the figure). The NEF discovers the UDM-1 based on the External Group ID. The UDM-1 receives the group creation request from the NEF. UDM-1 stores the group data into UDR (not shown in the figure). UDM-1 uses the SUPI to discover the UDM for the member (UDM-2). UDM-1 uses a new service operation Nudm_SDM_Set to update the user subscription data for the member's SUPI and adds the Internal Group ID of the group to the user subscription data. If the user subscription data is updated via OAM, the UDM-2 notifies the UDM-1 for the data change. In this case the UDM-1 can notify the AF/NEF that the group members have changed, e.g. one member is removed from the group.
6.X.3
Procedures
Figure 6.x.3-1 describes an overview of the procedure to create an ad-hoc group that is used to determine the collection of users that should have a common local part of DN.
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Figure 6.x.3-1: Creation of a group and using it for selecting the local part of DN 

1.
Group Management:

The AF invokes a group creation request to the NEF. The group creation request contains an External Group ID and list of GPSIs that are members in the group. NEF uses an UDM service to create the group. The group data contains the members (GPSIs) and External Group ID. The UDM may further store the group data into UDR. UDM/UDR assigns an Internal Group ID for the group and stores it to the group data.

      Upon receiving a request to include a user into a group, the UDM updates the individual user subscription data for the group members to contain the Internal Group ID of the group. 

2. 
Edge service management (no impact):
      AF uses the Nnef_TrafficInfluence service as specified in clause 4.3.6.2 in TS 23.502 [x] to influence SMF routeing decisions for User Plane traffic of PDU Sessions. AF uses the Nnef_EASDeployment service as specified in clause 6.2.3.4 in TS 23.548 [03] to The AF may include an External Group ID to the service requests. If the AF requires that the same local part of DN is used for the group members when they access the given DNN/S-NSSAI, the AF includes the "Indication of traffic correlation" parameter to the Nnef_TrafficInfluence service request.

The NEF uses the Nudm_SDM_Get (Group Identifier Translation, External Group ID) service to resolve the External Group ID to Internal Group ID, as specified in Release 17. The NEF stores the TrafficInfluence service information and EAS Deployment Information in the UDR. The service data contains the DNN/S-NSSAI and Internal Group ID as specified in Release 17. The PCF(s) that have subscribed for the Traffic Influence data for the matching DNN/S-NSSAI and Internal Group ID receive a notification from the UDR. 

3.
PDU Session establishment (not in the scope of this solution):

Upon PDU Session establishment, the SMF retrieves the user subscription data from the UDM. The user subscription data may contain one or more Internal Group IDs. The SMF passes the DNN/S-NSSAI and Internal Group ID(s) to the PCF as specified in clause 4.16.4 in TS 23.502 [x]. If the PCF does not have the traffic influence service data for the given DNN/S-NSSAI and Internal Group ID, the PCF retrieves it from the UDR.

      The SMF retrieves the EAS Deployment Information for the given DNN/S-NSSAI and Internal Group ID(s) from the NEF as described in clause 6.2.3.4 in TS 23.548 [03]. 

4.
Selecting the common local part of DN (not in the scope of this solution):
 

If the traffic influence service data contains the "Indication of traffic correlation" parameter, 5GC determines and selects a common local part of the DN for all PDU Sessions that use the given DNN/S-NSSAI where the user is a member in the given group.

6.X.4
Impacts on services, entities and interfaces
Assuming that the existing Nnef_ParameterProvision service is used as specified in clause 5.29.2 in TS 23.501 [02] to provide a generic Group Management service, the impacts are limited to the generalization of the Nnef_ParameterProvision service as described below. 

-
NEF:

-
Nnef_ParameterProvision service is enhanced to remove a requirement to provide any service specific data in group creation. At least DNN and S-NSSAI are currently mandatory parameters in the Nnef_ParameterProvision_Create service operation when a 5G VN group is created.
-    New service operation Nnef_ParameterProvision_UpdateNotify allows the NEF to notify the NF consumer (AF) on changes for the group data.
-
UDM:

-
Nudm_ParameterProvision service is enhanced to remove a requirement to provide any service specific data in group creation. At least DNN and S-NSSAI are currently mandatory parameters in the Nudm_ParameterProvision_Create service operation when a 5G VN group is created.

-
A new service operation Nudm_SDM_Set for an NF service consumer (UDM) to update user subscription data located under another UDM.
-     New service operation Nudm_ParameterProvision_UpdateNotify allows the UDM to notify the NF consumer (NEF) on changes for the group data.
-
UDR:

-
Nudr_DataManagement service is enhanced to remove a requirement to provide any service specific data when the group data is stored in UDR. At least DNN and S-NSSAI are currently mandatory parameters in the Group Data Subset in subscription dataset for a 5G VN group.
*** END OF CHANGES ***
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2. Edge service management:  NEF uses the Nnef_ TrafficInfluence and Nnef_ EASDeployment services to submit traffic influence service and EAS Deployment Information data to the NEF. NEF stores the service data to the UDR. The service data contains a DNN/S-NSSAI and the Internal Group ID.  PCF(s) that have subscribed for the UDR data change for traffic influence data are notified. (No impact to Release 17 procedures)
NEF
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4. Selecting the common local part of DN:

5GC determines and selects a common local part of the DN for the users of the group accessing the given DNN/S-NSSAI. 
(Out of scope of this solution)
1. Group Management:  AF uses a generic group management service provided by NEF to create an ad-hoc group. NEF uses an UDM service to create the group in UDM. UDM may store the group data (External Group ID and list of GPSIs) into UDR.  UDM ensures that the individual subscription data of the member UEs are updated with the Internal Group ID of the group.
3. PDU Session establishment:

SMF retrieves the user subscription data from the UDM and determines the Internal Group ID(s) of the user. SMF informs the PCF with the Internal Group ID(s) of the user. PCF receives the traffic influence data from the UDR for the given DNN/S-NSSAI and Internal Group ID(s). SMF receives the EAS Deployment Information data from NEF for the given DNN/S-NSSAI and Internal Group ID(s). (Out of scope of this solution)
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