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Abstract of the contribution: This contribution proposes a solution for key issue #6 (policy enhancments to minimize jitter).
1 
Introduction
In SA2#149e, Key Issue#7 is agreed in TR 23.700-60 about policy enhancements for jitter optimization as follows.  This contribution propose solution to solve this key issue.

2
Proposal
The proposed changes to TR 23.700-60 are the following:

START OF CHANGES
6.X
Solution #X: Policy enhancements to minimize jitter
6.X.1
Key Issue mapping

This solution addresses key issue #7 i.e. policy enhancements for jitter minimization.
6.X.2
Description
6.X.2.1 Solution Principles
- Jitter minimization is applied to XR and media services which require low jitter e.g. cloud gaming.
6.X.2.2 Architecture Assumptions

- Whether jitter minimization is needed or not can be indicated by the application layer or by the AF.

- In order to determine whether jitter minimization is needed or not, the 5GS needs to expose its jitter performance to AF in order to let the AF decide whether further minimization is needed or not.
6.X.3
Procedures
6.X.3.1 Procedure for network exposure of network latency or jitter to AF

  In order to decide whether to minimize jitter for a certain XR and Media application, it may be necessary to expose the network latency or jitter to AF.  To achieve this purpose, UPF expose QoS monitoring results to AF.
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Figure 6.X.3-1: Network exposure to Application Server
0.
The UE establishes a PDU Session as defined in clause 4.3.2.2.1 of TS 23.502 [3] An UPF is assigned for this PDU Session.

1a.
The AF initiates setting up an AF session with required QoS procedure as defined in clause 4.15.6.6 of TS 23.502 [3].


In the request, the AF may subscribe to direct notification of QoS monitoring for the service data flow to PCF possibly via NEF. If so, the AF shall include the corresponding QoS monitoring parameters as defined in clause 5.33.3 of TS 23.501 [2].

1b. The AF may first initiate an AF Session with PCF and later subscribe to direct notification of QoS monitoring to PCF by invoking Npcf_PolicyAuthorization_Subscribe service operation.  The QoS parameter(s) to be measured indicates the UL packet delay, DL packet delay, round trip packet delay or jitter between the UE and the UPF is to be monitored when the QoS Monitoring for URLLC is enabled for the service data flow.
2.
The PCF makes the policy decision and initiates the PDU Session modification procedure as defined in clause 4.3.3.2 of TS 23.502 [3], steps 1b, 3b, 4-8b.


If the direct notification of QoS monitoring is subscribed, the PCF includes the indication of direct event notification for the service data flow within the PCC rule.


If the SMF receives the indication of direct event notification form the PCF and the SMF determines that the UPF supports such reporting, the SMF sends QoS monitoring parameters and associate them with the NEF or AF address to the UPF via N4 rules. Otherwise the SMF activates N4 reporting.
3.
The UPF obtains QoS monitoring information as defined in TS 23.501 [2] clause 5.33.3.

4.
The UPF sends the notification related with QoS monitoring information over Nupf_EventExposure_Notify service operation. The notification is sent to Notification Target Address that may correspond (4a) to AF or (4b) to the NEF.

5.
NEF reports the real-time network information to AF by invoking Nnef_EventExposure_Notify service operation.
6.X.3.2  Procedure for AF to provision jitter requirements to 5GC
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Figure 6.X.3-2 AF provisioning of Jitter Requirement to 5GC
1. AF decides whether to trigger jitter minimization according to application requirements and jitter performance statistics obtained via the procedure in Figure 6.X.3-1.
2. AF sends Nnef_AFSessionwithQoS_Create request to NEF if it decides to trigger jitter minimization.

3. NEF performs authorization and send Npcf_Policy Authorization_Create request to PCF.
4. PCF generates PCC rules to minimization jitter including UL and DL directions.
5. PCF sends Npcf_Policy Authorization_Create response to NEF to indicate the result of request.
6. NEF sends Nnef_AFSessionwithQoS_Create response to NEF to indicate the result of request.

7. E2E procedures are executed to support minimized jitter according to the PCC rules generated by PCF.

Editor’s Note:  Details in step 7 are FFS.
6.X.4
Impacts on services, entities and interfaces
AF
· Analyze latency related network statistics to derive jitter related KPI
· Decide whether to trigger jitter minimization according to application requirement and jitter related KPI value
· Provision jitter requirement to NEF/PCF   
NEF
· Interact with AF regarding to network performance i.e. jitter
· Receive jitter requirement from AF and convey to PCF
PCF
· Interact with AF or NEF regarding to network performance i.e. jitter
· Receive jitter requirement from AF or NEF
· Produce jitter related PCC rules and trigger PCC rule update to SMF
END OF CHANGES
5.7	Key Issue #7: Policy enhancements for jitter minimization


5.7.1	Description


This key issue intends to study policy enhancements to minimize jitter for QoS flows supporting XR and media services. XR and media services are mainly targeting scenarios such as cloud gaming, cloud AR/VR applications. For XR and media services, it is necessary to minimize jitter as jitter is one of the factors that influence the user experience of XR/media services.


The following aspects need to be studied:


-	Potential policy enhancements to minimize the jitter, focusing on i.e. requirement provisioning from AF, extension of PCC rule.


NOTE:	Coordination with SA WG4 might be needed.
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1. AF decides to trigger jitter minimization
4. PCF generates PCC rules with jitter requirements including UL and DL directions
7. E2E Control plane and user plane procedures to support minimized jitter
2. Nnef_AFSessionwithQoS Create request(jitter requirement)
3. Npcf_Policy Authorization_Create request(jitter requirement)
5. Npcf_Policy Authorization_Create response
6. Nnef_AFSessionwithQoS Create response



