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Abstract of the contribution: This contribution discusses proposes updates to solution #1 to resolve Editor’s Notes. 
Discussion 
Solution #1 has four Editor’s Notes. This paper proposes to handle them as follows:

Editor's note:
It is FFS if the configuration can be achieved by TR-69, or via PCF/URSP or both.
Editor's note:
The BBF related functionalities, e.g. usage of TR-69, should be supported based on existing BBF specifications but this needs to be verified.
URSP rules are provided to the RG to indicate what PDU Sessions to establish (DNN, S-NSSAI etc). 
The TR-69, TR-369, and TR-181 specifications allows the ACS to read the PDU Session information from the RG (Device.3GPP.PDU data in TR-181). The PDU Sessions appear as interfaces in the TR-181 data model. Furthermore, the ACS can configure (virtual) ports on the RG (LAN ports, SSIDs etc). It is our understanding that TR-69/TR-369/TR-181 can be used to cross-connect the (virtual) ports and the PDU Session interfaces in the RG. 

It is proposed to clarify this in the solution description, but since this refers to BBF specifications it is also proposed to leave an EN that this needs to be verified (any impacts on RG and BBF/Cablelabs specification due to the study need to be verified).

Editor's note:
It is FFS whether if/how the non-3GPP devices can be enforced/authorized to use a certain SSID or Ethernet port. 
No new mechanisms are proposed to be introduced. It is proposed to clarify what is possible today and remove this EN.

Editor's note:
Impacts to W-5GAN related entities and functionality may need to be verified with BBF and/or Cablelabs.
This is a general EN that applies to any solution in the study when there is impact to W-5GAN entities/interfaces.

It is proposed to remove this EN as it is already captured in the TR (bullet 3 in clause 4), and the specific parts of this solution (related to TR-69/TR-369/TR-181) has its own EN. 
Proposal

It is proposed to updated TR 23.700-17 as follows: 
**** First Change ****

6.1
Solution 1: N3GPP device behind 5G-RG
6.1.1
Description

6.1.1.1
Overall architecture

This solution addresses KI#1 and describes a solution for how to provide differentiated service (e.g. QoS and charging) for Non-3GPP devices connected behind a 5G RG.

The N3GPP devices are locally authenticated by the 5G-RG using such as pre-shared secret etc. As such, it is invisible to the 5G network though 5G-RG is subscribed to the 5G-Core. Differentiated QoS can still be provided by using local configuration in the 5G-RG and based on DNN / S-NSSAI for the 5G RG's PDU Sessions.

This solution allows for traffic segregation on both PDU session / S-NSSAI and per QoS flow basis. We assume that, when it is per PDU session basis, the default QoS associated with the PDU session can be different based on the DNN and S-NSSAI. 5G-RG can set up distinct PDU Session for each N3GPP device or a group of N3GPP devices based on local configuration in the 5G-RG. For e.g. consider admin settings on the 5G-RG where the admin can group N3GPP devices based on mac addresses and set different QoS levels/priority levels for a group of N3GPP devices. Based on these local configurations the 5G-RG can provide distinct PDU session for each N3GPP device. When these devices have common QoS sessions and DNN / S-NSSAI to be served then, these devices are classified into "connectivity groups" where each group connects to the 5G-RG using a separate physical or virtual port. These ports could for e.g. refer to a separate physical Ethernet ports and/or a separate WLAN SSIDs and the groups may also be separated on the LAN behind the RG using VLANs.

Each physical/virtual port (connectivity group) is then mapped to a separate PDU Session that is established by the 5G-RG based on existing procedures defined in TS 23.316 [5]. The overall architecture is illustrated in Figure 6.1.1-1. Only the case where 5G-RG connects via wireline access is shown in the Figure. The 5G-RG may also connect via 3GPP access (not shown).
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Figure 6.1.1-1: Example scenario for Non-3GPP devices behind 5G-RG based on connectivity groups
The 5G-RG is configured with the (virtual) port information (e.g. VLANs and SSIDs) based on TR-69, TR-360 and TR-181 [x]. URSP rules can be provided to the RG to indicate what PDU Sessions to establish (DNN, S-NSSAI etc).   It is assumed that TR-69/TR-369/TR-181[x] can be used to cross-connect the (virtual) ports and the PDU Session interfaces in the RG. 
Editor's note:
It needs to be verified with BBF whether the above understanding is correct or something additional needs to be specified to achieve the cross-connect.

It is assumed that the non-3GPP devices are manually configured to use a specific SSID or connect to a certain Ethernet port on the 5G-RG.
No new 5GS mechanism is added to enforce or authorize a specific non-3GPP device to access a certain SSID or port on the RG. It is assumed that the end-users of the local network provisions only authorized devices with the required Wi-Fi credentials and ensures that only authorized devices connect to physical ports. It is also possible to provide URSP rules to the 5G-RG for mapping traffic flows to DNN and S-NSSAI. 

6.1.1.2
Support for differentiation of e.g. charging and QoS

The connectivity groups are fully separated from each other and differentiation of charging and QoS is provided via existing mechanisms. The solution also allows isolation of the connectivity groups into separate network slices, i.e. with separate N-SSAIs for each PDU Session. 

6.1.2
Procedures

The procedures for 5G-RG connecting via W-5GAN and/or NG-RAN are captured in TS 23.316 [5].

6.1.3
Impacts on Existing Nodes and Functionality
No impacts to 3GPP entities compared to 3GPP Rel-16.

5G-RG:

-
Be able to establish one PDU Session per connectivity group, or per non-3GPP device.

-
Be able to map one or multiple non-3GPP devices to a PDU Session of the 5G-RG. This could e.g. be done based on SSID or Ethernet port used by the non-3GPP device



**** End of Changes ****
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