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Abstract of the contribution: This paper provides a solution for KI#2
1	Introduction
This paper provides a solution for KI#2 to expose that AF influence can be enhanced adding traffic steering policies per flow.
2	Discussion


3	Proposal
It is proposed to update TR 23.700-18 as follows:

********** Start Changes*************
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Table 6.0-1: Mapping of Solutions to Key Issues
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*********** Next Change (all new)**********
[bookmark: _Toc96958836][bookmark: _Toc96964613][bookmark: _Toc97307767]6.X	Solution #X: AF influence with explicit traffic steering policies per flow

[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc96958846][bookmark: _Toc96964623][bookmark: _Toc97307777]6.X.1	Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc96958847][bookmark: _Toc96964624][bookmark: _Toc97307778]In order to fulfill traffic steering policies using AF routing influence directly, without re-using the existing routing profiles provided by AF, it can be added new elements in the interface so that traffic steering policies can be explicitly requested per flow. 
The PCF then provides PCC rules including traffic steering policies based on the traffic steering that are explicitly requested from AF (directly or through NEF).
Note that currently in PCC rule information in 5GC, the traffic routing policies and traffic steering policies are considered mutually exclusive (see TS 23.503 [4], NOTE 18 in table 6.3.1). That means that the PCC rule either indicates traffic steering or N6 traffic routing, but not both simultaneously. It is also not clear how the UPF would handle a PCC Rule that contains (potentially conflicting) Routing Profile IDs and Traffic Steering Policy IDs. Therefore, in order to not impact further in PCF, SMF and UPF, the proposal is to add new traffic steering rules ID(s) from AF in mutually exclusive way with current routing info and/or routing profile ID.
This solution thus proposes to add Traffic Steering Policy ID(s) to the existing Nnef_TrafficInfluence (and NpcfPolicyAutorization, Nudr_DataNotification). The AF request can either contain AF-TSP-ID(s) (if two Traffic steering policy identifiers are provided, then one is for uplink direction, while the other one is for downlink direction) for Service Chaining or Traffic Routes for steering to a local DN, not both. PCF may use AF-TSP ID(s) directly, or map to locally defined TSP ID(s) provided to the SMF in the PCC Rule to avoid that AF needs to know how TSP ID are set in the 5GC and therefore isolate it from system configuration changes.

6.X.2	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc96958848][bookmark: _Toc96964625]The procedure below shows an example of AF using the Traffic Influence API to allow an AF to request a predefined SFC.



Figure 6.X-1. Procedure using traffic steering policy.
1. 	AF uses Nnef_TrafficInfluence API to influence how to route a specific traffic on specific session, by providing the UE IP address together with the request. The AF includes AF Traffic Steering Policy ID(s) in the request. The NEF identifies the PCF serving the PDU Session and triggers a Npcf_PolicyAuthorization Request, as described in TS 23.502 [3], clause 4.3.6.4.
2. 	AF uses Nnef_TrafficInfluence API to influence how to route a specific traffic for a UE ID or a group of UEs, by providing UE ID (GPSI) or External Group ID together with the request. The AF includes AF Traffic Steering Policy ID(s) in the request. The NEF stores the information in the UDR, as described in TS 23.502 [3], clause 4.3.6.2.
3.	PCF used the AF TSP ID(s) requested by the AF and creates PCC rule(s) with TSP ID(s).
4. 	PCF sends PCC rule(s) to the SMF.
5. 	SMF sends PDRs information to identify the traffic and forwards it accordingly with the TSPs.
6. 	UPF applies the PDRs with specific forwarding policies based on TSP ID.



[bookmark: _Toc97307779]6.X.4	Impacts on Existing Nodes and Functionality
AF:  Support of providing new information in the Nnef_TrafficInfluence API, to provide explicitly traffic steering policy ID(s) (AF-TSPs) in its requests.
NEF: Support of new information in the Nnef_TrafficInfluence API, and pass it to UDR and PCF.
UDR: Supports storage AT-TSP IDs in the AF influence in routing parameters.
PCF: Accepts new information and use it (or maps to local TSP defined) as traffic steering policies associated to the PCC rule(s) impacted.
No impacts to SMF and UPF.
*************** End Changes ***************
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