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Abstract of the contribution: This paper provides a solution for KI#2 for existing (R16-R17) data analytics as specified in TS 23.288 [5] that require PDU Session service data usage measurements.
1	Introduction
This paper provides a solution for KI#2 for which specific information UPF can expose to NWDAF and how so NWDAF can provide existing (R16-R17) data analytics as specified in TS 23.288 [5].
2	Discussion
TS 23.288 [5] specifies how NWDAF provides Analytics. For each analytic, the specification includes example of analytic consumers, what the consumers shall indicate in their analytic requests, NWDAF output to those requests and the input data to each analytic. 
The analytic Input data is the information that NWDAF may collect to produce the analytic from the data sources, like for example UPF. The Data Collection that involves UPF is the base of NWDAF requirements to UPF event exposure service(s). Annex A in TS 23.700-62 aims at listing and analysing these requirements. 
These requirements have been grouped and they have been addressed separately, as requirements for:
-   Collection of Data related to user data usage of the User PDU Session (overall for the PDU Session or per application)
-   Collection of Data related to PDU Session QoS Flow performance measurements
A solution to address the requirements for data collection of UPF QoS Flow performance measurements is submitted in pCR S2-2201977.
An Analysis follows of the NWDAF data collection requirements related to user data usage of the User PDU Session:


	UE communication.     TS 23.288 [5] Table 6.7.3.2-1 

	UPF Event Exposure Service Enhancement
	Information
	Source
	Description

	Measurement context. 
Per application measures.
(NOTE1)
	UE communication (1..max)
	UPF, AF
	Communication description per application

	
	   >Communication start
	
	The time stamp that this communication starts

	
	   >Communication stop 
	
	The time stamp that this communication stops

	Throughput Measurement
	   >UL data rate 
	
	UL data rate of this communication

	Throughput Measurement
	   >DL data rate 
	
	DL data rate of this communication

	Volume Measurement
	   >Traffic volume
	
	Traffic volume of this communication


NOTE1: UE Communication needs to be defined and it may imply new type of measuring, for example, in relation to application activity/inactivity.
	UE communication.     TS 23.288 [5] Table 6.7.3.2-1 

	Not a Requirement to UPF Exposure
(NOTE2)
	Information
	Source
	Description

	SMF provides UPF contribution 
(UPF reports over N4)
	> N4 Session ID
	SMF, UPF
	Identification of N4 Session.

	
	> Inactivity detection time
	SMF, UPF
	Value of session inactivity timer.


NOTE2: Information that can be considered part of what SMF receives over N4 and provides as PDU Session information and received. SMF can consolidate UPF input over N4 in one single event as hinted in TS 23.288 [5] clause 6.7.3.4. 
	User Data Congestion Analytics.    TS 23.2888 [5] Table 6.8.2-2

	UPF Event Exposure Service Enhancement
	Information
	Source
	Description

	Per application or IP Packet Filter Set measures (they are exclusive)
	Application ID
	UPF or AF
	Application identifier as defined in TS 23.501 [2] clause 5.8.2 

	
	IP Packet Filter Set
	UPF or AF
	IP Packet Filter set as defined in TS 23.501 [2] clause 5.8.2 

	Measurement context 

	Measurement period
	UPF or AF
	Measurement period.

	
	Timestamp
	UPF or AF
	Time when measurements are taken.

	
	Achieved sampling ratio
	UPF
	Sampling ratio achieved by UPF 

	Throughput Measurement (Statistics)
	Throughput UL/DL
	UPF or AF 
	Average Throughput UL/DL over the measurement period.

	Throughput Measurement (Statistics)
	Throughput UL/DL (peak)
	UPF or AF
	Peak Throughput UL/DL over the measurement period.



	UPF Load Analytics.                    	TS 23.288 [5] Table 6.5.2-2

	UPF Event Exposure Service Enhancement
	Information
	Source
	Description

	Volume Measurement. (NOTE3)
	Traffic usage report
	UPF
	Report of user plane traffic in the UPF 


NOTE3: Volume Measurements part of the Traffic Usage Report to be considered in the definition of UPF Exposure Service Enhancement event.
	UE Data Volume Dispersion       TS 23.288 [5] Table 6.10.2-5

	UPF Event Exposure Service Enhancement
	Information
	Source
	Description

	User PDU Session Identifier
	UE IP address
	UPF
	UE IP address.

	Measurement context 

	Timestamp
	UPF
	Time stamp of the collected information.

	Volume Measurement
	Data Volume UL/DL
	UPF
	Sum of UE data volume exchanged per UE across all applications.



	UE Data Volume Dispersion        TS 23.288 [5] Table 6.10.2-5

	UPF Event Exposure Service Enhancement
	Information
	Source
	Description

	User PDU Session Identifier
	UE IP address
	UPF
	UE IP address.

	Measurement context
	Timestamp
	UPF
	A timestamp of the collected information.

	Per application or IP Packet Filter Set measures (they are exclusive)
	Application ID
	UPF
	Identify the application at the UPF 

	
	IP 5-tuple
	UPF
	IP 5-tuple.

	NWDAF to get by other means
(NOTE4)
	Location of Application
	UPF
	List of Internet applications represented by DNAI(s).

	Volume Measurement
	Data Volume UL/DL
	UPF
	Sum of UE data volume exchanged per application during the period. 

	Measurement context
(NOTE5)
	Application duration
	UPF
	Duration for the application (e.g. Voice talk time).


NOTE4: DNAI is not part of PFCP Session information. UPF only provides the list of supported DNAIs in UPF profile to NRF for UPF Selection.
NOTE5: providing time stamps in measurement context (e.g. first and last application packet in the measurement period) should be considered
	WLAN performance                 TS 23.288 [5] Table 6.11.2-1

	UPF Event Exposure Service Enhancement
	Information
	Source
	Description

	Measurement context. 
Per (WLAN) User PDU Session
	UE communications (1..max)
	UPF
	List of communication time slots

	
	> Communication start
	
	The time stamp that PDU session(s) for WLAN starts.

	
	> Communication stop
	
	The time stamp that PDU session(s) for WLAN ends.

	Throughput Measurement. 
	> UL data rate
	
	UL data rate of PDU session(s) for WLAN.

	Throughput Measurement. 
	> DL data rate
	
	DL data rate of PDU session(s) for WLAN.

	Volume Measurement
	> Traffic volume
	
	Traffic volume of PDU session(s) for WLAN.



Observation: The collection of Data related to these requirements can be addressed with events providing Data Volume Measurements, Data Throughput Measurements and context information for the measurements (for example, time stamps for the packets and the measures). Some of the requirements are not requesting actual measures but some form of statistical measurement
Proposal: Address these requirements for collection of information of user data usage of the User PDU Session with two new UPF Event Exposure service events: 
- One event provides user data usage measurements and can include following information:
-   Volume Measurement: measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall) with or without application granularity. This measurement can also include number of packets transmitted and retransmitted for applications where that is possible to differentiate as proposed in pCR S2-2201977. 
-   Throughput Measurement: measures of data throughput (UL and DL) measures aggregated for the PDU Session or per application.
- The other event provides statistical user data usage measurements:
· Throughput Statistic Measurement (average and/or peak throughput) over the measurement period for the PDU Session or per application.
Both events provide measurement context (for example, time stamps for the packets and the measures) and information of the PDU Session.
According to in TS 23.288 [5], some NWDAF Analytics require information from UPF but often also from other NF Data Providers for the same User PDU Sessions. UPF does not support all filters that may be needed to consider the relevant PDU Sessions (for example SSID/BSSID) but, when SMF is involved by NWDAF, it can sample and filter the requests so that requests to UPF can be sent to the specific UPFs and target PDU Sessions that meet the criteria. SMF may be involved as contributor to the data analytic or may be involved with sole purpose of selecting the PDU Sessions and providing the UPF information.
Proposal: specify a UPF Event Exposure Subscribe Operation that can be used directly towards UPF to subscribe to the two proposed events to collect information of the user data usage of the User PDU Session.
3	Proposal
To have the following solutions included for KI#2 
********** Start Changes*************
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc96958835][bookmark: _Toc96964612][bookmark: _Toc97307766][bookmark: _Toc43317374][bookmark: _Toc43374846][bookmark: _Toc43375307][bookmark: _Toc43801831][bookmark: _Toc43806097][bookmark: _Toc43806404][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	
	

	
	<Key Issue #1>
	<Key Issue #2>

	#1: UPF event exposure service framework enhancements to support registration, deregistration and discovery via NRF
	X
	

	#X Support to existing (R16-R17) data analytics with PDU Session Data Usage Events
	
	X




*********** Next Change (all new)**********
[bookmark: _Toc96958836][bookmark: _Toc96964613][bookmark: _Toc97307767]6.X	Solution #X: Support to existing (R16-R17) data analytics with PDU Session Data Usage Events
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc96958845][bookmark: _Toc96964622][bookmark: _Toc97307776]6.X.1	Key Issue mapping
This Solution addresses KI#2.
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc96958846][bookmark: _Toc96964623][bookmark: _Toc97307777]6.X.2	Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc96958847][bookmark: _Toc96964624][bookmark: _Toc97307778]This solution extends the Rel-17 UPF Event Exposure service with two new events for the collection of information of user data usage of the User PDU Session: 
-	One event provides measurements, and it will be referred to as UserDataUsageMeasures along the solution and can include following information:
-   Volume Measurement: measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall) with or without application granularity. This measurement can also include number of packets transmitted and retransmitted for applications where that is possible to differentiate.
-   Throughput Measurement: measures of data throughput (UL and DL) measures aggregated for the PDU Session or per application.
-	The other event provides statistical measurements, and it will be referred to as UserDataUsageTrends along the solution and can include following information:
· Throughput Statistic Measurement (average and/or peak throughput) over the measurement period for the PDU Session or per application.
Both events provide measurement context (for example, time stamps for the packets and the measures) and information of the PDU Session. When the information refers to an application, the Application Id or Packet Filter Set is included. 
This solution defines a UPF Event Exposure Subscription operation that consumers can use to subscribe to UPF Event Exposure service for the two new events, UserDataUsageMeasures and UserDataUsageTrends. Subscription can be for a UE, “Any_UE”, or a specific PDU Session. The Event Subscription includes filters for the data collection, and measurement, event reporting and notification control information like which data that is requested and with which granularity (for the PDU Session or for an Application within the PDU Session).
In this solution, the subscription to UPF does not have any impact on UPF packet matching procedure. The UPF traffic differentiation in the User PDU Session is according to the packet detection rules that have been installed for each PFCP session by SMF. This means that when measurements are requested for an/per application, UPF considers for the measurements of a User PDU Session and App Id only the traffic that is matching a PDR which has that App Id.
The event notifications are sent to the consumer according to the notification control information received in the subscription to the event.
This solution satisfies following R16-R17 NWDAF Analytics UPD Data Collection needs as follows: 
-   NF Load: UserDataUsageMeasures event with Volume Measurement (see NOTE2) accumulated for the PDU Session.
-   User data Congestion: UserDataUsageTrends event with Throughput Statistic Measurement with per application or IP Packet Filter Set measures over a measurement period. 
-    UE Communications: UserDataUsageMeasures event with Volume Measurement and Throughput Measurement with per Application or IP Packet Filter Set measures or with PDU Session aggregated measures for a UE_communication (see NOTE3).
-    WLAN Performance analytics: UserDataUsageMeasures event with Volume Measurement and Throughput Measurement measured for a PDU Session. 
-   Dispersion: UserDataUsageMeasures event with Volume measurement and per application or IP Packet Filter Set measures (they are exclusive) or with PDU Session aggregated measures.
NOTE 2: The solution defines the Volume Measurements with similar definition as in the Traffic Usage Report.
NOTE 3: UE Communication definition may imply measuring periods are defined, for example, in relation to application activity/inactivity.
6.X.3	Procedures
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc96958848][bookmark: _Toc96964625][bookmark: _Toc97307779]6.X.3.1. Subscription to UPF for Data Collection for “Any UE” 
Figure 6.x.3.1-1 below shows the procedure for UPF Event Exposure subscription and notification for the UserDataUsageMeasures and UserDataUsageTrends events that can be used in scenarios targeting data collection from UPF for “Any UE”. 
Example UCs are NWDAF data collection for NF Load NWDAF analytic (TS 23.288[5] clause 6.5), or for User Data Congestion Analytic (TS 23.288[5] clause 6.8).


Figure 6.x.3.1-1, Data Collection from UPF for Any_UE
A description of the procedure in Figure 6.x.3.1-1follows:
1.	In a first step, UPF registers its profile in NRF.
2.	NWDAF receives a request from a consumer. 
If type of Analytic is for example “NF Load” and NFs type=UPF, it may be for UPFs only within an Area of Interest (AOI) and specific S-NSSAI, or it may be for a given UPF Id. If for example Type of Analytic is “User Data”, if “Any UE”, it always includes AOI, and if the request includes a SUPI, the user location determines the AOI but UPF data collection is still for “Any UE” within AOI. In this case, the consumer may also request N top consuming Applications.
3. 	NWDAF identifies the Data required for this analytic and starts data collection as in TS 23.288. In this case, data from UPF is required. 
4. 	NWDAF selects the relevant UPFs with assistance from NRF. It can take into account information received in the request (for example, S-NSSAI and/or AOI).
3. 	NWDAF sends Nupf_EventExposure Subscribe for Event= UserDataUsageMeasures / UserDataUsageTrends to relevant UPF(s) for “Any UE” and it may include filters like S-NSSAI. NWDAF provides Event Reporting Info including the DataSubset requested.
4. 	UPF Selects the PDU Sessions that match the filters and for that, it may perform sampling according to input received or local configuration. It starts to produce measurements for those sessions as requested.
5. 	UPF sends Nupf_EventExposure Notify for Event= UserDataUsageMeasures / UserDataUsageTrends for the selected PDU Sessions. The notifications include SUPI, DNN and S-NSSAI as available and conveys measurements and context according to the subscription.
6. 	NWDAF derives the Requested Analytic. 
   NOTE1: AMF/SMF involvement may be needed if PDU Session information should be furthered filtered for the AOI
7. 	NWDAF provides the Analytic requested
6.X.3.1. Subscription to UPF for Data Collection for certain PDU Sessions 
Figure 6.x.3.1-2 below shows the procedure for UPF Event Exposure subscription and notification for the UserDataUsageMeasures and UserDataUsageTrends events that can be used in scenarios targeting data collection from UPF for certain UEs or PDU Sessions. 
If Analytic is targeting “Any UE”, this procedure can still be preferred or even needed for a preselection of the PDU Sessions (for example, when UPF lacks information to evaluate some filters), or as a way to perform the PDU Session sampling in SMF only when SMF also contributes to the analytic.  
Examplefor  UCs are NWDAF data collection for WLAN Performance analytics (TS 23.288[5] clause 6.11), Dispersion analytics (TS 23.288[5] clause 6.10), and for UE Communication analytics (TS 23.288[5] clause 6.7).



 
Figure 6.x.3.1-2, Data Collection from UPF for certain PDU Sessions
A description of the procedure in Figure 6.x.3.1-2 follows:
1. 	NWDAF receives a request from a consumer. 
As an example, type of Analytic may be “UE Dispersion” requesting a Data Volume Dispersion Analytic (DVDA) for “Any UE”, a UE or a UE_Group including filters like S-NSSAI, AOI and/or App Ids for applications of interest. Another example would be a request with type of Analytic “WLAN performance” for “Any UE”, a UE or a UE_Group in an AOI and for certain SSID/BSSID. In another example, Analytic type could be “UE Communication” targeting a UE or UE Group and specific Applications.
2. 	NWDAF identifies the Data required for this analytic and starts data collection as in TS 23.288. This analytic requires Data Collection from UPF and for that, NWDAF first determines, with SMF assistance, the PDU Session and UPFs it needs to collect data from. TS 23.288 clause 6.2.2 specifies some options for how to select SMF:
-   If Target is a UE or a UE Group, NWDAF can select the SMF(s) with UDM assistance as specified in TS 23.288 clause 6.2.2.
-   If Target is “Any UE”, NWDAF selects SMF with assistance of NRF and can take into account filter conditions like AOI, S-NSSAI and DNN if any received in the request.
3. 	NWDAF sends a request to SMF including the target and any conditions that need be considered for filtering or sampling the PDU Sessions. Those may include S-NSSAI, DNN, or SSID/BSSID for WLAN PDU Sessions. The SMF response/notification identifies the User PDU Sessions matching the request and the information of the UPF to be contacted.
Editor’s Note: It is FFS whether this step can be performed leveraging existing SMF services, maybe combined with other data collection from SMF, or if a new service may be required.
4. 	NWDAF takes SMF information as input for the data collection from UPF. It sends Nupf_EventExposure Subscribe for Event= UserDataUsageMeasures / UserDataUsageTrends to the UPF handling the PDU Session. The subscription targets a PDU Session. The request includes Event Reporting Info, including the DataSubset requested.
5. 	UPF starts the measurement for the PDU Session as requested.
6. 	UPF sends Nupf_EventExposure Notify for Event= UserDataUsageMeasures / UserDataUsageTrends for the PDU Session. The notification includes SUPI, DNN and S-NSSAI as available and conveys measurement information according to the subscription. 
7. 	NWDAF derives the Requested Analytic. 
8. 	NWDAF provides the Analytic requested.
6.X.4	Impacts on services, entities and interfaces
This solution impacts the System as follows:
[bookmark: _Hlk99126523]-	Nupf Event Exposure Service is enhanced with two new events and a subscription operation for those events:
[bookmark: _Hlk99126498]-	The target of the subscription to these events may be “any UE”, a SUPI, or a given User PDU Session (identified by UE IP address and DNN or N4 Session ID). DNN and S-NSSAI can be included as filter conditions. 
-	The subscription request also includes Event Reporting Information (including required DataSubset (Volume Measurement and/or Throughput Measurements or Throughput Statistic Measurement), Control Information for the measurements (like granularity) and Reporting and Notification Control Information for the event.
[bookmark: _Hlk99126214]-	Nupf Event Exposure service Notification provides information for a user PDU Session identified by UE IP address and DNN (and/or N4 Session ID) and includes SUPI and S-NSSAI when available. 
For new UserDataUsageMeasures event, it includes:
-  	Volume Measurement: measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall) with or without application granularity. This measurement can also include number of packets transmitted and retransmitted for applications where that is possible to differentiate.
-  	Throughput Measurement: measures of data throughput (UL and DL) aggregated for the PDU Session or per application.
For new UserDataUsageTrend event, it includes:
-  Throughput Statistic Measurement (average and/or peak throughput) over the measurement period for the PDU Session or per application.
And for both events, it includes measurement context (for example, time stamps for the packets and the measures) and when the information refers to an application, the corresponding Application Id or Packet Filter Set. 
-  UPF is enhanced to produce measurements according to UserDataUsageMeasures event and UserDataUsageTrends event and to send notifications as instructed in the subscription.
In this solution, the subscription to UPF does not have any impact on UPF packet matching procedure. The UPF traffic differentiation in the User PDU Session is according to the packet detection rules that have been installed for each PFCP session by SMF. This means that when measurements are requested for an/per application, UPF considers for the measurements of a User PDU Session and App Id only the traffic that is matching a PDR which has that App Id.
-	NWDAF is enhanced to collect Data Usage measurements from UPF with UPF Event Exposure Service Subscription using UserDataUsageMeasures / UserDataUsageTrends event. It receives Nupf Event Exposure notifications for UserDataUsageMeasures / UserDataUsageTrends event with information as requested, and correlates information from different sources to produce Analytics.
Editor’s Note: It is FFS whether selecting the User PDU Session and getting UPF Id can be part of data collection from SMF or if a new service will be required. All impacts of this aspect of the solution are FFS.
*************** End Changes ***************
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