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Abstract of the contribution: This document proposes a scenario for the federations of Operator Platforms as defined by GSMA OPG
1.
Discussion
The GSMA Operator Platform Group [1] introduced the concept of federation of Operator Platforms which essentially allow operator providers to reach a larger user base [2].
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Figure 1-1: OP Roles and Interfaces Reference Architecture [2].
In particular, GSMA OPG defined two roles of the OPs [2]:
-
Federation Broker Role: The OP role in charge of easing the relationship between federated OPs. For example, it allows an OP to access many other OPs through a single point of contact and to simplify its contractual relationships. The Federation Broker Role is optional since federation can be performed directly between two Federation Managers (in a one-to-one relationship). 
-
Federation Manager Role: The OP role that publishes and provides access to the resources and capabilities of another OP, including its Capability Exposure Role and Service Resource Manager Role.
More details on the requirements for Federation Manager and Federation Broker are defined in [3]. The Federation Broker and Manager roles in the OP are responsible for interfacing with other OPs via the East-West Bound Interface (EWBI). Typical scenarios enabled by the Federation Manager role:

· Federation Interconnection Management;

· Edge Cloud Resource Exposure & Monitoring towards partner OPs;

· Application Images & Application metadata transfer towards partner OPs;

· Application Instantiation/Termination towards partner OPs;

· Application Monitoring towards partner OPs;

-
Service Availability in visited networks. 
In addition, the GSMA OPG.02 OP requirement document (see [3]) introduces the Edge Node Sharing architecture:
3.3.5 Edge Node Sharing

Two operators may decide to share edge nodes to maximise their edge presence. Using the figure below as an example, the mobile network of both operators covers the whole country. However, Partner A deploys edge sites in the country's North Region and operator B in the South Region. In this case, Operator B might deploy an application on Partner A's edge node while providing connectivity to the end-user over their own radio network.
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Figure 2: Edge Node Sharing

Figure 2 above shows an end-user who is a subscriber of Operator B's OP services and is currently connected to Operator B's network in the country's north. Edge node sharing enables this end-user to access the Edge Cloud service, even though Operator B does not have their own edge resources in this Region; the Operator B Edge Cloud service is hosted on Partner A's edge node. The connectivity between the two OPs is over the E/WBI interface.

The East/Westbound interface enables Operator B's OP to retrieve the application instance access information and provide it to the user. This approach allows performing service discovery and delivery in the same way as when the application was delivered from a Cloudlet in Operator B's own network.

A subscriber of Operator B accesses its home network/operator platform and asks for the required Edge-Enhanced or Edge-Native Application. When Operator B's OP identifies that the most suitable edge node is in Partner A, Operator B's OP requests the Edge Cloud service through the E/WBI to Partner A's OP. In this example, since the OPs have a long-running partnership, they have pre-established commercial agreements, security relationships and policy decisions (for instance, QoS-related). Thus (assuming enough edge resource is available), Partner A can reply with the application endpoint (e.g. FQDN) on the Cloudlet at which the subscriber can connect to the application.

Note that network resources remain managed by Operator B, the operator providing the actual mobile network connection to the user, and IP connectivity between Partner A's edge node and Operator B is managed to ensure end-to-end QoS delivery for the subscriber.  Responsibility for the management of the edge cloud resources depends on the agreement between the partners. Most likely, Operator B has a long-term allocation of resources in Partner A's cloudlets and manages them amongst its subscribers wanting access to the edge service. 

The same concept is captured in clause 3.2 of the Use Cases published paper by GSMA OPG (see [4]):
3.2 Edge Node Sharing

The edge node sharing item studies how edge resources in one network can be made available to subscribers accessing the service using another network. Operators can use edge node sharing, for example, to improve the geographical coverage of their edge service offering. The high-level concept chosen to enable edge node sharing is to keep the interaction between the device and the Operator Platform to discover and access those shared edge nodes between the device and the Operator Platform in the network providing access to the subscriber. That Operator Platform will then interact with the Operator Platform in the network sharing the resources to ensure that the requested application is available and obtain the data that the device requires to access those edge nodes.
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Figure 1-2: Edge Node Sharing scenario [4].
The discovery of the Edge Application Server hosted by another operator may require enhancements to the Rel-17 defined EAS discovery mechanisms defined in TR 23.548.

2.
Text proposal
It is proposed to agree the following changes vs. TS 23.700-48:
>>>>BEGINNING OF CHANGES<<<<
2
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document, a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[X]
GSMA OPG.02: "Operator Platform Telco Edge Requirements", https://www.gsma.com/futurenetworks/wp-content/uploads/2021/07/GSMA-OPG-Telco-Edge-Requirements-2021.pdf
>>>>NEXT CHANGE<<<<
5.5
KI#5: GSMA OPG impacts and improvements for EHE operated by separate party

5.5.1
Description

As indicated in the LS out SP-210583 to GSMA Operator Platform Group (OPG) [06], the ongoing GSMA OPG work may have impacts on 5G architecture. 

GSMA OPG introduced the concept of Federation of Operator Platforms introduced in GSMA OPG.02 [05], to allow Application Providers to reach a wider geographical area and user base. The following aspects shall be studied:

-
investigate potential impacts related to the GSMA Operator Platform Group work, and potential improvements related with 5GC network and EHE being operated by different organizations;

-
investigate potential impacts related to the GSMA Operator Platform Group work on EAS discovery;

-
how the 5GS facilitates edge relocation between an EAS deployed by a source EHE provider to another EHE deployed by a target EHE provider, even in scenarios when EHEs are operated by different service providers.

5.5.2
Scenarios


Clause 3.3.5 of the GSMA OPG.02 requirement document [X] introduces the Edge Node Sharing scenario in which EAS A (hosted by Operator A) is to be accessed by Operator B’s network (see Figure 2 of clause 3.3.5 of [X] in Figure 5.5.2-1 below). The same modelling and solutions of a 3rd party provider hosting the EHE are considered. 
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Figure 5.5.2-1: Edge Node Sharing scenario as per [X].
In Figure 5.5.2-1 the following terms defined in the GSMA OPG.02 requirement document [X] are used:

E/WBI
East/Westbound Interface
OP


Operator Platform
SBI-CR
Southbound Interface – Cloud Resources
SBI-NR
Southbound Interface – Network Resources
UNI

User to Network Interface
>>>>END OF CHANGES<<<<
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