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1	Discussion
TR 23.700-48 V0.1.0 KI#4 Influencing UPF and EAS (re)location for collections of UEs, has below agreed requirements: 
-	whether and how to define a collection of UEs forming a dynamic ad-hoc group that should use the same EAS and/or same local part of DN and/or same DNAI and how the collection is identified;
-	whether and how to influence UPF and EAS (re)location for a collection of UEs that should use the same EAS and/or same local part of DN and/or same DNAI;
[bookmark: _Hlk96442693]-	how to decide on a common local part of DN for the collection of UEs;
-	how to handle coordination of the UPF(s) and EAS (re)location for collections of UEs;
-	whether and how existing mechanisms suffice;
-	whether and what improvements are required for EAS discovery and re-discovery for UEs belonging to a collection of UEs.
This pCR provides solutions to these requirements.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to add below text to EC TR 23.700-48 

* * * * Start of changes * * * *

[bookmark: _Toc93422582]6.X	Solution X ( KI#4 ): Influencing UPF and EAS (re)location for collections of UEs

[bookmark: _Toc93422585]6.X.1	Introduction
This solution aims to address the technical requirements related to key issues #4. In particular it proposes for certain Edge Application use case e.g. all users playing a certain online game and registered to a particular EAS, or all UEs in a platoon, how these UEs collectively for an ad hoc and dynamic group, how to identify such group, how to handle coordination of the UPF(s) and EAS (re)location for the UEs belonging to the same group.  


6.X.2	Functional Description
    The following are the main principles of the solution:
· Application Function may create an ad hoc group of collection of UEs based on its own criteria, for example: all Users served by the same EAS that hosts an online gaming application 

· Application Function creates an ad hoc group of collection of UEs, and provides to 5GC, either directly of via NEF, the necessary group specific information, together with (external) group ID. 

· NEF performs AF request authorization and provides necessary mappings, and configures UDM with ad hoc group information.  
· Mapping based on: User ID (e.g. GPSI), UE ID (if provided), DNN, S-NSSAI
· NEF maps external group ID into 5GC internal group and stores ad hoc group information in UDM indicating Group Type e.g. to differentiate between ad hoc dynamic Group vs Subscribed static group

6.X.3	Procedure



Figure 6.x.3-1: AF Provisioning Ad hoc Group Information 
Step 1: Application Function configures an ad hoc dynamic group of a collection of UEs. These collection of UEs are based on common use case or application etc. e.g. all users registered on a particular gaming server (EAS) or UEs in a platoon. AF assigns an (external) Group ID to this collection of UEs. AF provisions this group information to 5GC either directly or via NEF and provides required details including: (external) group ID, Group Type (this is to differentiate with static groups based on user subscriptions), collection of UEs IDs forming the group or group property such as all users served by the same EAS.  
Alternatively, AF may use new API e.g. Nnef_GroupParameterProvision_Create/update/delete to provision these information.
Editor’s Note: Use of  group type is FFS 
Step 2: NEF after authorizing the AF request, creates or updates these information in UDM using. It translates AF provides information into corresponding internal information such as external Group ID into an internal group ID. It then  stores (or updates) these in UDM.
Editors Note: How to ensure uniqueness of internal group ID is FFS

 Step 3-4: UDM uses Nudr_DM_Query/Update to UDR.
Step 5-6: AF receives the Response message to its request in step 1.
[bookmark: _Hlk77935285]Step 7: Consumer Network Function e.g. SMF may subscribe and get notified on any changes to information related to the ad hoc group. 
 Editor’s Note: Details on how the group information is used is FFS.


* * * * End of changes * * * *
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