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Abstract of the contribution: it proposes Solution for KI#2: efficient exposure of RAN information.
Proposal

It is proposed to add the following solution to the TR 23.700-48 "5G System Enhancements for Edge Computing; Phase 2"

START OF CHANGES
6.X
Solution #X: <efficient exposure of RAN information>

6.X.1
Key Issue mapping

The solution applies to KI#2: Fast and efficient network exposure improvements.
6.X.2
Description
In general, the application server support monitoring the data rate of the link between the client and server. The application server uses the monitored result to adjust service data throughput and the handling within the server. There are many factors impacting on the data rate of the link, e.g. the congestion of the transport network. The 5GS link is partial segment of the link between the client and server. Reporting network resource congestion of the 5GS can help the application server to estimate the bottle neck is in 5GS or other part between the server and the client, when the link data rate decreases outstandingly. 

Hence, it is proposed to expose the network congestion of the 5GS to the application server.
In general, the bottle neck of the network congestion is the RAN congestion since the time-frequency resource is limited. However, the RAN doesn’t support service-based interface and it is not efficient to expose RAN’s congestion from RAN to AF via AMF-SMF-PCF-NEF.
In order to support efficient exposure of RAN’s congestion, it is proposed to considered to expose RAN’s congestion via user plane, as shown in the figure.
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Figure 6.X.2-1: exposure RAN’s congestion
The solution is based on the existing Network Exposure functionality with the following enhancement:

-  The AF subscribes the network congestion with a UE address.

-  The PCF generates a PCC rule for RAN to report RAN’s congestion.
-  The SMF generates a QoS flow’s QoS profile for RAN report.
-  The RAN reports RAN Congestion Start, RAN Congestion End, RAN’s congestion level from the UL data in the QoS flow for RAN report.

-  The UPF detects the RAN Congestion Start, RAN Congestion End, RAN’s congestion level from the UL data in the QoS flow for RAN report.
6.X.3
Procedures

6.X.3.1
Procedure for subscribing information
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Figure 6.X.3-1: subscribing Normal Data Transmission Interruption event and Date Rate
1.
The AF subscribes the Network Congestion (e.g. RAN congestion) by sending Nnef_EventExposure_Subscribe request (UE address, event ID(s)).

2.
The NEF authorizes the AF request.

3.
The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Subscribe request to the Network  Congestion (e.g. RAN congestion). 

4.
Upon reception of the subscribe request of Network Congestion for a UE address, the PCF generates a QoS rule for RAN to report RAN’s congestion. The PCC rule includes an indication that the PCC rule is used for RAN report information.

The PCF also generates a QoS monitoring policy for network congestion measurement.
5.
The PCF responds to the NEF a Npcf_Policy Authorization_Create response.

6.
The NEF sends a Nnef_AFsessionWithQoS_Create response message to the AF. 
7.
The PCF initiates SM Policy Association Modification Request (PCC rule) to the SMF. 

The SMF maps a QoS flow for the PCC rule from the PCF. The QoS flow’s QoS profile includes the indication that the QoS flow is used for RAN report information.

The SMF generates the QoS Monitoring configuration for UPF: RAN congestion detection indication.


The SMF generates the QoS Monitoring configuration for RAN: RAN congestion measurement indication, measure frequency, report threshold.

8.
The SMF replies SM Policy Association Modification Response to the PCF. 

9.
The SMF initiates N4 Session Modification Request (QoS Monitoring configuration, QoS rule) to the UPF.

   Upon reception of QoS Monitoring configuration, the UPF enables the RAN’s congestion detection and report.
10.
The UPF(s) respond to the SMF. 


11.
For SMF requested modification, the SMF invokes Namf_Communication_N1N2MessageTransfer ([N2 SM information] (PDU Session ID, QFI(s), QoS Profile(s), QoS Monitoring configuration), N1 SM container)).
12.
The AMF may send N2 ([N2 SM information received from SMF], NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command))) Message to the (R)AN.

   Upon reception of QoS flow’s QoS profile and the indication that the QoS flow is used for RAN report information, the RAN skip to map DRB for the QoS flow and make the QoS flow terminated between the RAN and the UPF.
   Upon reception of QoS Monitoring configuration, the RAN enables the RAN congestion measurement and report.
14.
The (R)AN may acknowledge N2 PDU Session Request by sending a N2 PDU Session Ack Message to the AMF.

15-16.
The AMF forwards the N2 SM information and the User location Information received from the AN to the SMF via Nsmf_PDUSession_UpdateSMContext service operation. The SMF replies with a Nsmf_PDUSession_UpdateSMContext Response.

17-18.
The SMF may update N4 session of the UPF(s) that are involved by the PDU Session Modification by sending N4 Session Modification Request message to the UPF.

6.X.3.2
Procedure for information report
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Figure 6.X.3-2: Normal Data Transmission Interruption event and measured Date Rate

1&2. When the RAN  congestion starts or congestion level reaches the report threshold, the NG RAN indicates the RAN Congestion Start and RAN congestion level in the GTP-U header of the UL data. 
3. Upon detection of the RAN Congestion Start and RAN congestion level from the UL data, the UPF triggers the Nupf_EventExposure_Notify message to report the RAN Congestion Start and RAN congestion level.
4. The NEF sends a Nnef_Nnef_EventExposure_Notify (RAN Congestion Start and RAN congestion level) message to the AF.
5&6. When the RAN congestion ends, the NG RAN indicates the RAN Congestion End in the GTP-U header of the UL data. 

7. Upon detection of the RAN Congestion End from the UL data, the UPF triggers the Nupf_EventExposure_Notify message to report the RAN Congestion End.
8. The NEF sends a Nnef_Nnef_EventExposure_Notify (RAN Congestion End) to the AF.

6.X.4
Impacts on services, entities and interfaces
AF:

-
Subscribe network congestion information from 5GC.

PCF:

-
Generate a PCC rule for RAN to report RAN’s congestion. The PCC rule includes an indication that the QoS rule is used for RAN report information.

-
Generate a QoS monitoring policy for RAN congestion information measurement.
SMF:

-
Indicate RAN to expose RAN congestion information via UPF.

-
Setup a QoS flow between the RAN and UPF for RAN to report RAN congestion information.

RAN:

-
Setup a QoS flow between the RAN and UPF for RAN to report RAN congestion information. 

-   Detect and report RAN congestion information to UPF.

UPF:

-
Detect and expose RAN congestion information to AF/NEF.

END OF CHANGES
[image: image4.png]


[image: image5.png]



3GPP

SA WG2 TD


UPF
RAN
Consumer
(AF,NEF)
QoS flow
Nupf_EventExposure_notify



AF
PCF
NEF
RAN
AMF
UPF
4.Nnef_Nnef_EventExposure_Notify
1. Congestion Starts
3. Nupf_EventExposure_Notify
2. UL Data(Congestion Start, Congestion level)
5. Congestion Ends
8.Nnef_Nnef_EventExposure_Notify
7. Nupf_EventExposure_Notify
6. UL Data(Congestion End)



AF
PCF
1.Nnef_AFsessionWithQoS_Create request
SMF
NEF
2. Authorization
3. Npcf_Policy Authorization_Create request
5. Npcf_Policy Authorization_Create response
6.Nnef_AFsessionWithQoS_Create response
4. Policy decision
PDU Set Mapping
7. Npcf_SMPolicyControl_UpdateNotify request
8. Npcf_SMPolicyControl_UpdateNotify response
RAN
UE
AMF
11. Namf_Communication_N1N2MessageTransfer
12. N2 message
13.  resource setup
14. N2 message
15.  Nsmf_PDUSession_UpdateSMContext Request
16.  Nsmf_PDUSession_UpdateSMContext Response
UPF
17.  N4 Session Modification Request
18.  N4 Session Modification Response
9.  N4 Session Modification Request
10.  N4 Session Modification Response



