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Abstract of the contribution: 

[bookmark: _Hlk514274591]1		Discussion
[bookmark: _Hlk99028744]Currently the SMF is configured with traffic steering policy identifiers for traffic steering control. The traffic steering identifier may correspond to enable traffic steering to N6-LAN to one or more service functions supported by the operator.
The N6-LAN traffic steering policy for service data flows is enabled by the PCF as part of subscription and is included within a PCC rule by including the related traffic steering policy identifier(s). When the SMF receives such PCC rule the SMF includes traffic steering policy identifier(s) related to steering traffic to N6-LAN within N4 rules to the UPF.
The main objective of KI#2 is to enhance the procedure for enabling traffic steering for N6-LAN allowing an AF to request predefined SFC policies for traffic flows and support a procedure where an AF influences traffic steering to N6-LAN.

The present solution addresses the following:
-	How an AF is aware of the available pre-defined SFC policies in a 3GPP network
-	How an AF influences traffic steering for application traffic to an N6-LAN

It is first assumed that the 3rd party AF is aware of the available N6-LAN services offered by the 3GPP network via SLA agreements. What is required is the ability of the 3rd party AF to request to enable an N6-LAN service for service data flows for one or more UEs. 
NOTE: 	An N6-LAN service as part of this solution corresponds to routing traffic to one or more service functions within N6-LAN
The AF can request N6-LAN services from the 3GPP network via a new SBI interface. The AF request to the 3GPP network (via NEF) can include the following information:
-	An ASP identifier
-	Optionally a UE identifier (or Group identifier)
-	A requested N6-LAN service (the requested N6-LAN service corresponds to a pre-defined function in N6-LAN, e.g. voice transcoding, security services etc).
The 3GPP network authorises the AF request and provides the SFC policies to the AF where each SFC policy is identified by a specific SFC policy identifier. 
When the AF requires to enable SFC policies for AF traffic the AF can re-use the Nnef_TrafficInfluence SBI including in the request the target UEs, service data flow information of the traffic to be routed over N6-LAN and an SFC policy identifier.

Further details are provided in the solution description.
2		Proposal
The following solution is proposed.
******************************** First change (all new text) *******************************
[bookmark: _Toc97269608][bookmark: _Toc50536656][bookmark: _Toc50575409]6	Solutions
[bookmark: _Toc22214907][bookmark: _Toc22286586][bookmark: _Toc23317647][bookmark: _Toc92987386][bookmark: _Toc97269609][bookmark: _Toc500949097]6.0	Mapping of Solutions to Key Issues
[bookmark: _Toc97269610]Table 6.0-1: Mapping of solutions to key issues
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6.X	Solution #X: Enhancing Application Function influence on traffic routing to an N6-LAN based on pre-defined SFC policies
[bookmark: _Toc500949099][bookmark: _Toc97269611]6.X.1	Description
[bookmark: _Toc500949101]Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s) which should be explicitly stated. Clause(s) may be added to capture details.
The present solution addresses the following:
-	How an AF is aware of the available pre-defined SFC policies in a 3GPP network
-	How an AF influences traffic steering for application traffic to an N6-LAN

It is first assumed that the 3rd party AF is aware of the available N6-LAN services offered by the 3GPP network via SLA agreements. What is required is the ability of the 3rd party AF to request to enable an N6-LAN service for service data flows for one or more UEs. 
NOTE: 	An N6-LAN service as part of this solution corresponds to routing traffic to one or more service functions within N6-LAN
The AF can request N6-LAN services from the 3GPP network via a new SBI interface. The AF request to the 3GPP network (via NEF) can include the following information:
-	An ASP identifier
-	Optionally a UE identifier (or Group identifier)
-	A requested N6-LAN service (the requested N6-LAN service corresponds to a pre-defined function in N6-LAN, e.g. voice transcoding, security services etc).
The 3GPP network authorises the AF request and provides the SFC policies to the AF where each SFC policy is identified by a specific SFC policy identifier. 
When the AF requires to enable SFC policies for AF traffic the AF can re-use the Nnef_TrafficInfluence SBI including in the request the target UEs, service data flow information of the traffic to be routed over N6-LAN and an SFC policy identifier.

[bookmark: _Toc97269612]6.X.2	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc97269613]6.x.2.1	AF discoveringrequesting SFC policies in a 3GPP network
AF discovers via the NEF the available SFC policies as shown in the Figure below.













The procedure for requesting N6-LAN services is as follows:


Figure 6.x.2.1-21: AF discovering requesting pre-defined SFC policies
The procedure is as follows:
0.	The AF is aware of the available N6-LAN services in a network. This can be based on SLA agreements.
1.	The AF is triggered to enable or change N6-LAN services. For example, enable voice transcoding
2.	The AF invokes an Nnef_N6-LAN_Services_Create_Request including an identifier of the ASP, optionally external identifiers (GPSI) and an indication to enable an N6-LAN service (e.g. enable voice transcoding).
Editor's Note:	How the N6-LAN service request is configured is to be determined by stage 3
3.	The NEF forwards the request to the PCF invoking an Npcf_N6-LAN_Policy_Create request
4.	The PCF may check in the UDR if there are available SFC policies for the ASP.
5.	The PCF makes a policy decision and determines the SFC policies for the ASP 
6.	The PCF includes the SFC policy according to the AF request identified by an SFC policy identifier. If the AF did not include a requested N6-LAN service in the step1 the PCF provides all available SFC policies to the AF and for each policy a corresponding SFC policy identifier.
7.	The NEF forwards the response to the AF
Editor's Note:	The procedure for requesting to create an SFC policy requires further study, including whether a standalone requesting procedure is needed.
6.x.2.2	AF influence on traffic routing by including pre-defined SFC policies 
When the AF is triggered to enable an N6-LAN service the AF invokes an Nnef_TrafficInfluence_Create that includes the UE ID or Group ID of the affected UEs and N6-LAN steering information. 
The N6-LAN steering information includes:
· Application ID or Traffic Filters of the affected application
· SFC policy identifier according to the N6-LAN service requested by the AF as described in Figure 6.x.2.1-1.
· Applicable S-NSSAI/DNN information
If S-NSSAI/DNN is included the policy is applicable for all UEs that have established a PDU session at this DNN and/or S-NSSAI. 
The NEF determines the internal identifier of the UE(s) (i.e. SUPI) and update the subscription in the UDR by invoking an Nnef_DM_Update request service operation. The NEF updates the subscription data in the UDR.
The UDR notifies the PCF of the updated subscription information. The PCF determines the affected UEs, PDU sessions and application traffic and determines new or updated PCC rules where the PCC rule includes traffic descriptors of the traffic that needs to be routed to the operator's N6-LAN network and corresponding traffic steering policy identifier of the associated SFC policy (identifierd by the SFC policy identifier) . The PCF then provides updated PCC rules to the SMF. The SMF configures the UPF with the traffic steering policy identifier corresponding to the SFC policy identifier that allows the UPF to route application traffic to the N6-LAN network.
The detailed procedure is illustrated below:



Figure 6.x.2.2-1: AF requesting to enable an N6-LAN service for a UE

1.	The AF is triggered to enable an N6-LAN service for a UE or group of UEs.
2.	The AF invokes an Nnef_TrafficInfluence Create including in the request the external identifier of the UE (or Group of UEs) and in a container N6-LAN steering information that includes, an application id or traffic filters of the application that traffic needs to be routed in the N6-LAN network and an SFC policy identifier of the N6-LAN service that should be enabled.
3.	The NEF determines the SUPI of the UE by interfacing with the UDM. The NEF may also determine if the ASP is authorized to use the SFC policy by interfacing with the UDR.
4.	The NEF updates the subscription data in the UDR by invoking an Nudr_DM_Update service operation including N6-LAN steering information as a data subset under the Application Data Set and adding the SUPI of the affected UEs as a Data Key.
5.	The UDR notifies the PCFs that have subscribed to be notified of the changes in the subscription profile
6.	The UDR invokes an Nudr_DM_Notify service operation including the updated subscription information.
7.	The PCF determines the affected UEs, traffic and PDU sessions where the SFC policy needs to be included/updated.
8.	The PCF provides updated PCC rules including the corresponding pre-defined traffic steering policy identifier for N6-LAN to the SMF.
9.	The SMF configures the UPF according to the PCC rules. The SMF sends over N4 a Forward Action Rule request including in the request traffic filters and the traffic steering policy identifier.
Editor's Note:	It is FFS how the 5GC selects the UPF with the appropriate predefined SFPs corresponding to the AF request of the 3rd party. The operator can have SLAs with multiple 3rd parties and the predefined SFPs for distinct 3rd parties can be deployed in distinct UPFs.
10.	The UPF selects an N6-LAN network and routes traffic corresponding to the traffic filters to N6-LAN.


6.X.3	Impacts on services, entities and interfaces
Editor's note: This clause captures impacts on existing 3GPP nodes and functional elements.
-	New SBI supporting an AF to discover the available SFC policies
-	Enhancing Nnef_TrafficInfluence SBI supporting steering of traffic to N6-LAN
******************************** End of change *******************************
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