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[bookmark: _Hlk514274591]1		Discussion
The solution described below covers KI#4 and supports the following aspects:
-	How the UE associates a application traffic to a traffic category
-	How traffic categories are provisioned/configured in the UE
-	What enhancement are needed in URSP rules to support traffic categories

The solution proposed supports MNO and standardised traffic categories as shown in the following figure.


Figure 1 - General Description of Solution

A general description of the solution is as follows:
-	A UE is provisioned/configured with a mapping of Application Traffic to a Traffic Category (or one or more traffic categories). The UE may be configured with such mapping from an Application Function or from the PCF or based on pre-configuration. 
-	When the UE receives such mapping, when the UE detects new Application Traffic the UE associates the application traffic to the corresponding traffic category
-	The URSP rule is enhanced with a Traffic Category Traffic Descriptor
-	When the UE receives URSP rules with Traffic Categories traffic descriptor when the UE detects new application traffic the UE considers the URSP rule matched when the Traffic Category of the URSP rule matches the traffic category of the application traffic according to the received Traffic Category mapping.
The solution proposed supports MNO and standardised traffic categories. Further details of the solution is provided in the solution section below:

2		Proposal
The following solution is proposed.
******************************** First change (all new text) *******************************
[bookmark: _Toc97269608][bookmark: _Toc50536656][bookmark: _Toc50575409]6	Solutions
[bookmark: _Toc22214907][bookmark: _Toc22286586][bookmark: _Toc23317647][bookmark: _Toc92987386][bookmark: _Toc97269609][bookmark: _Toc500949097]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	
	Key Issues

	Solutions
	1
	2
	3
	4

	x
	
	
	
	x

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



[bookmark: _Toc97269610]6.X	Solution #X: UE provisioned/configured with a mapping of application traffic to traffic categories 
[bookmark: _Toc500949099][bookmark: _Toc97269611]6.X.1	Description
[bookmark: _Toc500949101]Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s) which should be explicitly stated. Clause(s) may be added to capture details.
A general description of the solution is as follows:
-	A UE is provisioned/configured with a mapping of Application Traffic to a Traffic Category (or one or more traffic categories). The UE may be configured with such mapping from an Application Function or from the PCF or based on pre-configuration. If provisioned by the PCF this mapping information is sent outside of a URSP rule, i.e. a new rule within UE policy information (ATC rule).
-	When the UE receives such mapping, when the UE detects new Application Traffic the UE associates the application to the corresponding traffic category.
-	The existing traffic descriptors defined in URSP rules can be used to map Application Traffic to one or more Traffic Categories. For example
-	An application with Application Descriptor (com.android.app1) is mapped to Traffic Category: "Gaming".
-	An application sending traffic to a specific destination IP 3 tuple mapped to Traffic Category: "Streaming."
-	Domain Descriptors (e.g. FQDN requested) mapped to one or more traffic categories. 
-	In such case the UE associates the destination IP addresses received in a DNS response to a traffic category
-	Non-IP descriptors mapped to one or more traffic categories
-	An application requesting DNN "IMS" is mapped to Traffic Category "Voice"
-	An Application requesting connection capability for MMS is mapped to Traffic Category "Media".
-	The URSP rule is enhanced with a Traffic Category Traffic Descriptor
-	When the UE receives URSP rules with Traffic Categories traffic descriptor then the UE uses the configuration received from the AF/PCF to associate detected application traffic to a traffic category and consider the URSP rule matched when the Traffic Category of the URSP rule matches the traffic category of the application.

The solution can support both MNO specific and standardised traffic categories. The encoding of the Traffic Category can be defined in stage 3. For example, standardised traffic category can be encoded as a bit map as follows:
-	Bitmap: 00000001  Gaming (Standardised)
-	Bitmap: 00000002  Voice (Standardised)
-	Bitmap: 00000003  Reserved for operators (MNO specific)

The solution has the advantage that the rules to associate an application (or application traffic) are provided by the MNO and does not rely on the application in the UE or the OS layer in the UE to indicate a traffic category for an application traffic. 
The procedures are shown in the next clause.

[bookmark: _Toc97269612]6.X.2	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
[bookmark: _Toc326248711][bookmark: _Toc510604409]6.x.2.1	Association of application traffic to a Traffic Category
The UE associates application traffic to a traffic category based on "Application to Traffic Category" (ATC) rules received from the AF or the PCF. The rules provide information on how Application Traffic is mapped to a traffic category.
The PCF can provide ATC rules to the UE using the UE configuration update for transparent policy deliver. The ATC rules are sent outside of URSP rule as a new type of rule within UE policies provisioned by the PCF. The UE can include ATC rules within a specific Policy Section identified by a Policy Section Identifier. The PCF may determine the ATC rules the UE requires based on the operating system supported by the UE. The procedure is shown in the figure below. 



Figure 6.x.2.1-1: PCF provisioning Application to Traffic Categories Rules
0.	UE registers to the PLMN as per 3GPP TS 23.502. The UE may include OSId of its operating system and a list of Policy Sections (identified by a PSI) installed at the UE. During registration the AMF selects a PCF for AM and SM policies.
1.	The PCF determines that ATC rules are needed to be provided to the UE. The PCF determines based on:
-	A policy section identified by a PSI is not installed at the UE or the policy section identifier provided by the UE that includes ATC rules requires updating.
-	A trigger from the UDM/UDR
2.	The PCF sends ATC rules to the AMF via an Namf_Communication_N1N2Message transfer service operation based on the UE Configuration Update for transparent policy delivery. 
3.	The AMF transparently sends the ATC rules to the UE. If the UE is in IDLE the AMF triggers a network triggered service request
4.	The ATC rules are sent to the UE via a NAS Downlink transport message
5.	The UE installs the rules and provides the result to the AMF via a NAS Uplink transport messasge.
6.	The AMF forwards the ack to the PCF.
7.	The UE associates applications to a traffic category based on the ATC rules

An Application Function may also provide ATC rules to the UE as shown in the figure below.



Figure 6.x.2.1-2: AF provisioning ATC rules to a UE
1.	The UE registers with the PLMN network as per 3GPP TS 23.502
2.	The PCF subscribes from the UDR to be notified of change/update of ATC rules
3.	The AF decides to update ATC rules for a UE
4.	The AF sends an Nnef_ServiceParameterCreate request including parameters for ATC rules determination
5.	The NEF authorizes the request and stores the ATC rules in the UDR. The NEF stores the AF request information in the UDR as the "Application Data" (Data Subset setting to "Service specific information") together with the assigned Transaction Reference ID.
6.	The UDR determines that the PCF needs to be notified 
7.	The UDR notifies the PCF in a Nudr_DM_Notify service operation
8.	The PCF sends update ATC rules using the UE Configuration Update procedure for transparent policy delivery (as per steps 2-6 of Figure 2.3).
9.	The UE associates application to an application category based on the ATC rules

6.x.2.2	Enhancing URSP rule with a Traffic Category Traffic Descriptor
The URSP rule is enhanced to include a Traffic Category Traffic Descriptor. How the Traffic Category Traffic Descriptor is encoded is up to stage 3 design.
When the UE is provisioned with a URSP rule containing a Traffic Category traffic descriptor then for every detected application traffic the UE considers this URSP rule applicable when the Traffic Category of the application detected matches the Traffic Category of the Traffic Descriptor in the URSP rule.
If the UE has received URSP rules with Traffic Category traffic descriptors but the UE did not receive ATC rules or cannot identify the traffic category of the application traffic detected (i.e. the ATC rules do not provide any association for the application traffic detected) the UE considers the rule not applicable and moves to the next URSP rule in the order of precedence.
An example implementation is shown in the figure below.


Figure 6.x.2.2-1: Example implementation for Traffic Classification and matching a URSP rule based on Traffic Category
1.	An application in a UE requests a network connection from the operating system in the UE
2.	The mobile operating system requests a network connection including the AppID of the application 
3.	The UE determines that URSP rules include Traffic Categories Traffic Descriptor and determines a Traffic Category 
4.	The UE finds the traffic category based on the ATC rules
5., 6.	The UE finds a matching URSP rules based on the Traffic Category ID
7.8.	A PDU session is established based on the RSD of the matched URSP rule.
9. 	The Mobile OS notifies the application that a connection is established.

[bookmark: _Toc97269613]6.X.3	Impacts on services, entities and interfaces
Editor's note: This clause captures impacts on existing 3GPP nodes and functional elements.
-	URSP rule is enhanced with a new Traffic Descriptor for supporting Traffic Category
-	New Policy Section is defined to include ATC rules
******************************** End of change *******************************
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