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Abstract: This paper introduces a new Solution on Traffic Category enabling.
1. Introduction/Discussion
Based on GSMA requirement (LS in S2-2105356), SA2 will investigate how to support traffic categories in the traffic descriptor of URSP. Following aspects will be considered:
-	Definition of Traffic Category use cases and how to support both standardized traffic categories and MNO-specific traffic categories. If standardized values for traffic categories are defined, what are the various traffic categories that need to be standardized.
-	Whether the existing URSP design can be used to support the traffic category. If not, how to support traffic category in the traffic descriptor of a URSP rule. 
NOTE 1:	Traffic categories should support mechanisms that enable the UE to uniquely identify and categorize the traffic generated by any active application in a consistent manner across UE implementations.
NOTE 2:	3GPP will coordinate with GSMA for the definition of traffic category, its use cases and the traffic categories GSMA may want to standardize.
Currently, there are several TDs in the current URSP rules as following:
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Traffic descriptor
	This part defines the Traffic descriptor components for the URSP rule.
	Mandatory
(NOTE 3)
	
	

	Application descriptors
	It consists of OSId and OSAppId(s). (NOTE 2)
	Optional
	Yes
	UE context

	IP descriptors
(NOTE 5)
	Destination IP 3 tuple(s) (IP address or IPv6 network prefix, port number, protocol ID of the protocol above IP).
	Optional
	Yes
	UE context

	Domain descriptors
	FQDN(s) or a regular expression which are used as a domain name matching criteria (NOTE 6).
	Optional
	Yes
	UE context

	Non-IP descriptors
(NOTE 5)
	Descriptor(s) for destination information of non-IP traffic
	Optional
	Yes
	UE context

	DNN
	This is matched against the DNN information provided by the application.
	Optional
	Yes
	UE context

	Connection Capabilities
	This is matched against the information provided by a UE application when it requests a network connection with certain capabilities. (NOTE 4)
	Optional
	Yes
	UE context

	List of Route Selection Descriptors
	A list of Route Selection Descriptors. The components of a Route Selection Descriptor are described in table 6.6.2.1-3.
	Mandatory
	
	

	NOTE 1:  Rules in a URSP shall have different precedence values.
NOTE 2:	The information is used to identify the Application(s) that is(are) running on the UE's OS. The OSId does not include an OS version number. The OSAppId does not include a version number for the application.
NOTE 3:	At least one of the Traffic descriptor components shall be present.
NOTE 4:	The format and some values of Connection Capabilities, e.g. "ims", "mms", "internet", etc., are defined in TS 24.526 [19]. More than one connection capabilities value can be provided.
NOTE 5:	A URSP rule cannot contain the combination of the Traffic descriptor components IP descriptors and Non-IP descriptors.
NOTE 6:	The match of this traffic descriptor does not require successful DNS resolution of the FQDN provided by the UE Application.



As mentioned in S2-2105356, traffic categories is a kind of “set” of application that contains the application sharing similar feature. For example:
· Enterprise: traffic from one or more applications related to Enterprise service 
· Gaming: traffic from one or more applications related to Gaming service, e.g., with low latency requirement
· Video Streaming: traffic from one or more applications related to Video Streaming, e.g., HD video streaming, 4K video streaming
The current IP/Non-IP descriptor and Domain descriptors are mainly used for a single application granularity. It is not optimized to reuse them to present Traffic Category.
For DNN, in R17, it is supported that the DNN in the TD could be different from the one in RSD as described in TS 23.503, clause 6.6.2.1. It means the DNN in TD does not need to be a real DNN deployed in the PLMN. It could be some virtual value representing Traffic Category. Considering there could be only one DNN in one TD, one application cannot be mapped to multiple DNNs. So the Traffic Category needs to cover all the cases. The current Traffic categories are not orthogonal from each other. It is proposed to have following DNNs considering the requirement from Enterprise, Gaming or Video Streaming Service:
· Enterprise 
· Gaming
· Video Streaming
· Enterprise and Gaming
· Enterprise and Video Streaming
The Bullet 4/5 is kind of combination to cover the case that an application may share different traffic categories. DNN is composed of Network Identifier and optionally Operator Identifier. Network Identifier has a maximum length of 63 octets. It is enough to have standardized traffic categories. If it is an operator specific traffic category, Operator Identifier is involved.
For Connection Capabilities, it represents the capability to support specific applications, e.g. IMS. MMS or Internet. It could have more standardized value on Enterprise, Gaming and so on. There are some reserved values for Connection Capability. More than one connection capabilities value can be provided in TD as described in clause 6.6.2.1, TS 23.503 [4]. Thus no need to introduce combination capabilities. But the length of Connection Capability is only one octet. Thus it is not mature to have both standardized and operator specific Traffic Categories by using Connection Capabilities.
For Application descriptor, it is encoded as a sequence of a sixteen octet OS Id field, a one octet OS App Id length field, and an OS App Id field. There is no standardized OS Id yet. 3GPP could define an OS Id value which means “Traffic Category” Type. More than one application descriptors value can be provided in TD as described in clause 6.6.2.1, TS 23.503 [4]. Thus no need to introduce combination descriptors. And the maximum length of OS App Id is 256 octets. It is enough to have standardized traffic categories and operator specific Traffic Categories. . 

2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-85 v010.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * * 
[bookmark: _Toc97269609][bookmark: _Toc92987386][bookmark: _Toc23317647][bookmark: _Toc22286586][bookmark: _Toc22214907][bookmark: _Toc93674514]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	
	Key Issues

	Solutions
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* * * * Second change * * * * All new
6.X	Solution #X: Traffic Category with existing mechanism
[bookmark: _Toc500949099][bookmark: _Toc93674515]6.X.1	Description
[bookmark: _Toc500949101]It is proposed to reuse the current Traffic Descriptor (TD) type to represent Traffic Category.
Option 1:
Introduce new special DNN in the TD to represent Traffic Category. DNN is composed of Network Identifier and optionally Operator Identifier. Network Identifier has a maximum length of 63 octets. It is enough to have standardized traffic categories. If it is an operator specific traffic category, Operator Identifier is involved.
The applications that shares the same traffic category should be mapped to the same DNN in the TD. 
It is proposed to have following DNNs considering the requirement from Enterprise, Gaming or Video Streaming Service:
· Enterprise 
· Gaming
· Video Streaming
· Enterprise and Gaming
· Enterprise and Video Streaming
NOTE 1: The DNN in corresponding Route Selection (RSD) could be different if the real DNN of the application is not the same as the one in TD as described in clause 6.6.2.1, TS 23.503 [4].
NOTE 2: It is assumed that the operator will allocate proper DNN to an application with considering its traffic category. 
NOTE 3: To cover the case that an application may share different traffic categories, DNN could be combination of different categories.
Option 2:
Introduce new standardized Application descriptor. A new OS Id value which means “Traffic Category” Type should be defined. the maximum length of OS App Id is 256 octets. It is enough to have standardized traffic categories and operator specific Traffic Categories.
It is proposed to have following application descriptors considering the requirement from Enterprise, Gaming or Video Streaming Service:
· Enterprise 
· Gaming
· Video Streaming
NOTE 4: More than one application descriptors can be provided in TD as described in clause 6.6.2.1, TS 23.503 [4]. Thus no need to introduce new application descriptors as combination of different categories. 
Editor’s note: It is FFS whether DNN or OSid could be reused.
[bookmark: _Toc93674516]6.X.2	Procedures
No new procedure will be introduced. The PCF will transfer the URSP to the UE via UE Configuration Update procedure as defined in clause 4.2.4.3 of TS 23.502 [3]
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc93674517]6.X.3	Impacts on services, entities and interfaces
UE/PCF:
Need to support the new standardized value of DNN/Application Descriptor in the Traffic descriptor. 
* * * * End of changes * * * *
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