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Abstract: This paper proposes a solution for support traffic switching of an MA PDU Session between two non-3GPP accesses. 
1. Introduction/Discussion
[bookmark: OLE_LINK63]This paper addresses Key Issue #5 of the FS_ATSSS_Ph3 study item regarding support traffic switching between one non-3GPP access path from the UE to a N3IWF in a PLMN and another non-3GPP access path from the UE to a TNGF in the same PLMN.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-53.
[bookmark: _Toc519004414]* * * * First change * * * *
[bookmark: _Toc22214907][bookmark: _Toc23254040][bookmark: _Toc97103560][bookmark: OLE_LINK56][bookmark: OLE_LINK57][bookmark: OLE_LINK58]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solution #
	Solution Title
	Key Issue(s)

	#1
	New steering mode - Redundancy steering mode with packet loss rate
	#3

	#2
	Support non-3GPP access leg of MA-PDU Session with PDN connection in EPC
	#6

	#3
	MP-DCCP based Steering Functionality
	#2 (DCCP)

	#X
	Support traffic switching between two N3GPP paths
	#5

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	



* * * * Second change * * * *
[bookmark: _Toc97103576]6.X	Solution #X: Support traffic switching between two N3GPP paths
[bookmark: _Toc23254042][bookmark: _Toc22214909][bookmark: _Toc500949099][bookmark: _Toc97103577]6.X.1	Introduction
This solution addresses KI#5 on support traffic switching between one non-3GPP access path from the UE to a N3IWF in a PLMN and another non-3GPP access path from the UE to a TNGF in the same PLMN.
[bookmark: _Toc97103578]6.X.2	High-level Description
In this solution, it is assumed that the two registrations via two non-3GPP access in the same PLMN are performed in order to enable switching the traffic from a source non-3GPP access path to a target non-3GPP access path and after switching the traffic, only one UE registration via non-3GPP access may exist. 
When UE decides to switch traffic of MA PDU Session from source non-3GPP access (e.g. trusted non-3GPP access) path to a target non-3GPP access (e.g. untrusted non-3GPP access) path in the same PLMN, UE shall perform initial registration procedure via the target non-3GPP access (untrusted non-3GPP access) path.  
The MOBIKE protocol may not be able to support handover procedure between trusted non-3GPP access and untrusted non-3GPP access due to lack of interface between TNGF and N3IWF.
Editor’s note: 	It is FFS whether the MOBIKE protocol can support handover between trusted non-3GPP access and untrusted non-3GPP access.
N3IWF/TNGF shall select the same AMF based on AN parameters provided by UE.
Editor’s note: 	It is FFS whether the authentication over target non-3GPP access path shall be performed when the security context is already available in selected AMF.
AMF shall update UDM with the RAT type of target non-3GPP access after the registration procedure over the target non-3GPP access path is completed.
When adding user-plane resources over the target non-3GPP access path, SMF may update ATSSS rules and N4 rules to the UE and the UPF respectively, which can be applied when there are two non-3GPP access paths available.
[bookmark: _Toc97103579]6.X.3	Procedures
This clause specifies how an UE can handover one leg of MA PDU Session from a source non-3GPP access to a target non-3GPP access path. Figure 6.X.3-1 illustrates the procedure of switching traffic of a MA PDU Session from trusted non-3GPP access path to untrusted non-3GPP access path. It can also be applied to the procedure of switching traffic of a MA PDU Session from untrusted non-3GPP access path to trusted non-3GPP access path by replacing the TNAP/TNGF with untrusted non-3GPP access network/N3IWF, and vice versa.
UDM
SMF
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2. IKE_AUTH_Req (EAP-Res/5G-NAS/AN_Params, NAS-PDU [Registration Request])
3a. AMF Selection
3b. N2 msg (Registration Request)
1. UE registration procedure for untrusted non-3GPP using clause 4.12.2.2-1 step 1 to step 4 in TS 23.502 [3]
0. UE registers to 5GC via trusted non-3GPP access and has established a MA PDU session over trusted non-3GPP access
9. Release of MA PDU Session over trusted non-3GPP access as specified in clause 4.22.10 in TS 23.502 [3]
8. Adding user-plane resources over untrusted non-3GPP access as specified in clause 4.22.7 in TS 23.502 [3]
4a. N2 msg (Security Mode Command [EAP-Success])
4b. IKE_AUTH Res (EAP-Req/5G-NAS/NAS-PDU [NAS Security Mode Command [EAP-Success]])
4c. IKE_AUTH Req (EAP-Res/5G-NAS/NAS-PDU [Security Mode Complete])
4d. N2 msg ([NAS Security Mode Complete])
5a. Initial Context Setup Req (N3IWF key)
5b. IKE_AUTH Res (EAP-Success)
7. Nudm_UECM_Update service (RAT type)
6. UE registration procedure for untrusted non-3GPP using clause 4.12.2.2-1 step11 to step 13 in TS 23.502 [3]

Figure 6.X.3-1: Switching traffic of a MA PDU Session from trusted non-3GPP access path to untrusted non-3GPP access path
0. UE registers to 5GC via trusted non-3GPP access and has established a MA PDU session over trusted non-3GPP access.
1. The UE shall initiate Registration procedure via untrusted non-3GPP access using TS 23.502 [3] clause 4.12.2.2-1 step 1 to step 4.

2. UE send the IKE_AUTH request which including an EAP-Response/5G-NAS packet that contains the Access Network parameters (AN parameters) and the Registration Request message. The AN parameters shall contain the same information used in the registration procedure over trusted non-3GPP access including the GUAMI, the Selected PLMN ID, the Requested NSSAI (if included) and the Establishment cause.

3. The N3IWF shall select the same AMF that TNGF selected via trusted non-3GPP access based on the received AN parameters. The N3IWF shall then forward the Registration Request received from the UE to the selected AMF within an N2 message, which also contains N2 parameters that include the Selected PLMN ID and the Establishment cause.
4. The AMF shall send a NAS Security Mode Command to UE in order to activate NAS security. The UE then replies the NAS Security Mode Complete message within an EAP/5G-NAS packet as specified in clause 4.12.2.2-1 step 9 in TS 23.502 [3].
NOTE 1:	It is assumed that there is no need to perform authentication over untrusted non-3GPP access since security context is available in the selected AMF.
5. The AMF shall send an NGAP Initial Context Setup Request message that includes the N3IWF key. 
Editor’s note: 	It is FFS whether the N3IWF key can be derived from UE security context available in non-3GPP access.
6. UE perform initial registration procedure via untrusted non-3GPP access as specified in clause 4.12.2.2-1 step 11 to step 13 in TS 23.502 [3].
Editor’s note: 	It is FFS whether the additional information is needed in the Registration procedure for path switching.

7. When the initial registration is completed over trusted non-3GPP access, AMF shall update the RAT type of untrusted non-3GPP access with the UDM using Uudm_UECM_Update service .
8. UE adds user-plane resources over untrusted non-3GPP access with the same PDU Session ID of the established MA PDU Session as specified in clause 4.22.7 in TS 23.502 [3] with following clarifications and additions:
· When adding user-plane resources over untrusted non-3GPP access, SMF shall include additional indication (e.g. RAT type) in Namf_Communication_N1N2MessageTransfer to indicate AMF that N2 SM information included in this message should be sent over untrusted non-3GPP access. 
· The N4 rules may be updated to UPF, which can be applied when there are two non-3GPP accesses available. 
· The MA PDU Session Establishment Accept message received by the UE may contain updated ATSSS rules which can be applied when there are two non-3GPP access paths available.
Editor’s note: 	It is FFS to specify how UE/UPF distribute traffic flows when the target non-3GPP path is established.
9. If the User Plane of the MA PDU Session is activated in untrusted non-3GPP access, the SMF releases of resources over trusted non-3GPP access as specified in clause 4.22.10 in TS 23.502 [3] with following clarifications and additions:
· When releasing user-plane resources over trusted non-3GPP access, SMF shall include additional indication (e.g. RAT Type) in Namf_Communication_N1N2MessageTransfer to indicate AMF that N2 SM information included in this message should be sent over trusted non-3GPP access. 
Editor’s note: 	It is FFS whether and how to release N2 resources over trusted non-3GPP access or perform deregistration procedure via trusted non-3GPP access.
Editor’s note: 	It is FFS how AMF performs deregistration procedure if the UE does not initiate path switching after the Registration Procedure.
6.X.4	Impacts on Existing Nodes and Functionality
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
* * * * End of changes * * * *
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