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1	Discussion
TR 23.700-48 V0.1.0 KI#5 GSMA OPG impacts and improvements for EHE operated by separate party, has below agreed requirements: 
-	investigate potential impacts related to the GSMA Operator Platform Group work, and potential improvements related with 5GC network and EHE being operated by different organizations;
-	investigate potential impacts related to the GSMA Operator Platform Group work on EAS discovery;
-	how the 5GS facilitates edge relocation between an EAS deployed by a source EHE provider to another EHE deployed by a target EHE provider, even in scenarios when EHEs are operated by different service providers.
This pCR provides solutions, in particular to this requirement: how the 5GS facilitates edge relocation between an EAS deployed by a source EHE provider to another EHE deployed by a target EHE provider, even in scenarios when EHEs are operated by different service providers.
The solution has following architecture assumptions:
-	 the architecture for Edge computing specified in Release 17 is used as basis for further potential enhancement;
-	the Edge Hosting Environment (EHE) can be under the control of the serving network operator or a 3rd party;
-	interconnectivity between EHEs of different operators may or may not be available, depending on the deployments.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to add below text to EC TR 23.700-48 

* * * * Start of changes * * * *

[bookmark: _Toc93422582]6.X	Solution X ( KI#5 ): improvements for EHE operated by separate party

[bookmark: _Toc93422585]6.X.1	Introduction
This solution aims to address the technical requirements related to key issues #5. In particular it provides solutions to, among others, how the 5GS facilitates edge relocation between an EAS deployed by a source EHE provider to another EHE deployed by a target EHE provider, even in scenarios when EHEs are operated by different service providers.  The This solution has following architecture assumptions:
-	 the architecture for Edge computing specified in Release 17 is used as basis;
-	the Edge Hosting Environment (EHE) can be under the control of the serving network operator or a 3rd party;
-	interconnectivity between EHEs of different operators is available, thus those deployments that does not support this would need further enhancements. 
6.X.2	Functional Description
    The following are the main principles of the solution:
· In case of multiple and/or different EHE provider, it is possible that there is no cooperation and agreements among different Edge domains, thus implying that source EHE is unaware of other/target EHE specific deployment details. In such cases, specific to Edge relocation scenarios, source AF is unaware of suitable target AF and/or target EAS. Thus, source AF is not always able to assist suitable AF and EAS relocation as per clause 4.3 of TS 23.548.

· EHE providers likely have some kind of agreements with the 5GS, thus enabling 5GS to know respective EHE domain deployment details and corresponding AF, service area, TAI, application supported, etc.

6.X.3 Solution Details
· The selection of the target EHE, and corresponding AF/EAS is triggered due to multiple reasons, for example UE mobility, EAS overload, etc.

· SMF is able to know AF in the target EHE. This may be possible with either NRF or  NEF maintaining AF list indicating for each AF one or more of these parameters: EHE domain it supports, service area, application supported, etc. This list could be based on e.g. pre-configuration and SLA with the EHE domain. Accordingly, SMF selects suitable target AF based on e.g.  UE current location.

    The figure 6.X.3-1 below provides call flow where AF and EAS relocations are performed during early and late notifications. 


Figure 6.X.3-1– Procedure to support EAS and/or AF relocation between EHE from different provider

Step 0: SMF decides to relocate AF and/or EAS based on different criteria such as UE new location, Anchor UPF relocation and so on. 
Step 1: As part of early notification, SMF provides target AF ID i.e. ID of the AF responsible for the new/target EC Domain corresponding to UE new location. SMF also provides source AF transaction ID. These are provided in the Nsmf_eventExposure_Notify and/or Nnef_TrafficInfluence_Notify
Step 2: Source AF on receipt of message in step 1 above, initiates AF context exchange and provides to target AF these information: source EAS ID, Service ID, etc.
Step 3: Target AF responds by sending Relocation Reply with target EAS ID and Service ID 
Step 4: EAS is relocated and if required application layer context are also exchanged.
    NOTE:	 This may require some application layer exchange between source and target EAS/AFs. How these information are exchanged are outside the scope of SA2.
Step 5: Source AF Acknowledges to SMF by sending Nnef_EventExposure_AppRelocationInfo and Nsmf_EventExposure_AppRelocation_Info messages.
Step 6: After confirmation from AF and considering information provided by AF, SMF may re-configure user plane path, etc. as required
Step 7: SMF sends Late notification to target AF in Nsmf_eventExposure_Notify and/or Nnef_TrafficInfluence_Notify
Step 8: Target AF sends acknowledgement to received late notification from SMF. New traffic descriptors are provided to replace the old ones which were provided earlier by the source AF
Step 9: Target AF sends Relocation Complete to the source AF so that the later deletes (relocated) EAS contexts.
 


* * * * End of changes * * * *
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