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1
Discussion

Regarding the following Editor’s note:
Editor's note:
How the UE selects an SNPN that is included in the list of available SNPNs is FFS.

The UE can follow the existing procedures for network selection in SNPN access mode defined in TS 23.501 clause 5.30.2.4.2 (Automatic network selection) and 5.30.2.4.3 (Manual network selection). The prerequisite for these procedures is the following:
UE is configured with one or more of the following lists as defined in TS 23.501 clause 5.30.2.3: 

-
User controlled prioritized list of preferred SNPNs;

-
Credentials Holder controlled prioritized list of preferred SNPNs;

-
Credentials Holder controlled prioritized list of GINs.

The network advertises (e.g. with ANQP) the following information as defined in TS 23.501 clause 5.30.2.2:

-
An indication per SNPN of whether access using credentials from a Credentials Holder is supported;

-
List of supported Group IDs for Network Selection (GINs) per SNPN;

-
An indication per SNPN of whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN, i.e. UEs that do not have any PLMN ID and NID nor GIN broadcast by the SNPN in the Credentials Holder controlled prioritized lists of preferred SNPNs/GINs.

Proposal 1: Network selection is based on the existing procedures for network selection in SNPN access mode defined in TS 23.501.

Regarding the following Editor’s note:

Editor's note:
It is FFS whether and how eNPN functionality defined in Rel-17 (e.g. UE onboarding, Emergency services) is supported with this solution.

To support UE onboarding via Trusted non-3GPP access, it is possible to mirror the required functionality as follows:
-
The network advertises (with ANQP) an Onboarding enabled indication, as defined in TS 23.501 clause 5.30.2.10.2.3.

-
As part of UE registration via Trusted non-3GPP access, in step 5 of TS 23.502 Figure 4.12a.2.2-1 the UE provides an indication inside the AN-Params that this request is for UE onboarding. 
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TS 23.502 Figure 4.12a.2.2-1: Registration via trusted non-3GPP access

No other changes are needed. 

Proposal 2: UE onboarding via Trusted non-3GPP access can be supported by: 1) ANQP advertisement of Onboarding enabled indication and 2) UE providing an onboarding indication in the AN-params in step 5 of TS 23.502 Figure 4.12a.2.2-1.

Emergency services over Trusted non-3GPP access via PLMN are supported as described in 23.502 clause 4.12a.2.3 
4.12a.2.3
Emergency Registration for trusted non-3GPP Access

Emergency Registration procedure for trusted non-3GPP access shall be supported as specified in clause 4.12.2.3 for untrusted non-3GPP access with the following differences:

-
The regular registration shall refer to clause 4.12a.2.

-
The N3IWF is substituted by the TNGF.

-
The N3IWF key is substituted by the TNGF key.

and TS 23.167 Annex L.

Annex L (normative):
IMS emergency services using non-3GPP access to 5GC

L.1
General

This annex includes additional clarifications when the IP-CAN corresponds to a non-3GPP access to 5GC.

Trusted and untrusted non-3GPP access to 5GC for emergency sessions are supported.

The UE may issue an Emergency session over non-3GPP access to 5GC only when 3GPP access for emergency call is not possible or available (e.g. no 3GPP coverage).

Further details on the procedures defined for non-3GPP access to 5GC support of support emergency sessions are defined in TS 23.502 [49].

As indicated in 23.167, Emergency services over non-3GPP access are to be used only when there is no 3GPP coverage. Specific to Trusted non-3GPP access there are no special provisions related to the selection of the Trusted non-3GPP access network.

23.167 Annex H further indicates that in presence of both PLMN and SNPN, the UE selects either of the two based on implementation:

-
If the broadcast indicator in an NR cell indicates that the cell provides access to SNPNs and that 5GC supports emergency services, the UE shall only register to the core network of the SNPN that indicates support for emergency services. If broadcast indicators indicate that one or more SNPNs and/or PLMNs support emergency services, then the UE initiates emergency services to either a SNPN or a PLMN according to UE implementation.

The same procedures and principles can be used for Emergency services over Trusted non-3GPP access via SNPN
Proposal 3: It is proposed that UE shall attempt Emergency services over Trusted non-3GPP access only if there is no 3GPP coverage. In presence of both SNPNs and PLMNs the UE initiates Emergency service with either an SNPN or a PLMN based on implementation. There are no additional provisions for selection of Trusted non-3GPP access network through which the UE attempts an Emergency service.
As indicated in S2-2200493, the [NGAP] INITIAL UE MESSAGE currently includes a “Selected PLMN identity” parameter for UE connecting via non-3GPP access, but does not include the selected NID. While we are not clear about the necessity of indicating the Selected PLMN Identity in pre-Rel-18 specifications, we concede that indicating Selected PLMN identity on N2 without indicating the NID is incomplete. 
Proposal 4: It is proposed to indicate the selected NID (in addition to Selected PLMN identity) in the [NGAP] INITIAL UE MESSAGE. How this information is encoded is up to RAN3 to decide.
2
Proposal

It is proposed to agree the proposed solution for inclusion in TR 23.700-08.

*** BEGIN CHANGES ***
6.3
Solution #3: Access to SNPN services via Trusted non-3GPP access network
6.3.1
Introduction

This solution defines how the UE can access SNPN services via a Trusted non-3GPP access network. It is based on clause 6.3.12.2 of TS 23.501 [3], which defines the access network selection procedure for access to PLMN services via a Trusted non-3GPP access network.

6.3.2
Functional Description

To access SNPN services via a Trusted non-3GPP access network, the UE follows the same procedures used for accessing a PLMN via a Trusted non-3GPP access network defined in clause 6.3.12.2 of TS 23.501 [3] with the following clarifications and additions:
-
The UE initiates the access network selection procedure specified in clause 6.3.12.2 of TS 23.501 [3] and constructs a list of available SNPNs. This list contains the SNPNs advertised by all discovered non-3GPP access networks. A non-3GPP access network may advertise (e.g. with ANQP), not only the PLMNs with which 5G connectivity is supported (as specified in clause 6.3.12.2 of TS 23.501 [3]), but also the SNPNs with which 5G connectivity is supported.

-
The UE selects an SNPN that is included in the list of available SNPNs.

NOTE:
If the same SNPN identifier is included in the lists advertised by multiple non-3GPP access networks and the UE has determined to connect to this SNPN, the UE selects the underlying non-3GPP access network through which to establish the connection based on UE implementation.

-
The UE selects a non-3GPP access network that supports 5G connectivity to the selected SNPN as described in clause 6.3.3 and initiates the registration procedure via trusted non-3GPP access specified in clause 4.12a.2.2 of TS 23.502 [4] in order to register with the selected SNPN via the selected non-3GPP access network. During the EAP authentication procedure the NAI provided by the UE indicates that 5G connectivity to a specific SNPN is required, e.g. NAI = "<username>@nai.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org".
Editor's note:
It is FFS whether this solution supports SNPNs with self-assigned NID.

-
If there are multiple non-3GPP access networks that support 5G connectivity to the selected SNPN, then the UE places these non-3GPP access networks in a prioritized list and selects the highest priority non-3GPP access network from this list. To determine the priority of a non-3GPP access network, the UE shall apply the WLANSP rules (if provided), and the procedure specified in clause 6.6.1.3 of TS 23.503 [5], "UE procedure for selecting a WLAN access based on WLANSP rules". If the UE is not provided with WLANSP rules, the UE determines the priority of a non-3GPP access network by using implementation means.
-
UE accessing the SNPN with credentials from CH is supported as described in clause 6.3.3.X.

-
UE onboarding via Trusted non-3GPP access is supported as follows:
-
The non-3GPP access network advertises (e.g. via ANQP) an Onboarding enabled indication, as defined in TS 23.501 clause 5.30.2.10.2.3 for the 3GPP access.

-
As part of UE registration via Trusted non-3GPP access, in step 5 of TS 23.502 Figure 4.12a.2.2-1 the UE provides an onboarding indication inside the AN-Parameters.

-
Emergency services via Trusted non-3GPP access to an SNPN are supported as follows:
-
UE shall attempt Emergency services over Trusted non-3GPP access only if there is no 3GPP coverage.

-
In presence of Trusted non-3GPPP access networks providing access to both SNPNs and PLMNs the UE initiates Emergency service with either an SNPN or a PLMN based on implementation.

-
The non-3GPP access network advertises the support of Emergency service (e.g. via ANQP).

6.3.3
Procedures



6.3.3.X
Access Network Selection procedure

The UE follows the existing procedures for network selection in SNPN access mode defined in TS 23.501 clause 5.30.2.4.2 (Automatic network selection) and clause 5.30.2.4.3 (Manual network selection). The prerequisite for these procedures is the following:

UE is configured with one or more of the following lists as defined in TS 23.501 clause 5.30.2.3: 

-
User controlled prioritized list of preferred SNPNs;

-
Credentials Holder controlled prioritized list of preferred SNPNs;

-
Credentials Holder controlled prioritized list of GINs.

The non-3GPP access network advertises (e.g. via ANQP) the following information: 
-
For SNPN supporting UE access using credentials from a CH, the indications defined in TS 23.501 clause 5.30.2.2 are used:

-
An indication per SNPN of whether access using credentials from a Credentials Holder is supported;

-
List of supported Group IDs for Network Selection (GINs) per SNPN;

-
An indication per SNPN of whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN, i.e. UEs that do not have any PLMN ID and NID nor GIN broadcast by the SNPN in the Credentials Holder controlled prioritized lists of preferred SNPNs/GINs.
-
For SNPN supporting UE onboarding service, the Onboarding enabled indication as defined in TS 23.501 clause 5.30.2.10.2.3:

-
An onboarding enabled indication that indicates whether onboarding is currently enabled for the SNPN.
-
For SNPN supporting Emergency service via Trusted non-3GPP access:
-
an Emergency service indication. 
The [NGAP] INITIAL UE MESSAGE should be extended to indicate the “selected NID” in addition to the existing “Selected PLMN identity”. The encoding of this additional information is left to RAN3 WG to determine.
NOTE:
The lack of “selected NID” in [NGAP] INITIAL UE MESSAGE in Rel-17 for Trusted non-3GPP access was omitted due to SNPN support was limited to 3GPP access.
6.3.3.Y
Registration procedure
The UE registers with the selected SNPN via the trusted non-3GPP access network using the procedure described in clause 4.12a.2 of TS 23.502 [4] with the enhancements to the following steps:

3.
The UE requests "5G connectivity" to a specific SNPN, e.g. NAI = "<any_username>@nai.5gc. nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org". The TNAP selects a TNGF which is associated with the requested SNPN ID. 

5.
In the Access Network parameters (AN parameters) container, the UE includes an Establishment cause set to a value corresponding to the service/functionality which the UE wants to use. For example, the Establishment cause may be set to 'UE onboarding'.

6a.
The TNGF selects an AMF according to the included Establishment cause.

6.3.4
Impacts on services, entities, and interfaces

UE impact:

-
Ability to read SNPN identifiers in the list of available networks with which 5G connectivity is supported, as advertised by the non-3GPP access network.

-
Ability to select an SNPN that is included in the list of available SNPNs as described in clause 6.3.3.
-
Support for Emergency services as described in clause 6.3.2.
-
Support for UE onboarding as described in clause 6.3.2, notably the use of an onboarding indication inside the AN-Params.
-
Support of accessing SNPN using credentials from a CH as described in clause 6.3.3.X. 
Non-3GPP access network impact:

-
Ability to advertise (e.g., via ANQP) the SNPNs with which 5G connectivity is supported and related parameters as described in clause 6.3.3.X.

-
Support for UE onboarding as described in clause 6.3.2, notably the advertisement (e.g. via ANQP) of an Onboarding enabled indication.

TNGF impact:

-
Ability to select and to connect to the 5GC network of an SNPN.

-
Ability to select and to connect to the 5GC network of an SNPN and convey the “selected NID” to the AMF, in addition to the “Selected PLMN identity”.
NOTE:
It is up to RAN3 to decide how NGAP is extended i.e. which IE is used for forwarding the selected NID.
*** END CHANGES ***
3GPP

SA WG2 TD




TNGF
AMF
AUSF
UE
7a. N2 msg 
(Identity Req./Res.)
4. L2 (EAP-Req/5G-Start)
5. L2 (EAP-Res/5G-NAS/
 AN-Params [UE Id, Selected PLMN ID, 
Requested NSSAI, Establishment cause, UE onboarding],
NAS-PDU [Registration Request])
6b. N2 msg 
(Registration Request)
7b. L2 (EAP-Req/Res/5G-NAS/
NAS-PDU [Identity Req./Res.])
9a. N2 msg 
(SMC Request [EAP-Success])

9b. L2 (EAP-Req/5G-NAS/
NAS-PDU [SMC Request (EAP-Success)])
10e. L2 (EAP-Success)
9c. L2 (EAP-Res/5G-NAS/
NAS-PDU [SMC Complete])
TNAP

Trusted Non-3GPP Access Network (TNAN)
L2: Ethernet, 802.3, 802.11, 
PPP, etc.

8a. AAA Key 
Request
(SUPI or SUCI)
8c. AAA Key
Response
(SEAF key,
EAP-Success)



11. Security establishment 
using the TNAP key
2. L2 (EAP-Req/Identity)
3. L2 (EAP-Res/Identity)
NAI=username@realm
AAA
6a. AMF Selection
8b. Authentication and Key Agreement
TNGF / TNAP keys created
(e.g. 4-way handshake for WLAN)
12. Local IP configuration
1. L2 connection
9d. N2 msg 
(SMC Complete)
10a. N2 Initial Ctx Setup 
Request
(TNGF key)
14. N2 Initial Ctx Setup
Response
10d. AAA 
(TNAP key,
EAP-Success)
15b. [NAS over the NWt connection]
NAS Registration Accept
All subsequent NAS messages between UE & TNGF are carried over the NWt connection
15a. N2 msg 
(NAS Registration Accept)

NWt connection
establishment
13a. IKE_INIT
13b. IKE_AUTH (IDi, SA, TSi, TSr, AUTH)
13c. IKE_AUTH (IDr, SA, TSi, TSr, AUTH)
0. Trusted Non-3GPP
Access Network Selection
13d. TCP Connection
10b. L2 (EAP-Req/5G-Notification/
TNGF Address)
10c. L2 (EAP-Res/5G-Notification/)



