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Abstract of the contribution: This contribution proposes solution for PIN and PIN Elements discovery and selection. 
1 Discussion
This paper proposes the solution to the KI#2 on PIN and PIN Element discovery and selection
Following issues are addressed by this solution:

-
How to discover and select a PIN.

-
How to discover and select PIN Elements with Gateway Capability (PEGC) and with Management Capability (PEMC)

-
How to discover PIN Elements in a PIN based on criteria's, for example, the capability, availability, reachability and services (e.g. printer).

-
How to enable and manage the discovery for all possible case, for example, whether a PIN Element is discoverable by devices that are not members of the PIN or by other PIN Elements of the same PIN.

2 Proposal
It is proposed to add the following candidate solution to TR 23.700-88.
*** First Change ***
6.x
Solution #X:  Solution for PIN and PIN Elements discovery and selection 
6.x.1
Description
This solution assumes the PINE is configured with basic information to select the PEMC as part of KI#6. Thus PINE is able to select the PEMC and send the PIN_join request to join the PIN. 

The PIN_join message contains the PIN Information as described in the clause 6.x.3. 

Based on the PIN information and available subscription information with PEMC, the PEMC decides whether to add the PINE into the PIN, in response PEMC may provide PEGC_name to the PIN in PIN_join_response command, if PINE has to be added to the PIN. 

Whether the PINE is authorised to join the PIN is decided by a solution to KI#5, and how the PINE is joined into the PIN is described using the solution to KI#3. 
6.x.2
Procedures
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Figure 6.x.2-1: PIN and PIN Elements discovery and selection
0)
The PINE is configured with PIN information (see below) either by 5GC (as part of KI#6), or by the authroised user. The PINE is configured with PEMC_name (e.g. FQDN or address, in general the identifier of the PEMC) either by the 5GC or the authorised user.

1)
PINE sends PIN_join message to the PEMC including the PIN information (see below) to the PEMC.

2a)
PEMC based on the PIN information decides whether to add the PINE in the respective PIN. If authorization of the PINE is successful following the solution selected as part of the KI#5, the PINE is added to the PIN by the PEMC, in this case PEMC may provide PEGC_name to the PINE as part of the PIN_join_accept message. The solution selected as part of the KI#3 will describe how to add the PINE by the PEMC to the PIN.

If PINE is added to the PIN then PEMC stores the PIN information e.g. Supported service/device type part of the PIN information to identify that PIN supports particular service for e.g. Printer. The discoverability criteria based on which this PINE is discoverable to other PINE in the PIN.

2b)
Based on PIN information if the PEMC is not able to select the PIN for example the respective service is not supported by any of the PINs or the PIN for respective group ID is not yet active then PIN_join_reject message is sent to the PINE. The PINE should not request for same PIN information for implementation dependent time.

The PIN information is at least one of the following:  

a)
Supported Service/device type (e.g. IOT, printer): Indicate particular service supported by the PINE. 
b)
Requested Service/device type (e.g. IOT, Printer): Indicate the requested service which the PIN should support in which this PINE has to be added. 
c)
Group ID (also called as PIN ID): The group ID configured by the authorised user or the 5GC, indicates the request to join the PIN which supports a particular group. 

d)
User defined name: This is a plain string configured by authorized user or the 5GC in the PINE. Based on this plain string PEMC identifies which PIN the PINE should be added. This plain string can be any configurable text for example it can be an ID or PIN_NAME or PIN_DISCOVERY name etc.
e)
Discoverability criteria:
The PINE is allowed to be discovered if requested for:

1)
a specific service.

2)
a specific group ID.

3)
a specific user defined name. 

4) a specific time for e.g. time slot.
6.x.3
Impacts on Existing Nodes and Functionality
Editor's note:
This clause captures impacts on existing 3GPP nodes and functional elements.
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