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[bookmark: _Hlk514274591][bookmark: _Hlk520730635]1		Discussion
Among the key issues approved by SA2#149E for FS_eNA_Ph3, key issue #1 relates to enhancements needed in the 5GC to improve the correctness of NWDAF analytics.
This document provides 4 a solutions, each addressing a different aspects of the KI.
Enhancing the accuracy of NWDAF Analytics.High level description of solution X1

Release 17 TS 23.288 defines that a consumer requesting analytics can specify a "Preferred Accuracy Level" (low, medium, high or highest), and the NWDAF can provide a "probability assertion" expressing the Confidence in its predictions. The probability assertion is provided to the consumer with the analytics predictions and does not compare provided predictions with actual future outcomes (which have yet to occur).
However, accuracy is different than the confidence level available in NWDAF service operations as it indicates how well the actual outcome matched a prediction and may be provided as a function of confidence. When NWDAF predicts something for the future it does not monitor/collect information about the occurrence of the actual event, so it cannot compare the true observed event with its previous predictions. 
Similarly, consumers requesting an analytics of type "prediction" from an NWDAF are provided only analytics output/prediction with a confidence estimated by NWDAF implementation logic. An analytics consumer does not retrieve an accuracy report related to the prediction or related to earlier predictions done for the same analytics type and model used (i.e., an accuracy indication derived from comparing the actual outcome with a previous predicted value).
The solution X1 proposes to enable the NWDAF to determine the actual outcome of a prediction, so that it can either:
-	Report in an accuracy report, the outcome to the consumer so the consumer can compare the outcome with the previously provided prediction, or
-	Compare the outcome with the previous prediction to generate an accuracy report which the NWDAF provides to the consumer.
Note on the definition of accuracy:
The accuracy of the analytics predictions is the degree of closeness of predictions of a quantity to that quantity's true value.
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According to ISO 5725-1, accuracy consists of trueness (proximity of measurement results to the true value) and precision (repeatability or reproducibility of the measurement).
In the case of analytics predictions, the predictions may be considered a “measurement result”.
Improve model training and provisioning.High level description of solution X2
ML models trained on a specific training data set can be employed on data with similar statistics without experiencing performance degradation.  Different network areas may exhibit similar context, (e.g., geographical circumstances, network deployment, etc.), which leads to similar data statistics (data statistics refer to data distribution, i.e., the information on values (or intervals) of the data such as network load, interference, how frequent some data values occur, etc.). So, an AI/ML model trained using data from one network area can be utilized in a different network area that exhibits similar data statistics.
Furthermore, if multiple AI/ML models are employed in one area, even employed for different analytics and/or used by different analytics functions, information on changes in that area can be used by all analytics functions to, e.g., update their models given that identified change in the analytics context.
Th solution X2 proposes and provides means to divide and characterize the network into sub-areas based on the environment statistical properties instead of a purely geographical sub-division. This statistical characterization of network sub-areas is then used to improve the quality of ML model training and the correctness of the corresponding NWDAF Analytics.
High level description of solution X3
One possible way to improve the correctness of NWDAF analytics is to rely on NWDAF analytics and ML models that exhibit a proven record of good performance, according to a given metric. Hence, in general, the ability for a service consumer to use a performance score to select an NWDAF Analytics and/or ML model helps such service consumer to obtain the desired level of correctness.
The performance score is assigned by rating the NWDAF analytics and ML models, but in order to obtain a reliable and robust recommendation system, it is necessary to ensure consistent rating criteria and to collect the rating from trusted sources, to avoid biased scores and unfair ratings. 
The solution X3 below proposes a framework to enable the rating of ML models and/or services that produce analytics, and the selection of the best, in terms of performance, ML model and/or service producer available.
Enhanced provisioning of ML model.
High level description of solution X4
NWDAF containing MTLF offers a service operation called Nnwdaf_MLModelProvision_Subscribe used only by other NWDAFs for requesting an ML model, as shown in the Figure below. Note that each ML model can be used to perform or support a specific Analytics ID and, therefore, the input data that are used by the ML model can include some or all of the data sources that are defined as possible (optional) data sources for the respective Analytics ID.
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As described in 3GPP TS 23.288 clause 6.2A.1, when an NWDAF acting as service consumer invokes the Nnwdaf_MLModelProvision_Subscribe service of an NWDAF containing an MTLF, the MTLF may perform one of the following (before sending the Notify message of step 2 in Figure above):
a)	Select an existing trained ML Model to be provisioned.
b)	Trigger further training of an existing trained ML model before it is provisioned.
c)	Generate a new ML model to be trained and provisioned.
In cases b and c, the NWDAF containing MTLF may initiate data collection from NFs, DCCF, or OAM, required for the training of the ML model. Therefore, the decision of the MTLF among options a, b, and c may:
i.	lead to very different levels of computational load for the NWDAF containing MTLF.
ii.	increase the networking load on the NWDAF containing MTLF as well as on other Network Functions (NFs), while this increase may highly vary depending on how many data sources are used.
The decision of the MTLF among options a, b, and c is currently taken by the MTLF based on local, unspecified logic. Based on the information currently provided in the Nnwdaf_MLModelProvision_Subscribe request, even if the "required accuracy" is provided as well, the MTLF may decide in favor of options that lead to too high computational and networking overhead without any benefit (i.e. not really increased accuracy during the inference phase) compared to other options, which would put less load on the system.
More concretely, if an NWDAF service consumer subscribes to an NWDAF(MTLF) for an ML model for a specific type of analytics and the MTLF decides that the best option is to perform further training of an existing model or create a new model because it is expected to lead to higher accuracy, while it may happen that the accuracy achieved when the ML model is later used by the NF service consumer is not higher than the accuracy that would be achieved by an already trained and potentially also more lightweight model.
The solution X4 proposes to enhance existing services by exchanging and using of information related to how inference will actually take place at the service consumer once the ML model has been received and put into action for enhancing and optimizing the ML model selection and provisioning (i.e., selection of trained model, trigger further training of an existing ML model, or generate a new model to be trained) performed by NWDAF containing MTLF.
Trusted rating for Analytics services.
One possible way to improve the correctness of NWDAF analytics is to rely on NWDAF analytics and ML models that exhibit a proven record of good performance, according to a given metric. Hence, in general, the ability for a service consumer to use a performance score to select an NWDAF Analytics and/or ML model helps such service consumer to obtain the desired level of correctness.
The performance score is assigned by rating the NWDAF analytics and ML models, but in order to obtain a reliable and robust recommendation system, it is necessary to ensure consistent rating criteria and to collect the rating from trusted sources, to avoid biased scores and unfair ratings. 
The solution below proposes a framework to enable the rating of ML models and/or services that produce analytics, and the selection of the best, in terms of performance, ML model and/or service producer available.

2		Proposal
It is proposed to include the solutions described below in FS_eNA_ph3 TR 23.700-81.

*** Start of Changes ***
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*** Change 2 – all new text ***
6.X1	Solution #X1: Enhancing the accuracy of NWDAF Analytics
6.X1.1	DescriptionIntroduction
This solution addresses few aspects of key issue #1 on how to improve correctness of NWDAF analytics:. 
-	It provides means to measure and report the accuracy of NWDAF analytics.
-	It enhances the criteria for ML model provisioning and training.
-	It enables the collection of ratings for NWDAF Analytics and ML models in reliable and trusted way.
6.X.2	Functional Description
6.X.2.1	Enhancing the accuracy of NWDAF Analytics
When NWDAF predicts something for the future it does not monitor/collect information about the occurrence of the actual event, so it cannot compare the true observed event with its corresponding previous predictions. 
Similarly, consumers requesting an analytics of type "prediction" from an NWDAF, are provided only analytics output/prediction with a confidence estimated by NWDAF implementation logic. An analytics consumer does not retrieve an accuracy report related to the prediction or related to earlier predictions done for the same analytics type and model used (i.e., an accuracy indication derived from comparing the actual outcome with a previous predicted value).
 This solution proposes to enable the NWDAF to determine the actual outcome of a prediction, so that it can either:
-	Report in an accuracy report, the outcome to the consumer so the consumer can compare the outcome with the previously provided prediction, or
-	Compare the outcome with the previous prediction to generate an accuracy report which the NWDAF provides to the consumer.
The solution comprises the following steps:
-	NWDAF (continues to) collects new data after a prediction has been made, so that it can learn about actual outcomes, compare them with the predicted data, and generate an accuracy report. The accuracy report comprises the accuracy for a given analytics subscription or for a given Analytics ID (e.g., average over all subscriptions for that Analytics ID). The accuracy report may provide the actual outcomes, or information on how the outcomes deviate from the predicted values. This enables the NFc to compare the predictions with the actual value and enables the NFc to use this corrected value for its internal logic.
-	NWDAF uses accuracy information to further fine-tune the model it is using (e.g., request model re-training, adjust data sources for the model training and the analytics generation) 
-	The analytics consumer uses the accuracy report provided by NWDAF to manage the subscription (e.g. if  accuracy is low the analytics consumer may terminate the subscription, adjust subscription parameters, or change the NWDAF etc..) and/or to take the actual accuracy into account into local decision making (e.g., adjust the weight of the analytics reports in the decision making compared to other inputs).

-	NWDAF registers its measured accuracy (per Analytics ID) in its NF profile in NRF/UDM, so that analytics consumers can use this information when selecting the NWDAF instance/set.
-	NWDAF provides a new service where an analytics consumer can collect a detailed accuracy report from NWDAF (e.g. how well the NWDAF performed for a specific Analytics ID, using a specific model, for a specific area/slice/(group of)UE, in a given time window).
-	When aggregated accuracy is provided (e.g., for all subscriptions to an analytics ID), the accuracy reports may be provided as a function of the prediction confidence level (i.e., probability assertion). If an NWDAF makes a prediction with low confidence, one should expect lower accuracy compared to when the NWDAF makes a prediction with high confidence. This is reflected in the accuracy reports.
6.X.2.2	Improve model training and provisioning using sub-areas with similar statistical properties
Knowing the statistical properties of a data set used in AI/ML is important to understand the behavior of an ML model. ML models trained on a specific training data set can be employed on data with similar statistics without experiencing performance degradation. Different network areas may exhibit similar context, (e.g., geographical circumstances, network deployment, etc.), which leads to similar data statistics (data statistics refer to data distribution, i.e., the information on values - or intervals - of the data such as network load, interference, how frequent some data values occur, etc.). So, an AI/ML model trained using data from one network area could be utilized in a different network area that exhibits similar data statistics.
Furthermore, if multiple AI/ML models are employed in one area, even employed for different analytics and/or used by different analytics functions, information on changes in that area can be used by all analytics functions to, e.g., update their models given that change in the analytics context.
This solution proposes and provides means to divide and characterize the network into sub-areas based on the environment statistical properties instead of a purely geographical sub-division. This statistical characterization of network sub-areas is then used to improve the quality of ML model training and the correctness of the corresponding NWDAF Analytics.
The Area monitoring analytics service provides AOI partitioning based on environment statistical properties and takes as parameters in the service request (see Table 6.x.2.2-1) the area of interest (AOI) to be analyzed, the area granularity attribute and other analytics parameters (e.g. reporting_threshold indicating the threshold for receiving the reporting, anomaly_description indicating the desired reporting content).
The resulting AOI partitioning into sub-areas with associated sub-area types detected (i.e., dividing the AOI in multiple sub-area types and associating to each of them the respective network elements) along with the description of their statistical properties are stored in the Analytics Area Type Properties Function (AATPF) ,  that allows the tracking of the discovered sub-area types and supports their management. The Sub-Area type ID is an identifier to be assigned to a sub-area and its properties description (area size specified by area granularity attribute or according to the data distribution) based on its data statistics.
Table 6.x.2.2-1 lists the parameters to be included in the service request of Area monitoring analytics.
Table 6.x.2.2-1. Parameters in the service request of Area monitoring analytics.
	Parameter
	Description

	AOI
	Area of interest (AOI) to be analyzed/monitored.

	Sub-area type (0..max)
	(optional) Sub-area type(s) to be analyzed/monitored.

	Area granularity
	Defines the size of the sub-areas that the AOI should be partitioned into.
The attribute can, e.g., be provided as an absolute value (e.g., in km2), as a rough indication (e.g. as building/ street/ block/ district/ city/ state), or as resolution indication such as low/mid/high (e.g., “high” indicating that all distinguishable sub-areas shall be reported, “low” indicating that only few sub-areas with most extreme data statistics shall be reported).
In case area granularity is not specified by the consumer, the AOI is partitioned according to the data distribution detected in the AOI (i.e., the resulting sub-areas may have different sizes depending on the data statistics).

	Reporting threshold
	Indicates the threshold for receiving the reporting.

	Anomaly description
	Indicates the desired reporting content, e.g., "full", "partial", or "none" description of the detected anomaly. See also Table 6.x.2.2-3.



Table 6.x.2.2-2 lists the input data and the associated source of Area monitoring analytics.
Table 6.x.2.2-2. Input data and the associated source of Area monitoring analytics.
	Information
	Source

	Application ID
	AF

	IP filter information
	AF

	Locations of Application
	AF/NEF

	Service Experience
	AF

	QoE metrics
	UE (via AF)

	Timestamp
	AF

	NF load
	NRF

	NE resource usage
	OAM

	Traffic usage report
	UPF

	Status, load and performance information
	OAM

	Number of UEs in sub-area defined by area-granularity or by data statistics
	AMF

	UE locations
	AMF

	UE access behaviour and location trends
	AMF

	Expected UE behaviour parameters
	AF

	UE communication
	UPF, AF

	UE session behaviour and communication trends
	SMF

	Expected UE behaviour related network data analytics
	NWDAF

	UE related analytics as UE mobility analytics and/or UE communication analytics
	NWDAF

	Expected environment properties
	NWDAF, service consumer



Table 6.x.2.2-3 lists the output data of Area monitoring analytics.
Table 6.x.2.2-3. Output data of Area monitoring analytics.
	Information
	Description

	Sub-area ID (1..max)
	List of sub-area identifiers.
May be the complete list of determined sub-areas in the AOI (e.g. when initially providing the list to the service consumer) or may only comprise those sub-areas in the AOI affected by the environment properties change.

	 > Sub area coordinates
	(optional) Specifies the geographical information of the sub area. See NOTE 1.

	 > Sub-area type ID
	Uniquely identifies the sub-area and its environment properties. This information can be used to determine sub-areas with the same sub-area type. When temporary flag is set to False this shall be set to the new sub-area type ID if changed compared to the previous notification.

	 > Expected environment properties
	Optional parameter providing information about the expected environment properties of this sub-area type ID. See NOTE 2.

	 > Anomaly
	Optional parameter providing information about an observed change in the environment properties. See NOTE 2.

	 >> Anomaly level
	Type and level of the anomaly in the sub-area detected, e.g., minor change, trend, pattern, etc.
It shall be set to "initial" when this analytics report is providing information about the initial sub-area characterization.

	 >> Anomaly description
	"Full" or "partial" description of the properties change detected. If "Full" is selected by the consumer in the service request, the complete properties description shall be returned, otherwise only the Delta compared with the usual environment properties shall be returned. The description also includes information about the anomaly, e.g., estimated duration, periodicity, new or recurrent anomaly, etc..

	 >> Temporary
	Indicates if the anomaly is temporary or permanent.

	 >> Time
	Indicates since when the anomaly has been detected.

	 > Confidence
	Indicates the confidence about the sub-area environment properties identified (if anomaly level is "initial") or confidence about the change observed.

	NOTE 1:	This information may be skipped if the sub area coordinates have not changed compared to the previous notification and shall be provided otherwise.
NOTE 2:	Either "expected environment properties" or "anomaly" parameter is returned.



Editor’s note. The definition of “environment properties” is FFS.6.X.2.3	Enhanced provisioning of ML model based on information about how inference will be executed

When an NWDAF acting as service consumer invokes the Nnwdaf_MLModelProvision_Subscribe service of an NWDAF containing an MTLF, the MTLF may perform one of the following:
a)	Select an existing trained ML Model to be provisioned.
b)	Trigger further training of an existing trained ML model before it is provisioned.
c)	Generate a new ML model to be trained and provisioned.
In cases b) and c), the NWDAF containing MTLF may initiate data collection from NFs, AF, DCCF, or OAM, required for the training of the ML model. Therefore, the decision of the MTLF among options a, b, and c can:
i.	lead to very different levels of computational load for the NWDAF containing MTLF.
ii.	increase the networking load on the NWDAF containing MTLF as well as on other Network Functions (NFs), while this increase might highly vary depending on how many data sources are used.
The decision of the MTLF among options a, b, and c is currently (i.e., according to Rel.17 specifications) taken by the MTLF based on local, unspecified logic. Based on the information currently provided in the Nnwdaf_MLModelProvision_Subscribe request, even if the "required accuracy" is provided as well, the MTLF may decide in favor of an option that leads to high computational and networking overhead without any real benefit (i.e., not really increasing the achieved accuracy during the inference phase at the NWDAF containing AnLF) compared to another option, which would put less load on the system.
More concretely, if an NWDAF service consumer subscribes to an NWDAF containing MTLF for an ML model for a specific type of analytics, the MTLF may decide that the best option is to perform further training of an existing model (i.e., option b) or create a new model because it is expected to lead to higher accuracy (i.e., option c). However, it can happen that the accuracy achieved when the ML model is later used by the NWDAF containing AnLF is not higher than the accuracy that would be achieved by an already trained (i.e., option a). Further, based on how the NWDAF containing AnLF is using the ML model, the same accuracy might be achieved by a more lightweight version of the ML model.
According to TS 23.288 clause 6.2.1, an NWDAF containing AnLF, may:
-	use only a subset of the parameters and/or data sources specified as allowed input parameter for the analytics ID.
-	use only data from a reduced extend (e.g., duration, scope) of the data collection.
-	request different sampling ratios and/or partitioning criteria to the data source.
For example, an NWDAF containing AnLF, might determine to only use UE mobility information collected from AMF, but not use UE location information provided by OAM. Then, the NWDAF containing AnLF could use a potentially more lightweight ML model that was trained only on AMF data, resulting in the same accuracy of the analytics as when using an ML model that was trained on data collected from both AMF and OAM. 
This solution proposes to exchange and use information related to how inference will actually take place at the NWDAF analytics consumer once the ML model has been received. The solution also proposes enhancing and optimizing the ML model selection and provisioning (i.e., selection of trained model, trigger further training of an existing ML model, or generate a new model to be trained) performed by NWDAF containing MTLF.
In this solution, the ML model provisioning request includes inputs about the data used for inference, such as the actual data sources that will be used for inference, the granularity of input data that will be used for inference, and the target execution environment. Similarly, the ML model provisioning response includes information about the data (parameters and data sources) that have been actually used for the training of the model. The new parameters are described in table 6.X.2.3-1.
Table 6.X.2.3-1 Description of new parameters proposed in this solution
	Parameter
	Description

	Data used for inference
	This parameter provides information on the actual data sources that will be/have been used for generating the analytics (i.e. for the inference at the NWDAF containing AnLF). For the data sources to be used (e.g. AMF and OAM), further information can be provided in order to indicate specific instances or sets that will be used during inference, or specific parameters that will be collected from those data sources (e.g. UE location from AF and Application ID from AF, while all parameters except UE location from the AMF).

	  > Granularity of input data
	The granularity of input data that will be used for inference may be expressed as minimum sampling ratio, maximum time interval, and/or total number of input values.

	Data used for training
	This parameter provides information on the actual data and data sources that have been used for the (re-)training of the ML model. It also provides information on the granularity of the used input data, the extend (e.g. duration, scope) of the data, the sampling ratio, and the partitioning criteria, if applicable.

	  > Granularity of input data
	The granularity of input data that will be used for inference may be expressed as minimum sampling ratio, maximum time interval, and/or total number of input values.

	Target execution environment
	The information about the target execution environment includes, e.g., the computational capacity and the memory that will be available when performing inference with this model.



6.X.2.4	Trusted rating for Analytics services 
In general, the ability for a service consumer to use a performance score to select an NWDAF Analytics and/or ML model helps such service consumer to obtain the desired level of correctness. This solution allows to rate ML models and/or NWDAF analytics provided by different producers (or by the same producer offering multiple ML models for the same NWDAF analytics) in a trusted and fair way.
In particular, an analytics consumer is allowed to rate an analytics service (i.e., Analytics ID) from an NWDAF (see procedure in clause 6.X.3.4), whereas an NWDAF containing AnLF is enabled to rate an ML model provided by an NWDAF containing MTLF (see procedure in clause 6.X.3.5). To avoid unfair and biased rating, in this solution a consumer from the same vendor of the analytics service or model provisioning service may rate the analytics service or the used ML model, while the entity producing/exposing the analytics service or ML model is not allowed to self-rate it. For example, an analytics consumer from the same vendor as the NWDAF containing AnLF producer can rate the analytics service, while self-ratings from the NWDAF containing AnLF are not accepted.
The solution leverages on the introduction of 
· A Trusted Rating Logical Function (TRLF) that manages the rating provided by the service consumers. Furthermore, it ensures that only verified consumers (i.e., consumers that really have had access to the ML model and/or Analytics services) can rate the ML model and/or the Analytic service. For example, it prevents rating (of its own) by the producer of the ML model and/or analytics service while an analytics consumer from the same vendor is still able to rate the analytics service. For example, NWDAF(MTLF) that has produced the ML model is forbidden to rate such ML model, while NWDAF(AnLF) from the same vendor could rate the ML model if it has used the ML model.
· A rating format that includes key information regarding the usage of the Analytics service provided or not by using an ML model and that can be exploited by other consumers as well as by other producers/vendors.

6.X1.23	Procedures
6.X.3.1	Measuring and reporting accuracy of NWDAF analytics
Figure 6.X1.23.1-1 illustrates the procedure for measuring and reporting accuracy of NWDAF analytics.


[bookmark: _Hlk100160066]Figure 6.X1.32.1-1. Procedure for measuring and reporting accuracy of NWDAF analytics
1.	The (consumer) NF sends Nnwdaf_AnalyticsSubscription_Subscribe request with a flag indicating that a consumer NF is interested in receiving an accuracy report along with the analytics (prediction) report. The NFc also provides a callback URI to receive the accuracy report. The NF may also send separate processing and filtering instructions for the accuracy report(s) (e.g., to club or filter the accuracy reports). The NF may also send instructions to NWDAF on how to handle the subscription after having generating accuracy report. For example, the instructions may specify that if 3 consecutive predictions are wrong, the NWDAF subscription must be terminated and a termination notification will be sent to the NF.
2.	The NWDAF generates the predictions and provides them to the NF.
3.	The NWDAF collects the accuracy data, i.e., the actual measured data observed at the time for which the prediction had been made. Accuracy data can be collected from different data sources, not necessarily limited to the data sources used as input data sources for generating the analytics prediction.
4.	An accuracy report is sent to the consumer after the events have occurred that were needed for the verification of the predictions. The accuracy report may be sent in a separate notification from NWDAF to NF or it can be clubbed with the next analytics notification sending predictions of future events. The frequency of the accuracy notification may be controlled via the filtering/reporting instruction(s) given in the subscribe request in step 1.


5.	5.	(optional) If, in step 1, an instruction was received on how to handle the subscription after having terminated the accuracy report, the NWDAF executes such instruction. For example, NWDAF terminates the subscription if 3 consecutive accuracy reports are below a given threshold (e.g., "no match") by sending a termination request.
 
6.X2	Solution #X2: Improve model training and provisioning using sub-areas with similar statistical properties
6.X2.1	Description
This solution addresses aspects of key issue #1 on how to improve correctness of NWDAF analytics. 
Knowing the statistical properties of a data set used in AI/ML is important to understand the behavior of an ML model. ML models trained on a specific training data set can be employed on data with similar statistics without experiencing performance degradation. Different network areas may exhibit similar context, (e.g., geographical circumstances, network deployment, etc.), which leads to similar data statistics (data statistics refer to data distribution, i.e., the information on values - or intervals - of the data such as network load, interference, how frequent some data values occur, etc.). So, an AI/ML model trained using data from one network area could be utilized in a different network area that exhibits similar data statistics.
Furthermore, if multiple AI/ML models are employed in one area, even employed for different analytics and/or used by different analytics functions, information on changes in that area can be used by all analytics functions to, e.g., update their models given that change in the analytics context.
This solution proposes and provides means to divide and characterize the network into sub-areas based on the environment statistical properties instead of a purely geographical sub-division. This statistical characterization of network sub-areas is then used to improve the quality of ML model training and the correctness of the corresponding NWDAF Analytics.
The Area monitoring analytics service provides AOI partitioning based on environment statistical properties and takes as parameters in the service request (see Table 6.x2.1-1) the area of interest (AOI) to be analyzed, the area granularity attribute and other analytics parameters (e.g. reporting_threshold indicating the threshold for receiving the reporting, anomaly_description indicating the desired reporting content).
The resulting AOI partitioning into sub-areas with associated sub-area types detected (i.e., dividing the AOI in multiple sub-area types and associating to each of them the respective network elements) along with the description of their statistical properties are stored in the Analytics Area Type Properties Function (AATPF) ,  that allows the tracking of the discovered sub-area types and supports their management. The Sub-Area type ID is an identifier to be assigned to a sub-area and its properties description (area size specified by area granularity attribute or according to the data distribution) based on its data statistics.
Table 6.x2.1-1 lists the parameters to be included in the service request of Area monitoring analytics.
Table 6.x2.1-1. Parameters in the service request of Area monitoring analytics.
	Parameter
	Description

	AOI
	Area of interest (AOI) to be analyzed/monitored.

	Sub-area type (0..max)
	(optional) Sub-area type(s) to be analyzed/monitored.

	Area granularity
	Defines the size of the sub-areas that the AOI should be partitioned into.
The attribute can, e.g., be provided as an absolute value (e.g., in km2), as a rough indication (e.g. as building/ street/ block/ district/ city/ state), or as resolution indication such as low/mid/high (e.g., “high” indicating that all distinguishable sub-areas shall be reported, “low” indicating that only few sub-areas with most extreme data statistics shall be reported).
In case area granularity is not specified by the consumer, the AOI is partitioned according to the data distribution detected in the AOI (i.e., the resulting sub-areas may have different sizes depending on the data statistics).

	Reporting threshold
	Indicates the threshold for receiving the reporting.

	Anomaly description
	Indicates the desired reporting content, e.g., "full", "partial", or "none" description of the detected anomaly. See also Table 6.x2.1-3.



Table 6.x2.1-2 lists the input data and the associated source of Area monitoring analytics.
Table 6.x2.1-2. Input data and the associated source of Area monitoring analytics.
	Information
	Source

	Application ID
	AF

	IP filter information
	AF

	Locations of Application
	AF/NEF

	Service Experience
	AF

	QoE metrics
	UE (via AF)

	Timestamp
	AF

	NF load
	NRF

	NE resource usage
	OAM

	Traffic usage report
	UPF

	Status, load and performance information
	OAM

	Number of UEs in sub-area defined by area-granularity or by data statistics
	AMF

	UE locations
	AMF

	UE access behaviour and location trends
	AMF

	Expected UE behaviour parameters
	AF

	UE communication
	UPF, AF

	UE session behaviour and communication trends
	SMF

	Expected UE behaviour related network data analytics
	NWDAF

	UE related analytics as UE mobility analytics and/or UE communication analytics
	NWDAF

	Expected environment properties
	NWDAF, service consumer



Table 6.x2.1-3 lists the output data of Area monitoring analytics.
Table 6.x2.1-3. Output data of Area monitoring analytics.
	Information
	Description

	Sub-area ID (1..max)
	List of sub-area identifiers.
May be the complete list of determined sub-areas in the AOI (e.g. when initially providing the list to the service consumer) or may only comprise those sub-areas in the AOI affected by the environment properties change.

	 > Sub area coordinates
	(optional) Specifies the geographical information of the sub area. See NOTE 1.

	 > Sub-area type ID
	Uniquely identifies the sub-area and its environment properties. This information can be used to determine sub-areas with the same sub-area type. When temporary flag is set to False this shall be set to the new sub-area type ID if changed compared to the previous notification.

	 > Expected environment properties
	Optional parameter providing information about the expected environment properties of this sub-area type ID. See NOTE 2.

	 > Anomaly
	Optional parameter providing information about an observed change in the environment properties. See NOTE 2.

	 >> Anomaly level
	Type and level of the anomaly in the sub-area detected, e.g., minor change, trend, pattern, etc.
It shall be set to "initial" when this analytics report is providing information about the initial sub-area characterization.

	 >> Anomaly description
	"Full" or "partial" description of the properties change detected. If "Full" is selected by the consumer in the service request, the complete properties description shall be returned, otherwise only the Delta compared with the usual environment properties shall be returned. The description also includes information about the anomaly, e.g., estimated duration, periodicity, new or recurrent anomaly, etc..

	 >> Temporary
	Indicates if the anomaly is temporary or permanent.

	 >> Time
	Indicates since when the anomaly has been detected.

	 > Confidence
	Indicates the confidence about the sub-area environment properties identified (if anomaly level is "initial") or confidence about the change observed.

	NOTE 1:	This information may be skipped if the sub area coordinates have not changed compared to the previous notification and shall be provided otherwise.
NOTE 2:	Either "expected environment properties" or "anomaly" parameter is returned.



6.X2.2	Procedures6.X.3.2	Using the Area Monitoring analytics service to improve ML model provisioning
In this procedure the NWDAF service consumer (including OAM) subscribes to the Analytics ID "area monitoring". The NWDAF analyzes the expected environment properties for a set of sub-areas within the AOI(s) provided in the analytics request/subscription. 
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Figure 6.x2.32.12-1. Analytics consumer rating an NWDAF analytics provided by an NWDAF containing AnLFProcedure for Using the Area Monitoring analytics service to improve ML model provisioning
Pre-condition: The Analytics Area Type Repository Function (AATRF) stores the mapping of AOI in sub-areas along with their Sub-Area type IDs assigned and properties descriptions.
1.	NWDAF service consumer (NF or OAM) subscribes to analytics information. It sets, among others input parameters (as detailed in TS 23.288, clause 6.1), the Analytics ID to the "Area Monitoring" analytics service ID, the (list of) AOI(s) and, optionally, the area granularity attribute. In addition, the service consumer may provide a reporting threshold indicating for which level of environmental properties changes a notification shall be returned and an anomaly description indicating if it is interested to receive the "full" description of the environment properties or the "delta" or "none". 
2-3.	NWDAF subscribes to the AATPF to receive the AOI partitioning, Sub-Area type IDs and their properties description using the Naatpf_AreaTypeInfo_Subscription service and receiving as response the Naatpf_AreaTypeInfo_Notify service operation.
4-5.	NWDAF subscribes to the data sources required for the analytics services.
6.	If "area granularity" is provided (see table 6.x2.1-1), the classification of each sub-area of the AOI is performed by the NWDAF and their properties descriptions are generated. Otherwise, if "area granularity" is not provided, the NWDAF determines the sub-areas based on the data statistics. NWDAF classifies the sub-areas periodically and/or sporadically (e.g., based on internal/external triggers) based on new data collected.
7-9.	(conditional) Whenever new environment properties are discovered, NWDAF sends to the AATPF, using the Naatpf_RegisterAreaType_Register service, the AOI partitioning and the sub-areas properties descriptions generated at step 6. The AATPF assigns new Sub-Area type IDs to the new environment properties discovered and stores the updated AOI partitioning along with the properties’ description. In step 9, the AATPF informs the NWDAF that the operation has been concluded and provides the Sub-Area type IDs associated with the sub-areas detected. The AATPF may store the "Expected environment properties" for the monitored AOI(s) in some other entity, e.g., the ADRF. Such copy may, e.g., be used by another NWDAF instance also providing the "Area Monitoring" service for the same/overlapping AOI(s), to recover the information from the ADRF in case the NWDAF instance is (re-) started, and/or to allow the NWDAF to compare the current properties with an older version of the "expected environment properties".
10.	NWDAF periodically and/or based on internal/external triggers, keeps analysing the AOI. If a change in the environment properties is detected (e.g., the delta of the current environment properties is above a threshold compared to the earlier properties description), the following steps 11 to 19 are executed. The NWDAF may also utilize earlier versions of the "expected environment properties" available locally or in the ADRF to determine whether abnormal environment properties are observed, or, e.g., whether such environment properties have already been observed in the past (e.g., periodically every week).
11.	The NWDAF notifies the consumer that an anomaly in a sub-area has been detected. The NWDAF sets the flag temporary to True to inform the service consumer that the sub-area could come back to expected environment properties.
12.	The NWDAF monitors the sub-area(s) where the abnormal environment properties have been detected.
13.	(optional) If the anomaly is still present, the NWDAF periodically informs the analytics consumer. The notification may include an indication about the type of the change, e.g.:
-	"trend": indicates that with respect to previous properties the delta might be small (e.g., might be below the reporting threshold), but comparing with older data a trend can be observed (e.g., the area is getting more busy).
-	"pattern": indicates a repeating change of the environment properties (e.g., observed difference between working days, Saturdays and Sundays/holidays).
-	"abnormal/exception": change above reporting threshold that is not a "trend" or "pattern".
The notification may further include the time value since when this change has been observed, as well as additional information about the change, e.g., the expected duration, periodicity, estimated future increase for certain values, etc. Furthermore, the notification includes the impacted sub-areas, their Sub-Area Type IDs, and the anomaly description if requested. 
14.	The NWDAF utilizing the Naatpf_RegisterAreaType_Update service, sends to the AATRF the abnormal properties descriptions generated with the flag temporary set to True. 
15.	The AATPF acknowledges to the NWDAF that the request has been received. 
16.	(conditional) If environment properties return back to the expected properties or timer T expires, the NWDAF sends an area type update to the AATPF setting the temporary flag to False.
17.	(conditional) If the AOI environment properties still differ from the expected ones, the AATPF updates the Sub-Area type IDs and their properties description.
18.	The AATPF informs the NWDAF about the new Sub-Area Type ID assigned to the sub-area.
19.	The NWDAF notifies the analytics service consumer about a permanent deviation from the previous "expected environment properties", i.e., the temporary flag is set to False. The notification may include an indication about the type of the change, see Step 13. Alternatively, if the environment properties are back to the earlier state, the NWDAF notifies the service consumer about the end of the abnormal situation.
6.X.3.3	Enhanced provisioning of ML model based on information about how inference will be executed
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Figure 6.x.3.3-1. Procedure for enhanced provisioning of ML model based on information about how inference will be executed.
1.	The NF consumer subscribes an Analytics ID to an NWDAF containing AnLF, using the Nnwdaf_AnalyticsSubscription_Subscribe service operation.
2.	The NWDAF containing AnLF requests to an NWDAF containing MTLF an ML model that can be used to support the Analytics ID requested in step 1, either because it has no model for this purpose or because the model(s) it has may not perform sufficiently well. Step 2 may be triggered by step 1, but it may also have been triggered by a different trigger before the execution of step 1. The request for the ML model is performed by sending an Nnwdaf_MLModelProvision_Subscribe request to the NWDAF containing MTLF with the addition of the parameters "data used for inference", the "input data granularity", the "target execution environment" and the "requested accuracy".
3.	The NWDAF containing MTLF selects an existing trained model or creates a new model to be provisioned, and determines the level of further training of the model, based on the "data used for inference", the "input data granularity", the "target execution environment" and the "requested accuracy" provided in step 2. 
4.	The NWDAF containing MTLF determines the training data and data sources required for (re-)training the model determined in step 3 and collects the data from the determined data source(s). The NWDAF (re-)trains the ML model using the collected data.
5.	The NWDAF containing MTLF provides to the NWDAF containing AnLF the ML model using the Nnwdaf_MLModelProvision_Subscribe response, with the additional parameter "data used for training" indicating the data and data sources including the "input data granularity" used for the ML model training.
6.	The NWDAF containing AnLF uses the ML model received in step 5 in order to compute the analytics that were requested in step 1.
7.	The NWDAF containing AnLF sends to the NF consumer notifications with the computed analytics for the requested Analytics ID, adding information about which data and data sources have been used for inference. This information can be useful in order to determine the level of trust that the analytics consumer can have in the received results.
6.X.3.4	Analytics consumer rating an NWDAF analytics provided by an NWDAF containing AnLF
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Figure 6.X.3.4-1. Procedure for analytics consumer rating an NWDAF analytics provided by an NWDAF containing AnLF
Pre-condition: NF profile of the NWDAF in NRF contains a metric that should be utilized to rate the analytics service. A metric is associated to each analytics service (i.e. Analytics ID).
1.	An Analytics Consumer sends a discovery request to NRF looking for NWDAFs providing the Analytics ID(s) and other input parameters as specified in TS 23.288 clause 6.1.3. 
2.	The NRF returns to the Analytics consumer the list of available NWDAFs matching the filter parameters along with the metrics to rate the analytics.
3.	The Analytics Consumer requests, for the discovered NWDAFs, the ratings of the Analytics ID from the Trusted Rating Logical Function (TRLF) through a Ntrlf_RatingDiscovery service. In the request, the Analytics Consumer specifies the NWDAF(s) and the Analytics ID(s). The Analytics Consumer sets the "rating aggregation level" request parameter according to its preferred value: "Global Average" to receive an aggregated model rating (i.e. a single value), "average per vendor" to receive a single average value for each vendor which issued a rating, or "detailed" in case it is interested to receive the rating from each service consumer which casted a rating.
	The aggregated rating is a value, e.g., between 0 (very bad performance) to 5 (very good performance) derived by the TRLF by an average over all ratings. Along with the aggregated rating, the Analytics Consumer receives also the total number of ratings submitted, so that the consumer can derive the accuracy of the rating.
	The Analytics consumer may also implement a local cache for such ratings, in order to avoid the need to query TRLF for each NWDAF discovery request. In this case, steps 2 and 3 may be skipped for future requests.
4.	The TRLF returns to the Analytics Consumer the requested ratings according to the specified "rating aggregation level". Based on the "average per vendor" or "detailed" model rating, the analytics consumer can identify potential unfair ratings.
5.	The Analytics consumer selects the NWDAF providing the best performance for the specific use case and scenario. The Analytics consumer requests the analytics service to the selected NWDAF specifying also its Consumer ID comprising the NF (instance or Set) ID and Vendor ID.
6.	The NWDAF generates a token that can be used by the Analytics consumer to rate the analytics service.
NOTE: The normative aspects about token generation, and how it is used for verification and communicated to other NFs should be carried out in coordination with SA3.
7.	The NWDAF sends through the Ntrlf_AnalyticsServiceConsumed service to the TRLF information about the Consumer ID, Analytics ID, information on the ML model used for producing the analytics (if any), its own NWDAF (instance or Set) ID and the token generated for the Analytics consumer. In this way, the TRLF can associate the rating from the Consumer to the analytics service provided by the NWDAF and, implicitly, to the ML model used to generate it in case the analytics service is based on an ML model.
8.	The TRLF sends an acknowledgement to the NWDAF.
9.	The NWDAF sends the analytics response to the Analytics consumer along with the token generated for allowing only verified consumers (i.e., only the ones that really have consumed the service) to evaluate the analytics service. 
	In case the analytics consumer subscribed to the analytics service, the token is valid for the entire subscription duration and the consumer may update its rating by sending another Ntrlf_AnalyticsRating request. Once the subscription is terminated, the NWDAF shall inform the TRLF about it, such that only a final rating can be provided by the consumer after which the token is revoked.
10.	The analytics consumer evaluates the performance of the analytics service utilizing the metric obtained by NRF during the discovery procedure.
11.	The analytics consumer through the Ntrlf_AnalyticsRating service sends its rating to the TRLF. The request also includes the Consumer ID of the analytics consumer and the received token.
12.	The TRLF, in case the token matches and the analytics consumer is not the model producer, accepts and updates the rating. The TRLF stores the rating per Analytics ID and for each Consumer ID.
13.	The TRLF sends to the analytics consumer a confirmation regarding the update of the rating.
6.X.3.5	NWDAF containing AnLF rating an ML model provided by an NWDAF containing MTLF
This procedure, depicted in Figure 6.X.3.5-1, enables an NWDAF containing AnLF to rate an ML model received by NWDAF containing MTLF.
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Figure 6.X.3.5-1. Procedure for NWDAF containing AnLF rating an NWDAF analytics provided by an NWDAF containing MTLF
1.	The NWDAF containing AnLF requests, for the NWDAFs that support the Analytics ID for the desired AOI) the rating(s) of the employed ML model(s) from the Trusted Rating Logical Function (TRLF) through a Ntrlf_RatingDiscovery service. In the request, the NWDAF containing AnLF specifies the NWDAF(s) and the Analytics ID(s). The NWDAF containing AnLF sets the "rating aggregation level" request parameter according to its preferred value: "Global Average" to receive an aggregated model rating (i.e. a single value), "average per vendor" to receive a single average value for each vendor which issued a rating, or "detailed" in case it is interested to receive the rating from each service consumer which casted a rating. 
2.	The TRLF returns to the NWDAF containing AnLF the requested ratings per model ID and per analytics ID, according to the specified "rating aggregation level". Based on the "average per vendor" or "detailed" model rating, the analytics consumer can identify potential unfair ratings.
3.	The NWDAF containing AnLF selects the NWDAF containing MTLF providing the required performance of the ML model for the specific use case and scenario. The NWDAF containing AnLF subscribes to ML model provisioning service to the selected NWDAF specifying also its Consumer ID comprising the NF (instance or Set) ID and Vendor ID.
4.	The NWDAF containing MTLF generates a token that can be used by the NWDAF containing AnLF to rate the ML model.
5.	The NWDAF sends through the Ntrlf_AnalyticsServiceConsumed service to the TRLF information about the Consumer ID, Model ID and version used for producing the analytics, its NWDAF ID and version and the token generated for the NWDAF containing AnLF.
6.	The TRLF sends an acknowledgement to the NWDAF containing MTLF.
7.	The NWDAF containing MTLF sends the subscription notification to the NWDAF containing AnLF along with the token generated. 
8.	The NWDAF containing AnLF evaluates the performance of the ML model utilizing the metric obtained by NRF during the discovery procedure.
9.	The NWDAF containing AnLF through the Ntrlf_AnalyticsRating service sends its rating to the TRLF. The request also includes the Consumer ID of the NWDAF containing AnLF and the received token.
10.	The TRLF, in case the token matches and the NWDAF containing AnLF is not the model producer, accepts and updates the rating. The TRLF stores the rating per Analytics ID and for each Consumer ID.
11.	The TRLF sends to the NWDAF containing AnLF a confirmation regarding the update of the rating.

*** Change 4 – all new text ***
[bookmark: _Toc97271690]6.X3	Solution #X3: Trusted rating for Analytics services
6.X3.1	Description
This solution addresses aspects of key issue #1 on how to improve correctness of NWDAF analytics. 
In general, the ability for a service consumer to use a performance score to select an NWDAF Analytics and/or ML model helps such service consumer to obtain the desired level of correctness. This solution allows to rate ML models and/or NWDAF analytics provided by different producers (or by the same producer offering multiple ML models for the same NWDAF analytics) in a trusted and fair way.
In particular, an analytics consumer is allowed to rate an analytics service (i.e., Analytics ID) from an NWDAF (see procedure in clause 6.X3.2.1), whereas an NWDAF containing AnLF is enabled to rate an ML model provided by an NWDAF containing MTLF (see procedure in clause 6.X3.2.2). To avoid unfair and biased rating, in this solution a consumer from the same vendor of the analytics service or model provisioning service may rate the analytics service or the used ML model, while the entity producing/exposing the analytics service or ML model is not allowed to self-rate it. For example, an analytics consumer from the same vendor as the NWDAF containing AnLF producer can rate the analytics service, while self-ratings from the NWDAF containing AnLF are not accepted.
The solution leverages on the introduction of 
· A Trusted Rating Logical Function (TRLF) that manages the rating provided by the service consumers. Furthermore, it ensures that only verified consumers (i.e., consumers that really have had access to the ML model and/or Analytics services) can rate the ML model and/or the Analytic service. For example, it prevents rating (of its own) by the producer of the ML model and/or analytics service while an analytics consumer from the same vendor is still able to rate the analytics service. For example, NWDAF(MTLF) that has produced the ML model is forbidden to rate such ML model, while NWDAF(AnLF) from the same vendor could rate the ML model if it has used the ML model.
· A rating format that includes key information regarding the usage of the Analytics service provided or not by using an ML model and that can be exploited by other consumers as well as by other producers/vendors.

The detailed procedures to enable the rating of ML models and/or services that produce analytics, and the selection of the best, in terms of performance, ML model and/or service producer are available in clause 6.X3.2.
[bookmark: _Toc97271692]6.X3.2	Procedures
6.X3.2.1	Analytics consumer rating an NWDAF analytics provided by an NWDAF containing AnLF
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Figure 6.X3.2.1-1. Analytics consumer rating an NWDAF analytics provided by an NWDAF containing AnLF
Pre-condition: NF profile of the NWDAF in NRF contains a metric that should be utilized to rate the analytics service. A metric is associated to each analytics service (i.e. Analytics ID).
1.	An Analytics Consumer sends a discovery request to NRF looking for NWDAFs providing the Analytics ID(s) and other input parameters as specified in TS 23.288 clause 6.1.3. 
2.	The NRF returns to the Analytics consumer the list of available NWDAFs matching the filter parameters along with the metrics to rate the analytics.
3.	The Analytics Consumer requests, for the discovered NWDAFs, the ratings of the Analytics ID from the Trusted Rating Logical Function (TRLF) through a Ntrlf_RatingDiscovery service. In the request, the Analytics Consumer specifies the NWDAF(s) and the Analytics ID(s). The Analytics Consumer sets the "rating aggregation level" request parameter according to its preferred value: "Global Average" to receive an aggregated model rating (i.e. a single value), "average per vendor" to receive a single average value for each vendor which issued a rating, or "detailed" in case it is interested to receive the rating from each service consumer which casted a rating.
	The aggregated rating is a value, e.g., between 0 (very bad performance) to 5 (very good performance) derived by the TRLF by an average over all ratings. Along with the aggregated rating, the Analytics Consumer receives also the total number of ratings submitted, so that the consumer can derive the accuracy of the rating.
	The Analytics consumer may also implement a local cache for such ratings, in order to avoid the need to query TRLF for each NWDAF discovery request. In this case, steps 2 and 3 may be skipped for future requests.
4.	The TRLF returns to the Analytics Consumer the requested ratings according to the specified "rating aggregation level". Based on the "average per vendor" or "detailed" model rating, the analytics consumer can identify potential unfair ratings.
5.	The Analytics consumer selects the NWDAF providing the best performance for the specific use case and scenario. The Analytics consumer requests the analytics service to the selected NWDAF specifying also its Consumer ID comprising the NF (instance or Set) ID and Vendor ID.
6.	The NWDAF generates a token that can be used by the Analytics consumer to rate the analytics service.
7.	The NWDAF sends through the Ntrlf_AnalyticsServiceConsumed service to the TRLF information about the Consumer ID, Analytics ID, information on the ML model used for producing the analytics (if any), its own NWDAF (instance or Set) ID and the token generated for the Analytics consumer. In this way, the TRLF can associate the rating from the Consumer to the analytics service provided by the NWDAF and, implicitly, to the ML model used to generate it in case the analytics service is based on an ML model.
8.	The TRLF sends an acknowledgement to the NWDAF.
9.	The NWDAF sends the analytics response to the Analytics consumer along with the token generated for allowing only verified consumers (i.e., only the ones that really have consumed the service) to evaluate the analytics service. 
	In case the analytics consumer subscribed to the analytics service, the token is valid for the entire subscription duration and the consumer may update its rating by sending another Ntrlf_AnalyticsRating request. Once the subscription is terminated, the NWDAF shall inform the TRLF about it, such that only a final rating can be provided by the consumer after which the token is revoked.
10.	The analytics consumer evaluates the performance of the analytics service utilizing the metric obtained by NRF during the discovery procedure.
11.	The analytics consumer through the Ntrlf_AnalyticsRating service sends its rating to the TRLF. The request also includes the Consumer ID of the analytics consumer and the received token.
12.	The TRLF, in case the token matches and the analytics consumer is not the model producer, accepts and updates the rating. The TRLF stores the rating per Analytics ID and for each Consumer ID.
13.	The TRLF sends to the analytics consumer a confirmation regarding the update of the rating.
6.X3.2.2	NWDAF containing AnLF rating an ML model provided by an NWDAF containing MTLF
This procedure, depicted in Figure 6.X3.2.2-1, enables an NWDAF containing AnLF to rate an ML model received by NWDAF containing MTLF.
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Figure 6.X3.2.2-1. NWDAF containing AnLF rating an NWDAF analytics provided by an NWDAF containing MTLF
1.	The NWDAF containing AnLF requests, for the NWDAFs that support the Analytics ID for the desired AOI) the rating(s) of the employed ML model(s) from the Trusted Rating Logical Function (TRLF) through a Ntrlf_RatingDiscovery service. In the request, the NWDAF containing AnLF specifies the NWDAF(s) and the Analytics ID(s). The NWDAF containing AnLF sets the "rating aggregation level" request parameter according to its preferred value: "Global Average" to receive an aggregated model rating (i.e. a single value), "average per vendor" to receive a single average value for each vendor which issued a rating, or "detailed" in case it is interested to receive the rating from each service consumer which casted a rating. 
2.	The TRLF returns to the NWDAF containing AnLF the requested ratings per model ID and per analytics ID, according to the specified "rating aggregation level". Based on the "average per vendor" or "detailed" model rating, the analytics consumer can identify potential unfair ratings.
3.	The NWDAF containing AnLF selects the NWDAF containing MTLF providing the required performance of the ML model for the specific use case and scenario. The NWDAF containing AnLF subscribes to ML model provisioning service to the selected NWDAF specifying also its Consumer ID comprising the NF (instance or Set) ID and Vendor ID.
4.	The NWDAF containing MTLF generates a token that can be used by the NWDAF containing AnLF to rate the ML model.
5.	The NWDAF sends through the Ntrlf_AnalyticsServiceConsumed service to the TRLF information about the Consumer ID, Model ID and version used for producing the analytics, its NWDAF ID and version and the token generated for the NWDAF containing AnLF.
6.	The TRLF sends an acknowledgement to the NWDAF containing MTLF.
7.	The NWDAF containing MTLF sends the subscription notification to the NWDAF containing AnLF along with the token generated. 
8.	The NWDAF containing AnLF evaluates the performance of the ML model utilizing the metric obtained by NRF during the discovery procedure.
9.	The NWDAF containing AnLF through the Ntrlf_AnalyticsRating service sends its rating to the TRLF. The request also includes the Consumer ID of the NWDAF containing AnLF and the received token.
10.	The TRLF, in case the token matches and the NWDAF containing AnLF is not the model producer, accepts and updates the rating. The TRLF stores the rating per Analytics ID and for each Consumer ID.
11.	The TRLF sends to the NWDAF containing AnLF a confirmation regarding the update of the rating.

*** Change 5 – all new text ***

6.X4	Solution #X4: Enhanced provisioning of ML model based on information about how inference will be executed
6.X4.1	Description
This solution addresses aspects of key issue #1 on how to improve correctness of NWDAF analytics. 
When an NWDAF acting as service consumer invokes the Nnwdaf_MLModelProvision_Subscribe service of an NWDAF containing an MTLF, the MTLF may perform one of the following:
a)	Select an existing trained ML Model to be provisioned.
b)	Trigger further training of an existing trained ML model before it is provisioned.
c)	Generate a new ML model to be trained and provisioned.
In cases b) and c), the NWDAF containing MTLF may initiate data collection from NFs, AF, DCCF, or OAM, required for the training of the ML model. Therefore, the decision of the MTLF among options a, b, and c can:
i.	lead to very different levels of computational load for the NWDAF containing MTLF.
ii.	increase the networking load on the NWDAF containing MTLF as well as on other Network Functions (NFs), while this increase might highly vary depending on how many data sources are used.
The decision of the MTLF among options a, b, and c is currently (i.e., according to Rel.17 specifications) taken by the MTLF based on local, unspecified logic. 










6.X4.2	Procedures
Figure 6.x4.2-1 illustrates the procedure for enhancing the provisioning of an ML model based on information about how inference will be executed. The procedure includes the request of analytics data from an NF service consumer, which may be the trigger for the provisioning of an ML model from the NWDAF containing MTLF to the NWDAF that acts as an NF service consumer for ML model provisioning (i.e., NWDAF containing AnLF).
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Figure 6.x4.2-1. Procedure for enhanced provisioning of ML model based on information about how inference will be executed.
1.	The NF consumer subscribes an Analytics ID to an NWDAF containing AnLF, using the Nnwdaf_AnalyticsSubscription_Subscribe service operation.
2.	The NWDAF containing AnLF requests to an NWDAF containing MTLF an ML model that can be used to support the Analytics ID requested in step 1, either because it has no model for this purpose or because the model(s) it has may not perform sufficiently well. Step 2 may be triggered by step 1, but it may also have been triggered by a different trigger before the execution of step 1. The request for the ML model is performed by sending an Nnwdaf_MLModelProvision_Subscribe request to the NWDAF containing MTLF with the addition of the parameters "data used for inference", the "input data granularity", and the "target execution environment".
3.	The NWDAF containing MTLF selects an existing trained model or creates a new model to be provisioned, and determines the level of further training of the model, based on the "data used for inference", the "input data granularity", and the "requested accuracy" provided in step 2. 
4.	The NWDAF containing MTLF determines the training data and data sources required for (re-)training the model determined in step 3 and collects the data from the determined data source(s). The NWDAF (re-)trains the ML model using the collected data.
5.	The NWDAF containing MTLF provides to the NWDAF containing AnLF the ML model using the Nnwdaf_MLModelProvision_Subscribe response, with the additional parameter "data used for training" indicating the data and data sources including the "input data granularity" used for the ML model training.
6.	The NWDAF containing AnLF uses the ML model received in step 5 in order to compute the analytics that were requested in step 1.
7.	The NWDAF containing AnLF sends to the NF consumer notifications with the computed analytics for the requested Analytics ID, adding information about which data and data sources have been used for inference. This information can be useful in order to determine the level of trust that the analytics consumer can have in the received results.
*** End of Changes ***
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