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Document for: 	Approval
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[bookmark: _Hlk91784932]Work Item / Release:	FS_UPEAS / Rel-18
Abstract of the contribution: This proposes to update Key Issue #2
1	Discussion
The Work Task 2 of the FS_UPEAS SID objectives is following. 
WT#2: Study UPF event exposure service(s) that would support, e.g.
-	Consumption of UPF exposure services by the PCF, NWDAF, CHF, NEF, Trusted AF and other NFs (if needed).
-	(To support the UPF exposure service, if needed) Use of SMF services, PCF services, NWDAF services, CHF services, NEF services, Trusted AF services by the UPF.
NOTE 1: This will not define solutions where UPF exposes information that it is not originator of, i.e. not re-expose information owned and exposed by other NFs.
-	Relevant Event IDs.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to add Key Issue to TR 23.700-62 FS_UPEAS.
[bookmark: _Hlk91782779]
[bookmark: _Toc96958830][bookmark: _Toc96964607][bookmark: _Toc97307761]5.2	Key Issue #2: Support UPF expose information to other NFs
[bookmark: _Toc23255031][bookmark: _Toc26346395][bookmark: _Toc26346608][bookmark: _Toc26773878][bookmark: _Toc31192315][bookmark: _Toc31192475][bookmark: _Toc31192966][bookmark: _Toc31616145][bookmark: _Toc31616207][bookmark: _Toc31616283][bookmark: _Toc31616359][bookmark: _Toc43317230][bookmark: _Toc43374702][bookmark: _Toc43375163][bookmark: _Toc43801687][bookmark: _Toc43805953][bookmark: _Toc43806260][bookmark: _Toc50466789][bookmark: _Toc50468133][bookmark: _Toc50468403][bookmark: _Toc50468674][bookmark: _Toc50630555][bookmark: _Toc54943904][bookmark: _Toc54945380][bookmark: _Toc54945767][bookmark: _Toc57104573][bookmark: _Toc57104957][bookmark: _Toc57106302][bookmark: _Toc59102069][bookmark: _Toc96958831][bookmark: _Toc96964608][bookmark: _Toc97307762]5.2.1	General description
To enable flexible communication between UPF and other 5GC NFs, the UPF can expose network information to NFs through UPF event exposure service.
In Release 17, TS 23.548 [7] has supported that UPF can expose QoS monitoring results to local NEF. In Release 18, we need further study whether UPF can also expose other useful information to other NFs to optimize the network performance.
The key issue is to identify use cases for UPF event exposure (including the related Event Id) and for each use case determine whether the consumer directly contacts the UPF for its subscription or whether the consumer goes via an intermediate function like the SMF.
The following aspects should be studied to support UPF event exposure service(s):
-	How and what specific information the UPF can expose to NWDAF so NWDAF can provide existing (R16-R17) data analytics as specified in TS 23.288 [5]. Support of New R18 data analytics per the R18 FS_eNA_Ph3 may also be considered in alignment with that study
-	How and what specific information the UPF can expose to NEF/Local NEF/trusted AF, e.g. the information which can be exposed in R18 SA2 studies such as FS_EDGE_Ph2 and FS_XRM, or information which has been justified for exposure.
NOTE:	The Relevant Event IDs of the UPF event exposure services above can be introduced.
-	Whether PCF, CHF, and other NFs need to invoke UPF event exposure service. If yes, how and what specific information the UPF can expose to these NFs.
-	Whether the consumer NF directly subscribes the UPF or not. If yes, how to authorize the consumer NF for subscribing to UPF event exposure services via Nupf.
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