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[bookmark: _Toc517082226]* * * * First change * * * *
4.2.15	Architecture to support WLAN connection using 5G credentials without 5GS registration
The reference architecture shown in Figure 4.2.15-1 in reference point interface representations and in Figure 4.2.15-2 in with Serviced based interface, enables a UE to connect to a WLAN access network using its 5GS credentials without registration to 5GS. This architecture is based on the Non-Seamless WLAN Offload Function (NSWOF), which interfaces to the WLAN access network using the SWa interface as defined in TS 23.402 [43], and interfaces to the AUSF using the Nausf Service Based Interface (SBI). The functionality of NSWOF and the procedures applied for supporting WLAN connection using 5GS credentials for Non-seamless WLAN offload are further defined in TS 33.501 [29] Annex S. The roaming architectures are shown with reference point representation in Figure 4.2.15-3 and with service based representation in Figure 4.2.15-4.
The UE can also connect to a WLAN access network using 5GS credentials by performing the 5GS registration via trusted non-3GPP access procedure defined in TS 23.502 [03], clause 4.12a.2.2. With this procedure, the UE connects to a WLAN access network using 5GS credentials and simultaneously registers in 5GS. However, the architecture defined in Figure 4.2.15-1, Figure 4.2.15-2, Figure 4.2.15-3 and in Figure 4.2.15-4,  enables a UE to connect to a WLAN access network using 5GS credentials but without registration in 5GS.
The 5G NSWO is not applicable to the SNPN.	Comment by LTHBM1: Still to be discussed


If the WLAN is configured as Untrusted Non-3GPP access, in case that WLAN support IEEE 802.1x the 5G NSWO may be used to access the WLAN and any time after that the UE obtains the connection to WLAN network and the local IP address, the UE may initiated Untrusted Non-3GPP Access to obtain the access to 5GC.  In this latter case the NSWO service is obtained by sending the IP traffic outside the IKEv2/IPSec tunnel. 



Figure 4.2.15-1: Reference architecture to support authentication for Non-seamless WLAN offload in 5GS


Figure 4.2.15-2: Service based reference architecture to support authentication for Non-seamless WLAN offload in 5GS
Editor's note:	Roaming scenario is FFS.


[image: ]
Figure 4.2.15-3: Roaming reference architecture to support authentication for Non-seamless WLAN offload in 5GS
NOTE:	the configuration 2) in Figure 4.2.15-3 is just a deployment dependant variant of the configuration 1)


[bookmark: _MON_1709020281]
Figure 4.2.15-4: Service based Roaming reference architecture to support authentication for Non-seamless WLAN offload in 5GS



* * * * Second change * * * *
[bookmark: _Toc36187624][bookmark: _Toc45183528][bookmark: _Toc47342370][bookmark: _Toc51769068][bookmark: _Toc91148141]
5.3.2.4	Support of a UE registered over both 3GPP and Non-3GPP access
This clause applies to Non-3GPP access network corresponding to the Untrusted Non-3GPP access network, to the Trusted Non-3GPP and to the W-5GAN. In the case of W-5GAN the UE mentioned in this clause corresponds to the 5G-RG.
For a given serving PLMN there is one RM context for a UE for each access, e.g. when the UE is consecutively or simultaneously served by a 3GPP access and by a non-3GPP access (i.e. via an N3IWF, TNGF and W-AGF) of the same PLMN. UDM manages separate/independent UE Registration procedures for each access.
When served by the same PLMN for 3GPP and non-3GPP accesses, an UE is served by the same AMF except in the temporary situation described in clause 5.17 i.e. after a mobility from EPS while the UE has PDU Sessions associated with non-3GPP access.
The 5G NSWO authentication defined in TS 33.501 Annex S does not impact the RM state (i.e. the UE remains Deregistered over non 3GPP access).
An AMF associates multiple access-specific RM contexts for an UE with:
-	a 5G-GUTI that is common to both 3GPP and Non-3GPP accesses. This 5G-GUTI is globally unique.
-	a Registration state per access type (3GPP / Non-3GPP)
-	a Registration Area per access type: one Registration Area for 3GPP access and another Registration Area for non 3GPP access. Registration Areas for the 3GPP access and the Non-3GPP access are independent.
-	timers for 3GPP access:
-	a Periodic Registration timer; and
-	a Mobile Reachable timer and an Implicit Deregistration timer.
-	timers for non-3GPP access:
-	a UE Non-3GPP Deregistration timer; and
-	a Network Non-3GPP Implicit Deregistration timer.
The AMF shall not provide a Periodic Registration Timer for the UE over a Non-3GPP access. Consequently, the UE need not perform Periodic Registration Update procedure over Non-3GPP access. Instead, during the Initial Registration procedure and Re-registration, the UE is provided by the network with a UE Non-3GPP Deregistration timer that starts when the UE enters non-3GPP CM-IDLE state.
When the 3GPP access and the non-3GPP access for the same UE are served by the same PLMN, the AMF assigns the same 5G-GUTI for use over both accesses. Such a 5G-GUTI may be assigned or re-assigned over any of the 3GPP and Non-3GPP accesses. The 5G-GUTI is assigned upon a successful registration of the UE, and is valid over both 3GPP and Non-3GPP access to the same PLMN for the UE. Upon performing an initial access over the Non-3GPP access or over the 3GPP access while the UE is already registered with the 5G System over another access of the same PLMN, the UE provides the native 5G-GUTI for the other access. This enables the AN to select an AMF that maintains the UE context created at the previous Registration procedure via the GUAMI derived from the 5G-GUTI, and enables the AMF to correlate the UE request to the existing UE context via the 5G-GUTI.
If the UE is performing registration over one access and intends to perform registration over the other access in the same PLMN (e.g. the 3GPP access and the selected N3IWF, TNGF or W-AGF are located in the same PLMN), the UE shall not initiate the registration over the other access until the Registration procedure over first access is completed.
NOTE:	To which access the UE performs registration first is up to UE implementation.
When the UE is successfully registered to an access (3GPP access or Non-3GPP access respectively) and the UE registers via the other access:
-	if the second access is located in the same PLMN (e.g. the UE is registered via a 3GPP access and selects a N3IWF, TNGF or W-AGF located in the same PLMN), the UE shall use for the registration to the PLMN associated with the new access the 5G-GUTI that the UE has been provided with at the previous registration or UE configuration update procedure for the first access in the same PLMN. Upon successful completion of the registration to the second access, if the network included a 5G-GUTI in the Registration Accept, the UE shall use the 5G-GUTI received in the Registration Accept for both registrations. If no 5G-GUTI is included in the Registration Accept, then the UE uses the 5G-GUTI assigned for the existing registration also for the new registration.
-	if the second access is located in a PLMN different from the registered PLMN of the first access (i.e. not the registered PLMN), (e.g. the UE is registered to a 3GPP access and selects a N3IWF, TNGF or W-AGF located in a PLMN different from the PLMN of the 3GPP access, or the UE is registered over Non-3GPP and registers to a 3GPP access in a PLMN different from the PLMN of the N3IWF, TNGF or W-AGF), the UE shall use for the registration to the PLMN associated with the new access a 5G-GUTI only if it has got one previously received from a PLMN that is not the same as the PLMN the UE is already registered with. If the UE does not include a 5G-GUTI, the SUCI shall be used for the new registration. Upon successful completion of the registration to the second access, the UE has the two 5G-GUTIs (one per PLMN).
A UE supporting registration over both 3GPP and Non-3GPP access to two PLMNs shall be able to handle two separate registrations, including two 5G-GUTIs, one per PLMN, and two associated equivalent PLMN lists.
When a UE 5G-GUTI assigned during a Registration procedure over 3GPP (e.g. the UE registers first over a 3GPP access) is location-dependent, the same UE 5G-GUTI can be re-used over the Non-3GPP access when the selected N3IWF, TNGF or W-AGF function is in the same PLMN as the 3GPP access. When an UE 5G-GUTI is assigned during a Registration procedure performed over a Non 3GPP access (e.g. the UE registers first over a non-3GPP access), the UE 5G-GUTI may not be location-dependent, so that the UE 5G-GUTI may not be valid for NAS procedures over the 3GPP access and, in this case, a new AMF is allocated during the Registration procedure over the 3GPP access.
When the UE is registered first via 3GPP access, if the UE registers to the same PLMN via Non-3GPP access, the UE shall send the GUAMI obtained via 3GPP access to the N3IWF, TNGF or W-AGF, which uses the received GUAMI to select the same AMF as the 3GPP access.
The Deregistration Request message indicates whether it applies to the 3GPP access the Non-3GPP access, or both.
If the UE is registered on both 3GPP and Non-3GPP accesses and it is in CM-IDLE over Non-3GPP access, then the UE or AMF may initiate a Deregistration procedure over the 3GPP access to deregister the UE only on the Non-3GPP access, in which case all the PDU Sessions which are associated with the Non-3GPP access shall be released.
If the UE is registered on both 3GPP and non-3GPP accesses and it is in CM-IDLE over 3GPP access and in CM-CONNECTED over non-3GPP access, then the UE may initiate a Deregistration procedure over the non-3GPP access to deregister the UE only on the 3GPP access, in which case all the PDU Sessions which are associated with the 3GPP access shall be released.
Registration Management over Non-3GPP access is further defined in clause 5.5.1.

* * * * Third change * * * *
[bookmark: _Toc20150219][bookmark: _Toc27847027][bookmark: _Toc36188159][bookmark: _Toc45184070][bookmark: _Toc47342912][bookmark: _Toc51769614][bookmark: _Toc91148780]
[bookmark: _Toc51769463][bookmark: _Toc91148581]5.30.2.0	General
SNPN 5GS deployments are based on the architecture depicted in clause 4.2.3, the architecture for 5GC with untrusted non-3GPP access (Figure 4.2.8.2.1-1) for access to SNPN services via a PLMN (and vice versa) and the additional functionality covered in clause 5.30.2.
Alternatively, a Credentials Holder (CH) may authenticate and authorize access to an SNPN separate from the Credentials Holder based on the architecture specified in clause 5.30.2.9. Idle mode mobility is supported as defined in clause 5.30.2.11. In this Release, direct access to SNPN is specified for 3GPP access only.
The following 5GS features and functionalities are not supported for SNPNs:
-	Interworking with EPS.
-	Also, emergency services when the UE accesses the SNPN over NWu via a PLMN.
-	Roaming, e.g. roaming between SNPNs. However, it is possible for a UE to access an SNPN with credentials from a CH as described in clause 5.30.2.9.
-	Handover between SNPNs, between SNPN and PLMN or PNI NPN.
-	CIoT 5GS optimizations.
-	CAG.
-	Proximity based Services (ProSe) as defined in TS 23.304 [128].
-	5G NSWO 	Comment by LTHBM1: To be discussed
A UE with two or more network subscriptions, where one or more network subscriptions may be for a subscribed SNPN, can apply procedures specified for Multi-USIM UEs as described in clause 5.38. The UE shall use a separate PEI for each network subscription when it registers to the network.
NOTE:	The number of preconfigured PEIs for a UE is limited. If the number of network subscriptions for a UE is greater than the preconfigured number of PEIs, the number of network subscriptions that can be registered with the network simultaneously is restricted by the number of pre-configured number of PEIs.


* * * * Fourth change * * * *

[bookmark: _Toc91148769]6.2.x	NSWOF
The NSWOF interfaces the WLAN access network using the SWa interface as defined in TS 23.402 [43], and interfaces the AUSF using the Nausf Service Based Interface (SBI) performing the protocol translation and the AUSF discovery.

* * * * Fifth change * * * *


6.3.4	AUSF discovery and selection
In the case of NF consumer based discovery and selection, the following applies:
-	The AMF and the NSWOF performs AUSF selection to allocate an AUSF Instance that performs authentication between the UE and 5G CN in the HPLMN. The AMF and the NSWOF shall utilize the NRF to discover the AUSF instance(s) unless AUSF information is available by other means, e.g. locally configured on AMF and on NSWOF. The AUSF selection function in the AMF and in the NSWOF selects an AUSF instance based on the available AUSF instances (obtained from the NRF or locally configured in the AMF).
-	The UDM shall utilize the NRF to discover the AUSF instance(s) unless AUSF information is available by other means, e.g. locally configured on UDM. The UDM selects an AUSF instance based on the available AUSF instance(s) obtained from the NRF or based on locally configured information, and information stored (by the UDM) from a previously successful authentication.
AUSF selection is applicable to both 3GPP access and non-3GPP access.
The AUSF selection function in AUSF NF consumers or in SCP should consider one of the following factors when available:
1.	Home Network Identifier (e.g. MNC and MCC, realm) of SUCI/SUPI (by an NF consumer in the Serving network) along with the selected NID (provided by the NG-RAN) in the case of SNPN, Routing Indicator and optionally Home Network Public Key identifier (e.g. in the case that Routing Indicator is not enough to provide SUPI range granularity).
NOTE 1:	The UE provides the SUCI to the AMF and to NSWOF, which contains the Routing Indicator and Home Network Public Key identifier as defined in TS 23.003 [19], during initial registration. The AMF and the NSWOF can provide the UE's Routing Indicator and optionally Home Network Public Key identifier to other AMFs as described in TS 23.502 [3].
NOTE 2:	The usage of Home Network Public Key identifier for AUSF discovery is limited to the scenario where the AUSF NF consumers belong to the same PLMN as AUSF.
NOTE 3:	In the case of SNPN and if the UE provides an IMSI type SUCI to the AMF and the SUCI provided by UE or the SUPI derived from the SUCI is for an SNPN served by the AMF, the AMF uses the selected NID provided by the NG-RAN together with the selected PLMN ID (from IMSI) or the Routing Indicator provided by the UE within the SUCI for selection of AUSF. In the case of SNPN and the UE provides an NSI type SUCI to the AMF, the AMF uses the Home Network Identifier and Routing Indicator of SUCI/SUPI for selection of AUSF.
	When the UE's Routing Indicator is set to its default value as defined in TS 23.003 [19], the AUSF NF consumer can select any AUSF instance within the home network for the UE.
2.	AUSF Group ID the UE's SUPI belongs to.
NOTE 4:	The AMF and the NSWOF can infer the AUSF Group ID the UE's SUPI belongs to, based on the results of AUSF discovery procedures with NRF. The AMF provides the AUSF Group ID the SUPI belongs to other AMFs as described in TS 23.502 [3].
3.	SUPI; e.g. the AMF and the NSWOF selects an AUSF instance based on the SUPI range the UE's SUPI belongs to or based on the results of a discovery procedure with NRF using the UE's SUPI as input for AUSF discovery.
NOTE 5:	In the case of Onboarding via ON-SNPN, AUSF instances supporting UE onboarding can be registered in NRF or locally configured in the AMF. The AMF in ON-SNPN can discover and select AUSF instance(s) supporting UE onboarding based on the MCC and MNC or realm part in Home Network Identifier of the SUCI/SUPI provided by the onboarding UE.
In the case of delegated discovery and selection in SCP, the AUSF NF consumer shall send all available factors to the SCP.

[bookmark: _Toc98857346][bookmark: _Hlk98931249][bookmark: _Hlk95828846]
* * * * 6th change * * * *

5.42	Support of Non-seamless WLAN offload
Non-seamless WLAN offload is an optional capability of a UE supporting WLAN radio access.
The architecture to support authentication for Non-seamless WLAN offload in 5GS is defined in clause 4.2.15.
UE supporting non-seamless WLAN offload may, while connected to WLAN access, route specific data flows via the WLAN access without traversing the 5GC. These UE data flows are identified using URSP configuration for Non-Seamless Offload, or UE Local Configurations as defined in TS 23.503 [45]. For these data flows, the UE uses the local IP address allocated by the WLAN access network and no IP address preservation is provided between WLAN and NG-RAN.
For performing the non-seamless WLAN offload, the UE needs to acquire a local IP address on WLAN access and it is not required to connect to an N3IWF, ePDG or TNGF. If the WLAN network is configured to require the 5GS based access authentication of the UE for connecting to the WLAN, the UE performs authentication procedure for Non-seamless WLAN offload in 5GS defined in clause 4.2.15 and in Annex S of TS 33.501 [29]. After successful authentication, the UE is not considered to be entered in 5GS Registered state. The UE can send and receive traffic not traversing the 5GCand which is not under the control of 5GC.
A UE connected to a WLAN access network using 5GS credentials (as shown in Figure 4.2.15-1), may or may not also be connected to 5GC. The UE may connect to 5GC either via another access types (such as NG-RAN), or via the same WLAN access network after performing the 5GS registration via untrusted non-3GPP access procedure (using N3IWF) or interworking between ePDG connected to EPC and 5GS (using ePDG) defined in TS 23.502 [03], if it requires the connection to EPC or 5GC, for example for establishing a PDU session.
When a UE is connected to a WLAN access network using 5GS credentials and using an untrusted non-3GPP access, the UE can perform Non-Seamless Offload of some or all data traffic to this WLAN access network sending the traffic outside the IPSec tunnel encapsulation as defined in URSP rules with Non-Seamless Offload indication.
A UE may use the Registration procedure for trusted non-3GPP access defined in TS 23.202 [2] clause 4.12a.2.2	 and then determine to send some traffic (to be subject to non-seamless WLAN offload) outside of the IPSec tunnel established with the TNGF. 

Editor´s NoteNOTE 1: A UE cannot first connect to a WLAN access network using 5GS credentials and without performing 5GS registration, and then later perform on this WLAN access network 5GS registration using the trusted non-3GPP access procedure without having first to release the WLAN and then establish a new WLAN association per the Registration procedure for trusted non-3GPP access defined in TS 23.202 [2] clause 4.12a.2.2.
[bookmark: _Hlk98953248][bookmark: _Hlk98952665]Different NAI realm formats are defined for the UE to be able to indicate to a WLAN access network whether the UE wishes Trusted Non 3GPP (TNGF) access  to 5GC or wishes to connect to the WLAN access network using its 5GS credentials but without registration to 5GS.
NOTE 2: These NAI formats are defined in TS 23.003 [19].


* * * * End of changes * * * *
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