

SA WG2 Temporary Document
Page 2

SA WG2 Meeting #150E (e-meeting)	S2-2202667r01
6-12 Apr, 2022, Elbonia	(revision of S2-22xxxxx)

Source:	ZTE
Title:	Solution for KI#4: Maximum Number Distribution in multiple NSACFs
Document for:	Approval
Agenda Item:	9.14 Study on Network Slicing Phase 3
Work Item / Release:	FS_eNS_Ph3 / Rel-18
Abstract of the contribution: This paper proposes a new solution for KI#4
Discussion
This paper propose a new solution for KI#4: Support of NSAC involving multi service Area.
In SA2 #149 emeeting, the following KI#4 was agreed.
For one S-NSSAI, there is only one configured global Maximum allowed number value for NSAC. It is possible more than one service area is associated with one S-NSSAI, e.g. to split a PLMN into multi-service areas. This impacts the use cases below as there will be more than one NSACF handling the UE:
-	Multi NSACF deployed within one PLMN: For NSACF deployment more than one service area are defined within one PLMN. For each service area one NSACF or NSACF set is selected for slice admission control. This include the control of the maximum allowed number of UE or PDU session.
-	Roaming: when one user resides at the visit PLMN, the NSAC (Maximum PDU session) may be controlled by the NSACF in the VPLMN (e.g. for LBO PDU session), or the NSACF in the HPLMN (e.g. for HR PDU session).
-	EPS interworking: when the user establishes a HR PDN connection at the EPS network and move to 5GS later, the NSACF(Maximum UE number) selected by the SMF+PGW-C and AMF may be different.
This key issue addresses the above cases, to ensure consistent NSAC handling against the configured global Maximum allowed number. The following aspects will be covered by the key issue:
-	UE Registration.
-	PDU Session establishment.
-	Session continuity when UE move across the service area.
In Release 17, when multiple NSACFs are deployed, how the maximum number of UEs per network slice and the maximum number of PDU Sessions per network slice is distributed among multiple NSACFs, is implementation specific. This solution proposes that there is one centralized NSACF per S-NSSAI controlling the overall quota of maximum number of UEs and maximum number of PDU Sessions. The distributed NSACF obtains local quota from the centralized NSACF if it needs more quota for the network slice. This solution is applicable to both non roaming scenario and roaming scenario.

Proposal
It is proposed to agree the following changes into TR 23.700-41 v010 on FS_eNS_Ph3.

* * * * Start of 1st Change (All new text) * * * * 
[bookmark: tsgNames][bookmark: _Hlk93589796]6.X	Solution #X: Maximum Number Distribution in multiple NSACFs
6.X.1	Introduction
This solution aims to address the KI#4: Support of NSAC involving multi service Area. This solution can be applicable to both non roaming scenario and roaming scenario.
NOTE: This solution doesn’t resolve the service continuity issue.
6.X.2	Functional Description
In this solution, there is one centralized NSACF controlling the overall maximum number of UEs and maximum number of PDU Sessions of the S-NSSAI. The distributed NSACF requests the local maximum number from the centralized NSACF. The centralized NSACF may also update the local maximum number to the related NSACFs,
In roaming case the NSACF in VPLMN interacts with the centralized NSACF in the HPLMN to retrieve the local maximum number and perform the NSAC locally.
The central NSACF may invoke Nnsacf_SliceEventExposure service to request the number of UE and number of PDU session in each distributed NSACF.
6.X.3	Procedure


Figure 6.x.3: Procedure for Maximum Number Distribution in multiple NSACFs
1. [bookmark: _GoBack]When there is no local maximum number in NSACF, or the number of UE or number of PDU session of the S-NSSAI will reach the local maximum number in the NSACF , it sends Local Maximum Number Request to centralized NSACF to request a new local maximum number.
2. If the request is accepted, the central NSACF sends a new maximum number to the NSACF. The NSACF stores the new local maximum number of the S-NSSAI.
3. At any time the centralized NSACF may send Local Maximum Number update message to update the local maximum number in the NSACF which has requested the local maximum number.
4. The NSACF stores the new local maximum value and send response message to the centralized NSACF.

6.X.4	Impacts on services, entities and interfaces
NSACF:
· new interaction between NSACFs for maximum number distribution
* * * * End of Changes * * * * 
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