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[bookmark: OLE_LINK3][bookmark: OLE_LINK4]Abstract of the contribution: update KI#4 to add a question about how to perform privacy check when NWDAF obtains UE location via LCS service.
1. Discussion
[bookmark: _Toc352077766]Based on the following description in clause 6.2.9 in TS 23.288:
Depending on local policy or regulations, to protect the privacy of user data, the data collection and analytics generation for a SUPI or GPSI, Internal or External_Group_Id or "any UE" may be subject to user consent bound to a purpose, such as analytics or model training. The user consent is subscription information stored in the UDM, that includes:
a)	whether the user authorizes the collection and usage of its data for a particular purpose;
b)	the purpose for data collection, e.g., analytics or model training.
……
If user consent for a user is granted, then the NWDAF subscribes to user consent updates in UDM using Nudm_SDM_Subscribe service operation. Otherwise, the NWDAF excludes the corresponding SUPI from the request to collect data and generate analytics.
When Data is collected from the UE Application, the ASP is responsible to obtain user consent to share data with the MNO.
If the UDM notifies that the user consent changed, then the NWDAF checks if the user consent is not granted for the purpose of analytics or model training. If user consent was revoked for a UE, the NWDAF stops data collection for that UE. For analytics subscriptions to any of the UE related analytics with target for analytics set to that UE, the NWDAF stops generation of new analytics and stops providing affected analytics to consumers. If the target for analytics is either an Internal or External Group Id or a list of SUPIs or "any UE", the NWDAF skips those SUPIs that do not grant user consent for the purpose of analytics or model training. The NWDAF may unsubscribe to be notified of user consent updates from UDM for users for which data consent has been revoked.
When NWDAF collects data and generates analytics for a UE, it checks user consent in the subscription information to verify whether the collection is allowed by a user or not. Only if the user consent for the user is granted, the NWDAF can generate analytics.
The mechanism above is quite similar to the privacy check in eLCS. When NWDAF requests UE location via LCS services, the following questions are not clear:
-	If NWDAF already checks the user consent for a user and the user consent is granted, when NWDAF requests UE location via LCS service, whether the privacy check in eLCS can be skipped or not.
-	If the privacy check in eLCS can be skipped, whether the user consent in subscription data needs to be enhanced to support the NWDAF obtain UE location via LCS service.
-	If the privacy check in eLCS is not skipped, whether the current privacy check mechanism needs to be enhanced?
2. Proposal
[bookmark: _Toc510607499][bookmark: _Toc518306733]This paper proposes to update the key issue #4 as following.
* Start of change * 
[bookmark: _Toc508693930][bookmark: _Toc97022924][bookmark: _Toc43819957][bookmark: _Toc43882472][bookmark: _Toc43882646][bookmark: _Toc43882633][bookmark: _Toc43882459]5.4	Key Issue #4: Interaction between Location Service and NWDAF
[bookmark: _Toc508693931][bookmark: _Toc97022925]5.4.1	Description
NWDAF can generate different analytics data, e.g. UE mobility analytics, WLAN performance analytics. 5GC NF (e.g. AMF, PCF) can request analytics data from NWDAF for decision making. But whether and how location service can be benefit from NWDAF is not studied yet. For example, whether the existing analytics generated by NWDAF (e.g. WLAN performance analytics) can be used to improve the location service performance, e.g. to assist the LMF to select the positioning method or decide more accurate assistance data?
[bookmark: OLE_LINK48][bookmark: OLE_LINK49]Furthermore, based on Table 6.7.2.2.1 and Table 6.7.2.3.1 in TS 23.288, the UE location collected and included in the analytics data by the NWDAF is TA or cell. But in some use cases, analytics in granularity of TA or cell level is not sufficient. Considering location service can provide more accurate UE location information, it is needed to study how does the location service provides such information to NWDAF.
To support the aspects above, this key issue will study:
-	How to provide the NWDAF with location information with finer granularity than TA/cell level, e.g. which NF in the location architecture supports the interface to the NWDAF, whether existing location procedures can be re-used or not;
[bookmark: _GoBack]-	Whether the privacy check can be skipped or not when the NWDAF requests location information via LCS services, if not, how to perform the privacy check in LCS;
[bookmark: OLE_LINK8][bookmark: _Hlk96422536][bookmark: OLE_LINK9]-	Whether existing data analytics generated by the NWDAF can be used to improve location service performance and how, e.g. assist the LMF to select the positioning method, decide more accurate assistance data, reduce signalling cost and delay etc.;
-	Identify use cases where new or existing data analytics from the NWDAF can be used for improving location service performance. Regulatory requirements (e.g. different location accuracy requirements from FCC in different cases) will be taken into account.
NOTE:	Coordinated activities between the study FS_eNA_Ph3 and this study are needed. Any new data analytics agreed as part of this Key Issue that need to be provided by NWDAF need to be studied and agreed in FS_eNA_Ph3.
* End of change * 

