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	Reason for change:
	This CR addresses some issues related with the Layer-3 5G ProSe relaying CP security solution that were brought up during discussion in TSG SA #95. 

If not all AMFs in a PLMN are updated to handle the CP security procedures, then the supporting network slice AMFs can be identified based on S-NSSAI. 

AUSF selection is handled via specifyin an exception to TS 23.501 in TS 23.304. 

	
	

	Summary of change:
	S-NSSAI can be used for identification of AMFs that support CP security procedures for relay authentication.

Remote UE information as AUSF selection criteria is moved from TS 23.304 clause 5.1.4.3.2 to TS 23.501 clause 6.3.4.

Title and scope update to avoid conflict with another CR in S2-2202104.

Per-user basis authorisation using GPSIs is added.
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Control Plane-based authentication and authorisationsecurity procedures for 5G ProSe Layer-3 UE-to-Network Relay call flow and procedure is defined in TS 33.503 [29]. It is characterised by the following principles:
-	5G ProSe Layer-3 UE-to-Network Relay's NAS signalling is used for the 5G ProSe Layer-3 Remote UE's authentication and authorisation.
-	The AMF serving the 5G ProSe UE-to-Network Relay selects AUSF as specified in TS 23.501 [4] clause 6.3.4 considering also the 5G ProSe Layer-3 Remote UE information and interacts with the 5G ProSe Layer-3 Remote UE's AUSF.
-	AMF supporting Control Plane based authentication and authorisation for 5G ProSe UE-to-Network Relay is selected as part of the slice as specified in TS 23.501 [4] clause 6.3.5. The 5G ProSe UE-to-Network Relay is configured to use a set of slices that enables to select AMF supporting Control Plane based authentication and authorisation.



