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1. Introduction/Discussion
For the UE behaviour based on 5GC provisioned URSP, UE does not notify the network the result of URSP enforcement. In other words, once the URSP is distributed to UE, neither core network nor the application server knows which URSP rule(s) are enforced. Thus, the network cannot know whether the URSP rules (e.g. the parameters in URSP rule, the Rule precedence) are used as expected.
It is proposed to use NWDAF to generate the enforcement of URSP analytics with some proper data collection from AF, SMF, PCF. The analytics can be used by PCF to determine a more proper URSP for distribution.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-85.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change (all text is new) * * * *
[bookmark: _Toc26173038][bookmark: _Toc30666541][bookmark: _Toc31029835][bookmark: _Toc31030726][bookmark: _Toc43388293][bookmark: _Toc43735523][bookmark: _Toc50130510][bookmark: _Toc50133824][bookmark: _Toc50134164][bookmark: _Toc50557116][bookmark: _Toc50548792][bookmark: _Toc55202097][bookmark: _Toc57209719][bookmark: _Toc57366110][bookmark: _Toc68086061]6.X	Solution #X:  
[bookmark: _Toc97271691]6.X.1	General description
[bookmark: _Toc326248711][bookmark: _Toc20147943][bookmark: _Toc23145943]For the UE behaviour based on 5GC provisioned URSP, UE does not notify the network the result of URSP enforcement. In other words, once the URSP is distributed to UE, neither core network nor the application server knows which URSP rule(s) are enforced. Thus, the network cannot know whether the URSP rules (e.g. the parameters in URSP rule, the Rule precedence) are used as expected.
It is proposed to use NWDAF to generate the enforcement of URSP analytics with some proper data collection from AF, SMF, PCF. The analytics can be used by PCF to determine a more proper URSP for distribution.
The consumer of these analytics may indicate the analytics filter in the request:
-	Analytics ID = "URSP enforcement".
-	Target of Analytics Reporting: a single UE;
-	An Analytics Target Period indicates the time period over which the statistics or predictions are requested

[bookmark: _Toc50022463][bookmark: _Toc50023112][bookmark: _Toc12839][bookmark: _Toc50023697][bookmark: _Toc23957][bookmark: _Toc43393227][bookmark: _Toc50021190][bookmark: _Toc50309765][bookmark: _Toc31491][bookmark: _Toc6848][bookmark: _Toc14484][bookmark: _Toc50579497][bookmark: _Toc17107][bookmark: _Toc27550][bookmark: _Toc42779151][bookmark: _Toc54770091][bookmark: _Toc54779446][bookmark: _Toc54786406][bookmark: _Toc30760][bookmark: _Toc42770095][bookmark: _Toc57201257][bookmark: _Toc50021759][bookmark: _Toc44004394][bookmark: _Toc57641295]6.x.1.2	Input data
In order to analyse the URSP enforcement and optimize the distribution of URSP, NWDAF shall be able to collect data from AF, SMF, and PCF, as described below:

Table 6.x.1.2-1: Data collected by NWDAF
	Information
	Source
	Description

	Application Descriptor, AF IP address, or other Traffic Descriptor parameters that is being used by the UE’s application
	AF
	The AF can know which TD parameter (e.g. Application IP address) is being used by the UE’s application. It helps NWDAF to identify which TD of URSP rule is being used by the UE. 

	UE IP address that is being used by the UE’s application
	AF
	This helps to find the SM context of the PDU session serving the UE ‘s application

	The parameters of PDU session (e.g. S-NSSAI, DNN, Access Type) that is being used for the UE
	SMF
	SMF knows the SM context indicating the parameters of PDU session which can be mapped to a certain RSD of a URSP rule 

	The URSP rule (Traffic Descriptor + RSD) that has been distributed to the UE
	PCF
	URSP distribution is determined by PCF.



NWDAF acquires UE IP address/prefix being used by the UE from an AF and get the SUPI corresponding to the UE IP address/prefix, then the SM context (RSD related parameters) from SMF. The SM context will be mapped to the RSD of the URSP rule, then NWDAF knows which URSP rule/RSD is being used for the UE’s application.

[bookmark: _Toc42779152][bookmark: _Toc19361][bookmark: _Toc42770096][bookmark: _Toc26520][bookmark: _Toc14427][bookmark: _Toc5230][bookmark: _Toc50023698][bookmark: _Toc28581][bookmark: _Toc44004395][bookmark: _Toc50021191][bookmark: _Toc50309766][bookmark: _Toc50021760][bookmark: _Toc50022464][bookmark: _Toc50023113][bookmark: _Toc50579498][bookmark: _Toc43393228][bookmark: _Toc13253][bookmark: _Toc9722][bookmark: _Toc4730][bookmark: _Toc57201258][bookmark: _Toc54770092][bookmark: _Toc54779447][bookmark: _Toc54786407][bookmark: _Toc57641296]6.x.1.3	Output Analytics
NWDAF can analyse the data collected from UE and NFs and provide the output that is shown in the table below. The output analytics may be used by the PCF to check that the UE is correctly applying URSP Rules and decide if new URSP rules need to be send to the UE or URSP rules need to be removed from the UE.:
Table 6.x.1.3-1: statistics for UE enforcement of URSP
	Analytics
	Description

	List of URSP rule
	The URSP rule distributed to UE during the Analytics Target Period

	> Applied URSP rule
	The URSP rule applied by the UE

	  >> Applied RSD
	The RSD of the URSP rule applied by the UE

	  >> Applicable Time Period
	The time period within the Analytics target period that the analytics applies to



Table 6.x.1.3-2: Prediction for UE enforcement of URSP
	Analytics
	Description

	List of URSP rule
	The URSP rule distributed to UE during the Analytics Target Period

	> Applied URSP rule
	The URSP rule applied by the UE

	  >> Applied RSD
	The RSD of the URSP rule applied by the UE

	  >> Applicable Time Period
	Prediction of the time period within the Analytics target period that the analytics applies to

	  >> Confidence
	Confidence of prediction



Editor’s note: It is FFS that the details of URSP rules enforcement data collection and the specific usage of this information.
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[bookmark: _Toc97271692]6.X.2	Procedures


Figure 6.x.2: NWDAF assisted URSP
Step 1-3
NWDAF collects URSP related data from PCF, SMF, NEF/AF respectively. The data has been illustrated in clause 6.x.2 as input data
Step 4-5
PCF invokes Nnwdaf_AnalyticsInfo_Request service operation and indicate the following in the request
-	Analytics ID = "URSP enforcement".
-	Target of Analytics Reporting: One or more SUPI(s);
-	Analytics filter: An Analytics Target Period indicates the time period over which the statistics or predictions are requested
Based on the received Analytics result in Nnwdaf_AnalyticsInfo_Response, the PCF may generate or update the URSP provisioned to UE. 


6.X.3	Impacts on services, entities and interfaces
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