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Abstract of the contribution: this paper Propose a solution to enable AF to request predefined SFC for traffic flow(s) related with target UE(s).
1 Discussion
The FS_SFC has the KI#1/KI#2. The KI is related to whether the existing traffic steering policy can be reused for the SFC handling. If not, whether we need define a SFC policy and what is difference comparing to the traffic steering policy. Also how the AF request the related SFC policy. Per those question listed in the KI, this paper addresses how to implement the AF request predefined SFC for traffic flow(s) related with target UE(s).  
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update 23.700-18 as follows.

FIRST CHANGE
[bookmark: _Toc22214907][bookmark: _Toc23254040][bookmark: _Hlk92710421]6.0	Mapping of Solutions to Key Issues
	
	Key Issues

	Solutions
	KI#1
	KI#2
	
	

	1. Solution X: AF to request predefined SFC for traffic flow(s) related with target UE(s)
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	X
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



NEXT CHANGE 
6.X	Solution #X: AF request predefined SFC for traffic flow(s) related with target UE(s)
6.X.1	Description
[bookmark: _Toc500949101][bookmark: _Toc22214910]The AF-influenced traffic steering enforcement control information is used to influence SMF routeing decisions for an identified traffic of PDU Session. It steers the user traffic to a local access to a Data Network (identified by a DNAI) per AF request. The AF-influenced traffic steering enforcement control information can be derived by the PCF based on the N6 Traffic Routing requirements provided by the AF. Until Rel-17 this is supported in non-roaming scenarios and to LBO deployments only
The N6-LAN traffic steering enforcement control steer the identified traffic to appropriate operator 3rd party service functions in the N6-LAN. When the PCF generate the PCC rule for the SMF, the N6-LAN traffic steering enforcement control information is generated based on the operator's policy. This is supported in non-roaming and home-routed scenarios only. However that information is not generated or derived based on AF request.
The AF-influenced traffic steering enforcement control is only applied to the uplink traffic in the existing specification. The N6-LAN traffic steering enforcement control can be applied to the downlink traffic, uplink traffic or both. The N6-LAN Traffic steering policy identifiers can be different for uplink and downlink direction. 
Table 6.3.1 of TS 23.503[4] indicates that either N6-LAN Traffic Steering Enforcement Control or AF influenced Traffic Steering Enforcement Control can be included within a PCC rule. It means that traffic steering and SFC can’t be applied to the same application traffic simultaneously.
From above analysis, it can be concluded that the N6-LAN traffic steering control (i.e. SFC policy) is different from the AF-influenced traffic steering enforcement control (i.e. traffic steering policy).
It is proposed that SFC policy and traffic steering policy is separated. An Application Function may send a request to influence SFC enforcement for the application traffic. In the request, the AF shall include the N6-LAN traffic steering control information, which includes target UE Identifier(s), DNN, S-NSSAI, SFC identifier (uplink and/or downlink), to the 5GC based on the SLA between the operator and the 3rd party. The PCF authorizes the N6-LAN traffic steering control information received from AF based on the SFC identifier (uplink and/or downlink) and operator's policy when generating the PCC rule. And then the N6-LAN traffic steering enforcement control information provisioning and enforcement defined in clause 6.1.3.14 and 6.2.2.6 of TS 23.503[4] can be applied, i.e. installing the related rule at UPF.


Figure 6.x.1-1 Architecture and traffic steering control flow
Similar with the AF influenced traffic steering control defined in clause 4.3.6.1 of TS 23.503[3], the following cases can be distinguished:
-	AF requests targeting an individual UE by a UE address; these requests are routed (by the AF or by the NEF) to an individual PCF using the BSF. This is described in clause 6.x.2.1.
-	AF requests targeting a group of UE(s), or any UE accessing a combination of DNN and S-NSSAI, or targeting individual UE by a GPSI. This is defined in clause 6.x.2.2.
Same general handing as described in clause 4.3.6.1 of TS23.502[3] are executed, e.g. how the NEF map the AF request to the DNN, S-NSSAI.
Editor's note: It is FFS how the 5GC selects the UPF with the appropriate predefined SFPs corresponding to the AF request of the 3rd party. The operator can have SLAs with multiple 3rd parties and the predefined SFPs for distinct 3rd parties can be deployed in distinct UPFs.
[bookmark: _Hlk100307640][bookmark: _Hlk100307779]The solution assumes no impact to SMF and UPF	Comment by LTHM0: From clause 6.X.3
Editor's note: It is FFS whether the solution assumes that the 5GC and the AF always have agreed via SLA on the mapping between a SFC identifier and for each DNAI/ N6 interface: the corresponding SFP, the metadata that the UPF should send to the SFP once it has done its SFC related classification	Comment by LTHM0: If it is not FFS can you clarify for example removing : “It is FFS whether” and transforming EN into actual text

[bookmark: _Toc23254043]6.X.2	Procedures
6.x.2.1	Handling an AF request targeting an individual UE address 


Figure 6.x.2.1-1: Handling an AF request targeting an individual UE address
1. Step 1 to Step 5 of figure 4.3.6.4 of TS 23.502[3] are performed with following modifications and exceptions:
· In step 1, the AF provides the N6-LAN traffic steering control information in the request.
· In step 4, the AF or the NEF provides the N6-LAN traffic steering control information in the request.
In both case the N6-LAN traffic steering control information includes SFC identifier (uplink and/or downlink).
· In step 5, the PCF authorizes the N6-LAN traffic steering enforcement control information based on the received the N6-LAN traffic steering control information and the operator’s policy. The N6-LAN traffic steering enforcement control information includes the appropriate N6-LAN Traffic steering policy identifier(s) (uplink and/or downlink), which is derived from the AF provided SFC identifier (uplink and/or downlink).
2. The SMF generates the N4 rule based on the received PCC rule. Especially the SMF derives the forwarding policy identifier (uplink and/or downlink) within the FAR based on the authorized the N6-LAN traffic steering enforcement control information. The SMF provides the derived the N4 rule to the UPF.
3. Per the received forwarding policy ID, when the UPF detects the related traffic, the UPF steers the corresponding traffic to the service function(s) deployed in the N6-LAN. How to steering the traffic is out of 3GPP scope.
Editor's note:	The handling that the N6-LAN traffic steering control and AF-influenced traffic steering control are both applied to the traffic is FFS.
[bookmark: _Toc20203997][bookmark: _Toc27894683][bookmark: _Toc36191750][bookmark: _Toc45192836][bookmark: _Toc47592468][bookmark: _Toc51834549][bookmark: _Toc91153570]6.x.2.2	Handling an AF request not identified by an UE address


Figure 6.x.2.2-1: Handling an AF request not identified by an UE address
1. Step 1 to Step 5 of figure 4.3.6.2 of TS 23.502 are performed with following modifications and exceptions:
· In step 1, the AF provides the N6-LAN traffic steering control information in the request, which includes SFC identifier (uplink and/or downlink).
· In step 3, the NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = N6-LAN traffic steering control information, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and/or Internal Group Identifier or SUPI).
· In step 4, the PCF(s) that have subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = N6-LAN traffic steering request information, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI) receive(s) a Nudr_DM_Notify notification of data change from the UDR.
· In step 5, the PCF authorizes the N6-LAN Traffic Steering Enforcement Control information based on the received N6-LAN traffic steering control information and the operator’s policy. The N6-LAN traffic steering enforcement control information includes the appropriate N6-LAN Traffic steering policy identifier(s) (uplink and/or downlink), which is derived from the AF provided SFC identifier (uplink and/or downlink).
2. The SMF generates the N4 rule based on the received PCC rule especially the SMF derives the forwarding policy identifier (uplink and/or downlink) within the FAR based on the authorized the N6-LAN traffic steering enforcement control information. The SMF provides the derived the N4 rule to the UPF.
3. Per the received forwarding policy ID, when the UPF detects the related traffic, the UPF steers the corresponding traffic to the service function(s) deployed in the N6-LAN. How to steering the traffic is out of 3GPP scope.
Editor's note:	The handling that the N6-LAN traffic steering control and AF-influenced traffic steering control are both applied to the traffic is FFS.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc22214911][bookmark: _Toc23254044]6.X.3	Impacts on Existing Nodes and Functionality
The solution has impacts in the following entities:
AF:
-	Needs to support to include the N6-LAN traffic steering control request information in the request.
NEF:
-	Needs to support to transfer the N6-LAN traffic steering control request information.
UDR
-	Needs to support to store the N6-LAN traffic steering control request information.
PCF:
-	Needs to support to authorize the N6-LAN traffic steering enforcement control information based on the received the N6-LAN traffic steering control information.
END OF CHANGES
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