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Abstract of the contribution: It is proposed to introduce a key issue on support of non-3GPP access for SNPN services.
1. Discussion
The Rel-18 FS_eNPN_ph2 SID describes the WT#2 as follows:
[bookmark: _Hlk94176128]2.	Support for non-3GPP access for SNPN.
[bookmark: _Hlk94273938]In Rel-16 it is specified that the SNPN services can be accessed via a PLMN as described in TS23.501 Annex D.3 "Support for UE capable of simultaneously connecting to an SNPN and a PLMN".  Such access to the SNPN can be described as indrirect access. 
The scope of the Rel-18 FS_eNPN_ph2 SID is to study direct access to the SNPN via non-3GPP access networks. 
One open question is which types of non-3GPP access networks to study.  The authors of this paper believe that is beneficial to provide a tool-box to the SNPN operator to integrate various non-3GPP access technologies (e.g. trusted or untrested WLAN, Wireline) directly connected to the 5G Core Network.  
Based on the discussiond from SA2#149E meeting, this paper proposes to not limit the scenarios on the non-3GPP access technologies, i.e. it is open to study untrusted N3GPP access, trusted N3GPP access, wireline 5G access and other possible scenarios. 
2. Proposal
It is proposed to add the following new key issue to 3GPP TR 23.700-08.

* * * First Change * * * *
[bookmark: _Toc97274353][bookmark: _Toc20049535][bookmark: _Hlk99444822]5.2	Key Issue #2: Support of Non-3GPP access for SNPN
[bookmark: _Toc97274354]5.2.1	Description
Editor's note:	key issue assumed to be defined at the next meeting.
Currently the 3GPP specifications do not support direct connection to SNPN via non-3GPP access networks. Indirect connection to SNPN via PLMN using untrusted non-3GPP access architecture is supported as shown in TS 23.501 Annex D.3.
There are already non-3GPP access technologies which are in use in enterprises and campuses, and it is foreseen that use of such non-3GPP access technologies will continue to evolve. The integration of these existing technologies in the SNPN would add flexibility to the SNPN operators. In general, the solutions of this key issue aim to address the support for non-3GPP access for SNPN.
One objective of this key issue is to enable the 5GS to support direct and indirect connection of non-3GPP access networks to the SNPN's 5GC (e.g. access from non-3GPP access of different PLMN and SNPN) and access to SNPN functionalities (e.g. support of UE onboarding, access to SNPN with credentials from a Credentials Holder, support for Emergency services, determination of RAT type for indirect) where applicable. 
NOTE 1:	Co-ordination with BBF and CableLabs will take place as needed during the study, e.g. for solutions related to Wireline 5G Access Network.
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