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Abstract: this paper proposes a new solution for AF triggered MBS session management. 
1. Introduction
This solution addresses KI#3 “On demand multicast MBS session”.
Instead of UE demands 5GC to use multicast transport described in R17, this solution addresses the case that AF dynamically demands 5GC to use multicast transport for the content delivery, e.g., due to APP in UE interacts with AF for content fetching. 
This solution does not address the on-demand cases that described in TR 26.849 (MooD), which is for resource efficiency that LTE RAN is on-demanded to use MBMS frequency for traffic delivery when lots of UE on the same site receive the same content. But NG-RAN has the ability to use both PTP and PTM for multicast data delivery, so whether MooD is needed or not for 5G needs FFS.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-47.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc22214907][bookmark: _Toc23254040][bookmark: _Toc97289435]6.0	Mapping of Solutions to Key Issues
Editor's note:	This clause describes the mapping between solutions and key issues.
Table 6.0-1: Mapping of Solutions to Key Issues
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	Solutions
	1
MBS session reception in RRC Inactive
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* * * * Second change (NEW TEXT) * * * *
[bookmark: _Toc97289436]6.Y	Solution #Y: AF triggered MBS session management
[bookmark: _Toc97289437]6.Y.1	Introduction
This solution addresses Key Issue #3. 
This solution addresses the case that AF dynamically demands 5GC to use multicast transport for the content delivery, e.g., due to publisher dynamically provides the service and APP in UE interacts with AF for content fetching of the service, and according to the response from 5GC to select unicast mode for content delivery, e.g., UE does not support multicast transport (out of the scope of this study). The service may contain multiple media streams but only part of the media streams is demanded to use multicast transport.
[bookmark: _Toc97289438]6.Y.2	Functional description
It is most popular today that content provider provides video to users via APP in UE, but in unicast transport style. Live stream dramatically grows today, which also uses unicast transport. The video services provided by AF can not only be published by the content provider, but also can be published by users of the content provider dynamically. The consumer will not only be a receiver in today’s video stream services, but also a participant to interact with the services, such as sending message to interact with the live stream salesperson, sending message when watching a video to share with all the viewers.
In most cases, the users visit the portal for requesting the content, and the AF holds most business logic for providing the services, e.g., the location related operations, the user authentication and authorization per the AF instead of the service, etc. And the service, in most cases, will contain multiple media streams that only part of the steams is demanded to be delivered via multicast transport. This business model is consistent for services provided by AF, and the mobile network does not suffer the burst of UE request simultaneously for a specific service.

In order to use multicast transport for multicast streams of those services, the 5GC needs to identify the multicast data and uses multicast transport for the delivery and does not impact the AF service logic. And in order to not limiting the consumers based on the UE capability, the 5GC and AF needs to prepare unicast mode in case the UE does not support receiving data with multicast transport (this is out of the scope of this study).
Editor´s note: The following text is FFS and valid examples and more explanation needs to be provided: Release 17 5MBS uses the model that most service logic is done by 5GC although provisioned by AF, which means the AF shall hand over lots of logic to operator. This solution reuses the current unicast business model to provide an alternative solution for content providers.	Comment by Nokia r05: All those statements about REl-17 are wrong. Service logic to determine area restrictions is entirely in the AF. If there are restriction for the authorization of users for an MBS session, the service logic to determine those restrictions is also in the AF

[bookmark: _Toc97289439]Editor´s note; Further explanation is required why the use cases in this clause cannot be addressed with Rel-17 MBS procedures.	Comment by vivo: More like evaluation but I add description above to explain that AF does not want to hand over something to the operator.	Comment by Nokia r05: 
Editor´s note; The functional description needs to be anhanced to cover not only uise cases but also key technical ideas	Comment by Nokia r05: This was intending to express that you do not only require text about use cases and motivation, but also a high-level summary of the suggested solution

6.Y.3	Procedures
[bookmark: _Toc68074940][bookmark: _Toc57449893][bookmark: _Toc55202917][bookmark: _Toc54729767][bookmark: _Toc50467018][bookmark: _Toc50192873][bookmark: _Toc43733122][bookmark: _Toc43297424][bookmark: _Toc97289440]6.Y.3.1	General
Following figure 6.Y.3.1-1 shows the general concept of the solution:




Figure 6.Y.3.1-1: Overall procedure for AF triggered MBS Session ManagementGeneral concept
The AF delivers the multicast data of different multicast sessions to the 5GC, which may be in a tunnel between the AF and the 5GC if the transport network between the AF and 5GC does not support multicast. The 5GC distinguish the multicast session based on the mapping between the packet filters and the MBS Session ID. The content delivery is requested by the UEs over application layer, and the AF handles the service logic.
0.	The UE has established an associated PDU Session for MBS. During the PDU Session Establishment procedure, the UE indicates the MBS capability to SMF. 

1.	When the AF needs to use tunnel for sending the MBS data, the AF manage the tunnel between the AF and the 5GC, which is not per MBS session. This step can be prior to step 2 or after step 2. 

2.	The content provider may use a portal to publish the services, which may be dynamically published, e.g., a live stream arranged by a live streamer, a live interview for breaking news, etc. The user may visit the portal via an APP in the UE and request the content of an MBS service, which may be interactive MBS service, i.e., contains multicast service data and unicast service data. Although service announcement for MBS Session is supported, but currently most content providers still want to use web portal, which is consistent as unicast service announcement.
3.	The AF interacts with 5GC for managing the MBS AF Session for the UE.

4.	The 5GC manages the MBS UE Session towards the UE.
[bookmark: _Toc97289441]Editor´s note; More explanation about the difference to existing MBS procedures is required. The MBS AF can already provide service announcements and it is ffs whether the above procedure can be regarded as service announcement.
6.Y.3.2	MBS Session Configuration 5GC-AF connection management procedure
This is an optional procedure, and the purpose to for negotiate the information for establishing the tunnel for multicast data delivery for the AF. tThe Ingress address of MB-UPF/MBSTF may be preconfigured for an AF or multiple AFs, in this case the procedure is not needed to be performed.
The differences between this procedure and the MBS Session Creation procedures in clause 7.1.1.2 and 7.1.1.3 of TS 23.247 [4] are as following:
-	The request from AF does not include MBS Session ID, Service type, QoS requirement, which is related to an MBS Session. 
-	The PCC is not involved if deployed.
-	No TMGI allocation procedure in prior.
-	The MB-SMF is discovered and registers per AF.


Figure 6.Y.3.2-1: MBS 5GC-AF connection management procedures
1.	For creating the 5GC-AF connection for MBS services, the AF sends MBS AF Connection Create Request (AF ID, [Area Info]) towards the NEF/MBSF. For updating the 5GC-AF connection for MBS services, the AF sends MBS AF Connection Update Request (AF ID, Area Info) towards the NEF/MBSF. For deleting the 5GC-AF connection for MBS services, the AF sends MBS AF Connection Delete Request (AF ID) towards the NEF/MBSF.
	If the AF only provides services in a limited area, the Area Info may be included, which may be a geographic area or civic address information. 
2.	The NEF/MBSF authorizes the AF.
3.	If authorization succeeds, the NEF/MBSF first discovers the MB-SMF from the NRF by providing the AF ID, The NRF selects the MB-SMFs configured for the AF and responds with the information of the MB-SMFs. For creation, if no MB-SMF is found, the NEF/MBSF then discovers the MB-SMF by the Area Info, the Area Info is received from step 1, or is locally configured for the AF. For update, if the returned MB-SMFs is not able to cover the Area Info, the NEF/MBSF then discovers the MB-SMF by an appropriate Area Info. The NRF selects the appropriate MB-SMFs according to the Area Info and responds with the information of the MB-SMFs.
4.	For creation and update, the NEF/MBSF selects the MB-SMFs, according to the Area Info if needed, and invokes MBS AF Connection Create Request (AF ID, [Area Info]) or MBS AF Connection Update Request (AF ID, Area Info) towards the MB-SMFs. For deletion, the NEF/MBSF invokes MBS AF Connection Delete Request (AF ID) towards the MB-SMFs.
5.	For creation and update, if the MB-SMF has not registered AF ID to the NRF, the MB-SMF registers the AF ID to the NRF. For deletion, the MB-SMF deregisters the AF ID from the NRF.
6-7. For creation, the MB-SMF selects MB-UPF, according to the received Area Info if received, and may interact with the MB-UPF to create an Ingress address for the AF. For update, the MB-SMF selects MB-UPF that does not serve the AF and may interact with the MB-UPF to create an Ingress address of the AF. For deletion, the MB-SMF may interact with the MB-UPF that serves the AF to release the connection resources.
8.	The MB-SMF responds to the NEF/MBSF, for creation and update, the MB-SMF sends the Ingress address and corresponding Area Info to the NEF.
9-10. For creation and update, if MBSF decides to involve MBSTF, the MBSF interacts with the MBSTF with the received Ingress address, and MBSTF returns Ingress address of the MBSTF. For deletion, if MBSTF is involved in creation, the MBSF interacts with the MBSTF to release the connection resources.
11.	The NEF/MBSF responds to the AF. For creation and update, the NEF/MBSF sends the Ingress address and optional corresponding Area Info to the AF. The Area Info is used by the AF to determine which Ingress address is used to deliver the MBS data based on UE location.
Editor´s note; More explanation about the meaning of MBS connection is required. How does it related to MBS sessions? What is the purpose to establish it separately? How is the MBS session established?

[bookmark: _Toc97289442]6.Y.3.3	AF triggered MBS Session management procedures with PCC
This procedure is for AF triggered MBS Session Join or Leave when dynamic PCC is deployed.




Figure 6.Y.3.3-1: AF triggered MBS Session management procedures with PCC
1.	The UE established a PDU Session as described in clause 7.2.1.2 of TS 23.247 [4], during the PDU Session Establishment procedure, the UE indicates the MBS capability to SMF. The content provider may use a portal to publish the services, which may be dynamically published, e.g., a live stream arranged by a live streamer, a live interview for breaking news, etc. The user may visit the portal via an APP in the UE and request the content of an MBS service or stops the content of an MBS service, which may be interactive MBS service, i.e., contains multicast service data and unicast service data. The APP sends UE address and the UDP port for receiving the multicast data to the AF.	Comment by vivo: For further clarification, how an APP gets the UE address can refer to, e.g., getLinkProperties method in https://developer.android.com/reference/android/net/ConnectivityManager
	The AF may perform MBS 5GC-AF connection management procedure as described in clause 6.Y.3.2 for creating or removing the connection resources tunnel between the AF and some MB-UPFs.
NOTE 1:	In case UE has multiple PDU Sessions, the URSP in the UE needs to make sure that the APP uses the associated PDU Session for unicast traffic delivery.
2-5. The steps are same as described in TS 23.502 [3] clause 4.15.6.6 and 4.15.6.6a with following differences:
-	The name of service operations exposed by NEF is different, and the flow description(s), if included, includes some packet filters that additionally contains IP multicast address to indicate that the data of the unicast flow can be alternatively sent via multicast (in case unicast transport is used, the network can know that it is for a multicast service).
-	The flow description(s) sent to PCF includes some packet filters that additionally contains IP multicast address.
	If the AF is in trust domain, the AF can perform step 3, 5, and 16 directly.
6.	The PCF invokes Policy Update Notify towards the SMF, which includes unicast QoS information and flow description(s) that additionally contains IP multicast address (i.e., multicast flow descriptions).
7.	The SMF may initiate PDU Session Modification procedure for updating unicast QoS flows.
8.	MBS Session Join: For multicast flow creation, the SMF gets the MBS subscription data from UDM to verify whether the UE is allowed to join any MBS Session (if the UE does not support MBS, the default is "no", how the user explicitly indicates to change the subscription is out of scope). If the authorization fails, go to step 16 and SMF indicates cause value to the PCF. The AF can use unicast transport for the multicast data delivery.	Comment by vivo: It is the user’s reason that unicast transport is used, network can use charging policy for the unicast transport of the traffic different from the multicast transport, and user can be informed of the charging difference (out of scope), so user can decide whether to continue.
9.	MBS Session Join: If the multicast flows of the MBS Session are create and the SMF does not know the MB-SMF serving the MBS Session, the SMF discovers the MB-SMF with SSM from the NRF, the NRF returns the information of MB-SMF that serves the SSM. If no MB-SMF information returned, then the SMF discovers the MB-SMF with AF ID from the NRF, the NRF returns the information of MB-SMF that servers the AF. The SMF selects the MB-SMF based on the UE location information.
10.	MBS Session Leave: In case the multicast flows are removed and no UE served by the SMF is receiving the data of the MBS Session, the SMF invokes MBS Session Context Status Unsubscribe (TMGI) towards the MB-SMF serving the TMGI.
MBS Session Join: Otherwise, if the SMF does not have the context of the MBS Session, the SMF invokes MBS Session Context Status Subscribe (AF ID, SSM, multicast flows descriptions) towards the selected MB-SMF. If the MBS Session has been created, e.g., with procedure described in clause 7.1.1.2 or 7.1.1.3 of TS 23.247 [4], then steps 11-13 are skipped, otherwise, the MBS Session will be created by preforming steps 11-13.
Editor´s note: It is ffs whether an MBS Session Context Subscribe is suitable to create an MBS session or an MBS Session create operation should be used instead.

11.	MBS Session Leave: If MBS Session Context Status Unsubscribe is invoked and no SMF maintains the subscription of the MBS Session Context Status, the MB-SMF deallocates the associated TMGI and deregisters the AF ID, SSM, and the associated TMGI from the NRF.
MBS Session Join: Otherwise, if MBS Session Context Status Subscribe is invoked and the MB-SMF has not create the context for the MBS Session, the MB-SMF assigns a TMGI and registers the AF ID, SSM, and TMGI into the NRF.
12.	MBS Session Join: For subscription, if the MB-SMF does not have the multicast QoS information for the MBS Session (e.g., procedures in TS 23.247 [4] clause 7.1.1 is not performed), the MB-SMF interacts with the MB-PCF for creating the association with the MB-PCF and querying the multicast QoS information for the MBS Session with the multicast flows descriptions. 
MBS Session Leave: For un-subscription, if the MB-SMF does not serve the MBS Session any more (i.e., all SMFs unsubscribed the MBS Session Context Status), the MB-SMF interacts the MB-PCF for deleting the association with the MB-PCF.
13.	MBS Session Join: For subscription, the MB-SMF interacts with the MB-UPF to reserve resources for the multicast service data if needed. 
MBS Session Leave: For un-subscription, the MB-SMF interacts with the MB-UPF to release resources for the multicast service data if no longer needed.
14.	The MB-SMF responds to the SMF
MBS Session Join: For subscription, the MB-SMF returns the multicast QoS information and the TMGI.
15.	MBS Session Join: For multicast QoS information creation, steps 5-12 described in TS 23.247 [4] clause 7.2.1.3 are performed with following differences:
-	The step 5 is Namf_Communication_N1N2MessageTransfer. If the MBS capability of UE is received supports MBS and multicast streams are demanded, the SMF includes QoS rules for DL only in the N1 Message Container in step 5, which will include MBS Session ID as a parameter in the QoS rules for DL only. The QoS rules for DL only can be used by the UE to transfer the IP multicast address in the received packets to the UE address, and to transfer the destination UDP port in the received packets to the UE UDP port.	Comment by vivo: The multicast data receiving and sending are not supported in smartphone OS (i.e., iOS and Android), e.g., refer to https://developer.android.com/reference/kotlin/java/net/MulticastSocket. 
-	If the MBS capability of UE is not received does not support MBS, the SMF does not include MBS Session related information in the N2 SM info send to NG-RAN (i.e., individual delivery is selected), as well as instructs the UPF to perform NATP as described in above bullet for the incoming multicast data of the MBS Session towards the UE (i.e., unicast mode is selected).
-	If unicast QoS parameters are received in step 6, the SMF also update the unicast QoS flows during the PDU Session Modification procedure.
Editor´s note; User consent for this operation and procedures if it is denied are ffs.
	MBS Session Leave: For multicast QoS information removal, steps 3-11 and 13 described in TS 23.247 [4] clause 7.2.2.2 are performed with following differences:
-	The step 7 is Namf_Communication_N1N2MessageTransfer, and the SMF also update the unicast QoS flows during the PDU Session Modification procedure if unicast QoS flows need to be updated.
16.	The SMF notifies the PCF.
17.	The PCF Notifies the NEF with cause value related to MBS. 
18.	The NEF notifies the AF with the cause value. If the PCF does not support MBS (i.e. no corresponding cause value indicated), the corresponding unicast QoS flow will be established, the AF can use unicast transport for the multicast data delivery.	Comment by vivo: It is the network’s reason that unicast transport is used, network can use charging policy for the unicast transport of the traffic same as for the multicast transport, user does not need to be informed because there’s no charging difference.
6.Y.3.4	AF triggered MBS Session management procedures without PCC
This procedure is for AF triggered MBS Session Join or Leave when dynamic PCC is not deployed.


Figure 6.Y.3.3-1: AF triggered MBS Session management procedures without PCC
0.	After the PDU Session Establishment procedure, the SMF create the SMF-NEF connection with the NEF similar as described in TS 23.502 [3] clause 4.25.2 and 5.2.6.15, during which the SMF sends the UE address to the NEF. The difference is that the subscription of the UE includes the NEF ID for MBS, and the NIDD information in the request to the NEF is changed to MBS information with same content, i.e., GPSI, AF ID.
1-2. Same as steps 1-2 in clause 6.Y.3.3.
3.	The NEF invokes the MBS AF Session Create/Update with AF ID and SSM towards the SMF.
4-8. Same as steps 8-10 and 12-13 in clause 6.Y.3.3.
9-10. The SMF responds to the NEF. The NEF responds to the AF.
11.	Same as steps 14 in clause 6.Y.3.3.
12-13. The SMF notifies to the NEF. The NEF notifies to the AF.
[bookmark: _Toc97289444]6.Y.4	Impacts on services, entities and interfaces.
[bookmark: _Hlk500857602][bookmark: _Toc500949103][bookmark: _Toc20473562]UE:
-	May be a legacy UE, or may not support UE initiated join.
-	May support indicating MBS capability to SMF during PDU Session Establishment.
-	May support NATP performance for incoming multicast data.
NEF/MBSF:
-	Support handling MBS AF Session service to AF (similar as AF Session with QoS service).
-	May support additionally handling UE address during SMF-NEF connection establishment procedure as described in TS 23.502 [3] clause 4.25.2, which is used to find out the serving SMF.
-	May expose MBS 5GC-AF Connection service to AF, discovering MB-SMF from NRF by AF ID and Area Info, and invoke MBS AF Connection service towards MB-SMF.
SMF:
-	Support discovering MB-SMF from NRF by AF ID and/or Area Info.
-	Support receiving AF ID, SSM, and multicast flows information from PCF or NEF and sending them to MB-SMF for multicast flows handling.
-	Support determining delivery method and instructs UPF to perform NATP for multicast data based on UE MBS capability.
-	May support sending UE address during the SMF-NEF connection establishment procedure to NEF after associated PDU Session Establishment.
MB-SMF:
-	Support MBS Session Context Status subscribe with AF ID and SSM, and allocate/deallocate TMGI accordingly.
-	Support register to NRF with AF ID.
-	May support interacting with MB-PCF with multicast flows information.
-	May support handling MBS 5GC-AF Connection service to NEF.
NRF:
-	Support selecting MB-SMF and responding information of MB-SMF queried by AF ID or Area Info.
-	Support MB-SMF registration with AF ID.
PCF:
-	Support sending AF ID, SSM, and multicast flows information to SMF for multicast flows handling.
-	Support sending cause value for handling multicast flows to NEF/AF.
Editor's note:	Additional impacts are FFS.
* * * * End of changes * * * *
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