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Abstract: This contribution introduces a solution of designation of Traffic Category in URSP rules. 
1. Discussion
According to the S2-2105356, GSMA NG 5GJA has discussed the need to support standardized and MNO-specific traffic categories in the traffic descriptor in URSP. A given traffic category can be used by more than one application simultaneously, and one application can simultaneously use more than one traffic category. 

For the current design of URSP rules, the Traffic descriptors only focus on several parameters such as Application descriptor, IP descriptors, Domain descriptor, DNN and etc. 

But there are two defects for current Traffic descriptors that the current Traffic descriptors are designed based on per Application or based on dedicated communication parameters:

-
Firstly, some of these parameters are focus on identify one single application provider’s traffic on UE. For example, 5GC tries to give details of Application descriptor or FQDN to assist UE to identify the application traffic. Certainly, for FQDN = ABC.com, this is a specific design for application provider = ABC, this cannot be used for other applications which not belong to ABC. 

-
Secondly, some of these parameters are focus on identify one single application traffic by means of PDU related parameters. 5GC sends the destination IP 3-tuple or DNN to UE. These parameters only applied to several dedicated application traffic on UE. For example, for the destination IP 3 tuple, only the application visits this website or application server may use this Traffic descriptor. Also, for DNN = 1, if other applications visit DNN = 2, this URSP rules can’t be used.

From the analysis above, the current Traffic descriptors are designed based on per Application or based on dedicated communication parameters. This design is inefficient, and 5GC should give more Traffic descriptors to UE when there are several applications on UE or the communications parameters are different among the application traffic. Also, for some of the application traffic, it has the similar requirements in content delivery. For example, for the video content delivery, the application traffic has the same requirements on PDU session. So, the RSD in different Traffic descriptor can be reused or shared. But now, the RSD should be distributed in different Traffic descriptor and the URSP matching efficiency of similar services is reduced. 
2. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-85.
* * * * First change, all new texts* * * *

6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues
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6.X
Solution to Key Issue 2: Introduction of Traffic Category into URSP rules
6.X.1
Introduce the mapping rules between Traffic Descriptor to Traffic Category
In order to have no impact or further work to application layer, a new mapping rules can be introduced to UE of traffic category. 
The application on UE still use the original parameters in Traffic Descriptor to describe the features of application traffic, for example, the FQDN, DNN or IP-5-tuple. And before the UE maps the application traffic to specific PDU session that RSDs corresponds to, the UE should map the application traffic to a specific traffic category. 
For example, according to the FQDNs, the UE can identify the traffic category belongs to video or music. Also, according to the destination IP address of application traffic, the UE can identify the traffic category as enterprise because the IP address located in the IP range that the enterprise served. 
There are the several options to reuse the current Traffic Descriptor to represent the traffic category.
After mapping the traffic to certain Traffic category, there are potential RSDs to be selected to apply application traffic to PDU sessions or to trigger the PDU session establishment according to the parameters in RSDs, which reuse the same procedure and criteria defined in URSP rules.
6.X.1.1
Option 1: Mapping from Application Descriptor to traffic category
The PCF provides the mapping rules from Application Descriptor to traffic category to UE. If the application traffic is matched by the Application Descriptor in Traffic Descriptor, the UE can map this application traffic to standardized traffic categories. 

Also, the 5GC can introduce new standardized Application descriptor that represents the traffic category. For example, the new OS Id value which means “Traffic Category” Type should be defined. Also, the maximum length of OS App Id is 256 octets. It is enough to have standardized traffic categories and operator specific Traffic Categories.
6.X.1.2
Option 2: Mapping from DNN to traffic category
The PCF provides the mapping rules from DNN to traffic category to UE. If the application traffic is matched by the DNN in Traffic Descriptor, the UE can map this application traffic to standardized traffic categories. 

Also, introduce new special DNN in the TD to represent Traffic Category is reasonable. DNN is composed of Network Identifier and optionally Operator Identifier. Network Identifier has a maximum length of 63 octets. It is enough to have standardized traffic categories. If it is an operator specific traffic category, Operator Identifier is involved.
6.X.1.3
Option 3: Mapping from IP/Non-IP descriptor to traffic category
The PCF provides the mapping rules from IP/Non-IP descriptor to traffic category to UE. If the application traffic is matched by the IP/Non-IP descriptor in Traffic Descriptor, the UE can map this application traffic to standardized traffic categories. 

For certain destination IP-3-tuple or MAC address that application traffic visits, the PCF can decide that this destination IP address is local IP/MAC address or central IP/MAC address, to identify the enterprise business. Also, according to the IP/Non-IP descriptor, the PCF can identify the business type and map the traffic to a certain traffic category.
6.X.1.4
Option 4: Mapping from Domain descriptor to traffic category
The PCF provides the mapping rules from Domain descriptor to traffic category to UE. If the application traffic is matched by the Domain descriptor in Traffic Descriptor, the UE can map this application traffic to standardized traffic categories. 

For certain domain name that application traffic visits, for example, the AAA.com, the PCF can decide that this FQDN represents the business type of Game or Video, and the UE can match the traffic to the traffic category. Also, in such case the UE associates the destination IP addresses received in a DNS response to a traffic category, and UE can establish the mapping table between IP address and FQDN. 
6.X.1.5
Option 5: Mapping from Connection Capabilities to traffic category
The PCF provides the mapping rules from Connection Capabilities to traffic category to UE. If the application traffic is matched by the different connection capability in Traffic Descriptor, the UE can map this application traffic to standardized traffic categories. For example, the PCF can decide that an Application requesting connection capability for MMS is mapped to Traffic Category "Media".
6.X.1.6
Examples of URSP rules contains traffic category
According to this design, one of the examples of introducing traffic category are listed below: 

Table 6.X.1-1: Example of URSP rules contains traffic category
	Example URSP rules

	Traffic Descriptor: Application descriptor=App1
	Traffic Category = video
	Route Selection Descriptor Precedence=1 

Network Slice Selection: S-NSSAI-a

SSC Mode Selection: SSC Mode 3

DNN Selection: internet

Access Type preference: 3GPP access
Route Selection Descriptor Precedence =2
Network Slice Selection: S-NSSAI-a

Access Type preference: Non-3GPP access

	Traffic Descriptor: Application descriptor=App2
	
	

	IP Descriptor = 10.1.1.1
	Traffic Category = Enterprise
	Route Selection Descriptor Precedence = 1 

Non-seamless Offload indication: Permitted (WLAN SSID-a)

	Traffic Descriptor: Application descriptor=App2
	
	

	Domain Descriptor = ABC.com
	Traffic Category = Game
	Route Selection Descriptor Precedence=1 

Network Slice Selection: S-NSSAI-b
SSC Mode Selection: SSC Mode 2
Route Selection Descriptor Precedence =2
Access Type preference: Non-3GPP access

	DNN = local.DN.1
	
	


And after mapping to specific traffic category, how to apply the application traffic to RSDs are reuse the mechanism in current URSP rules. 

Also, one application traffic can be mapped to multiple Traffic category. For example, one application traffic which has the feature of Application descriptor, can be mapped to Traffic Category = Enterprise or Traffic Category = Game at the same time.
6.X.2
Traffic categories based on service type and traffic characteristics
6.X.2.1
Option 6: Traffic categories based on service type
Traffic categories can be defined based on type of service handled by an application. As an example, enterprise class applications could include traffic categories for email, browsing, chat, conferencing, voice, etc. Similarly gaming applications could include real-time gaming, interactive gaming and other games which could include XR type of traffic as well. Similarly, video streaming class of applications could also include live or buffered streaming, HD streaming, 4K streaming traffic, etc. 
For each of these service types, the traffic categories can then be mapped to specific 5G QoS performance characteristics as specified in table 5.7.4-1 of TS 23.501 [FFS]. In addition to different well-known services, traffic categories can also be MNO (Mobile Network Operator) specific or even have specific QoS attributes or parameters that may not map to a well-known service.
6.X.2.2
Option 7: Traffic categories based on Traffic characteristics
Traffic categories can also be defined directly based on traffic characteristics and the specific QoS attributes could have a relative priority level. As an example, for a certain class of traffic, there could be relative priority among the QoS attributes latency and bandwidth (e.g., low latency and high bandwidth with latency as higher priority). Priority can be given to single or multiple QoS attributes (e.g., prioritize latency and packet error rate over bandwidth for voice traffic, prioritize latency and bandwidth over packet error rate for gaming or video streaming traffic, etc.).
6.X.2.3
Examples of traffic category based on service type and traffic characteristics
Table 6.X.2.3-1: Traffic categories based on Service type of different applications

	Traffic Category
	5QI

Value
	Resource Type
	Default Priority Level
	Packet Delay Budget


	Packet Error

Rate
	Default Maximum Data Burst Volume
	Default

Averaging Window

	Enterprise Class

	Voice traffic
	1
	GBR
	20
	100 ms
	10-2
	N/A
	2000 ms

	Email, browser, chat
	6
	Non-GBR
	60
	300 ms


	10-6
	N/A
	N/A

	Conferencing
	2
	GBR
	40
	150 ms
	10-3
	N/A
	2000 ms

	Gaming Class

	Real time Gaming
	3
	GBR
	30
	50 ms
	10-3
	N/A
	2000 ms

	Interactive Gaming
	7
	GBR
	70
	100 ms
	10-3
	N/A
	N/A

	Augmented Reality
	80
	GBR
	68
	10 ms
	10-6
	N/A
	N/A

	Video Streaming Class

	Live streaming
	71
	GBR
	56
	150 ms
	10-6
	N/A
	2000 ms

	Buffered Streaming
	8
	Non-GBR
	80
	300 ms
	10-6
	N/A
	N/A

	HD Streaming
	90
	Delay-critical GBR
	25
	20 ms
	10-4
	63000 bytes
	2000 ms


Table 6.X.2.3-2: Traffic categories based on Traffic characteristics of different applications

	Traffic Category
	Service Type
	Usage examples

	Latency
	Loss
	Bandwidth
	Needs to be managed
	
	

	Low
	Normal
	Low
	No
	Real-time online interaction
	Games

	Normal
	Normal
	Normal
	No
	Default bearer
	Best Effort. Default service class; pretty much a mix of everything.

	High
	Low
	High
	No
	Video Streaming 
	Youtube, Netflix, Hulu

	High
	Normal
	High
	No
	AR/VR
	

	High
	Normal
	Normal
	No
	Background 
	Bulk data upload

	High
	High
	Normal
	No
	Background (alt)
	"Background", user-initiated, high delay tolerant, high loss tolerant, elastic flow, variable size. E.g., user-initiated iCloud synching or Time Capsule backup; or traffics of background applications, for which there is some progress feedback.


6.X.3
Procedure
After UE receives the URSP rules from PCF, the UE should do the following steps: 
1.
Mapping the application traffic to Traffic Descriptor, as the existing URSP rules mechanism. 
2.
According to the Traffic Descriptor that the application mapping to, the UE selects the Traffic category. One application traffic can be mapped to several of the Traffic Category. It depends on the designation of URSP rules by PCF. According to the different kinds of Traffic Descriptor, the details of mapping application traffic from which Traffic Descriptor to Traffic category are listed below:
-
Application Descriptor: For certain Application Descriptor, for example, the OSid or OS App Id that application traffic comes from, the UE can match the traffic to the certain traffic category.
-
DNN: If the application traffic is matched by the DNN in Traffic Descriptor, the UE can map this application traffic to standardized traffic categories. DNN is composed of Network Identifier and optionally Operator Identifier, and the operator designed DNN is possible. 
-
IP/Non-IP Descriptor: If the application traffic is matched by the IP/Non-IP descriptor in Traffic Descriptor, the UE can map this application traffic to standardized traffic categories. For certain destination IP-3-tuple or MAC address that application traffic visits, the PCF can decide that this destination IP address is local IP/MAC address or central IP/MAC address, to identify the enterprise business.
-
Domain Descriptor: For certain domain name that application traffic visits, the PCF can decide that this FQDN represents the business type of Game or Video, and the UE can match the traffic to the traffic category.
-
Connection Capabilities: The PCF can decide that an Application requesting connection capability for IMS or MMS is mapped to a certain Traffic Category.
3.
After determination of the Traffic Category, the UE applies the following actions: 

-
Option 1: The UE matches the application traffic to specific PDU sessions according to the RSDs defined for Traffic Category. This is the same procedure as defined from Traffic Descriptor to Traffic Category.
-
Option 2: The UE matches the application traffic to specific PDU sessions, further more to specific QoS flow if the Traffic categories based on service type or Traffic characteristics is provided. 

6.X.3
Impacts on services, entities and interfaces

Editor's note:
This clause lists impacts to services and interfaces.
PCF:
-
Introduce Traffic Category into URSP rules, and design the mapping rules from Traffic Descriptor to Traffic Category, and from Traffic Category to RSD. 
UE:
-
Mapping the application traffic which belongs to the specific Traffic Descriptor to Traffic Category.
-
Apply the application traffic to a specific PDU session according to the mapping between Traffic Category to RSD.
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