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Abstract of the contribution: This paper proposes solution for KI#3.
1 Introduction
This pCR proposes a solution for KI#3 in TR 23.700-88, regarding how the PIN and PINE with ProSe capabilities are managed by the 5GS.
2 Proposal

It is proposed to update 23.700-88 as follows.
FIRST CHANGE
6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues
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NEXT CHANGE (2) ALL text is new
6.X
Solution #X: PIN Management by 5GS.

6.X.1
Description
Once the PEMC/PEGC discovers other PINE with ProSe capabilities within the PIN, the next step is to Register the PIN with 5GS.
6.X.2
Procedures
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1.Registration Request (PEGW 

indication, List of PINE of PIN)

 

2.Registration Request (PEGW 

indication, List of PINE of PIN)

3.Authentication of 3GPP PINE with AUSF/UDM and non-3GPP PINE with external AAA-S 

 

4.Nudm_GET_SDM (PIN 

subscription profile)

 

5a.Registration Accept (PIN 

group ID, Duration, Allowed 

services, Allowed list of PINE)

 

6.Registration Accept (PIN 

group ID, Duration, Allowed 

services, Allowed list of PINE)

 

5b.Registration Reject (Max 

PINE/PEGW reached, PIN not 

allowed)


Fig 6.X.2-1: PIN Registration with 5GS

The PEGC UE registers with the 5GS, with the following changes to the Registration procedure defined in clause 4.2.2.2.2 of 3GPP TS 23.502 [x]:

-
In the Registration message the PEGC indicates PIN Gateway capability and also provides the list of PINE (which may access 5GS system via PEGC and hence needs authentication/authorization by the 5GS).

-
For 3GPP PINE, authentication/authorization is done by 5GS with AUSF/UDM and for non-3GPP PINE using external/3rd party AAA server.
Editor's Note:
The details of PINE authentication/authorization is FFS
-
After successful authentication/authorization, AMF gets the PIN subscription profile from the UDM which may contain information about the maximum number of PINE/PEGW allowed, PIN duration, allowed services.

-
After successful registration (step 5a), based on the PIN subscription profile, AMF provides PIN group ID and may further provide duration allowed for the PIN and allowed list of PINE.


In case of failure during PIN registration (step 5b), AMF rejects the registration with appropriate cause code (e.g. Maximum PINE/PEGW reached, PIN not allowed.)

When a new PINE is added to the PIN or existing PINE is removed from the PIN and if those PINE may access 5GS via PEGC, where 5GS has its profile, PEGC triggers Registration procedure as indicated in Fig 6.X.2-1 to update the 5GS about the PINE.
NOTE 1:
PINE that does not access 5GS and only uses direct communication between other PINE within PIN does not need to be authenticated/authorized by the 5GS and will not be included in the list of PINE by the PEGC in the Registration request during the Registration procedure.

When there is change in PEGC in a PIN, the new PEGC triggers Registration procedure as explained in Fig 6.X.2-1 and AMF updates the PEGC for the PIN accordingly. Old PEGC may or may not be part of the list of PINE provided by the new PEGC. If the old PEGC continues to access 5GS but no longer is the PIN gateway, then it indicates the same with Registration update procedure (with type mobility registration update).

NOTE 2:
PINE may have individual 5GS subscription and when it registers with 5GS via PEGC of a PIN, the UDM updates the profile about the serving PIN group Id.

After the expiry of the PIN duration indicated to the PEGC by the AMF during the registration, AMF would initiate Network triggered de-registration procedure towards PEGC, as defined in 3GPP TS 23.502, cl 4.2.2.3.3.
Editor's Note:
It is FFS how the validity duration for individual PINE is handled.
NOTE 3:
PINE management within PIN is managed by the PEMC without involvement of 5GS.

6.X.3
Impacts on services, entities and interfaces
The solution has the following impacts:
UE:
-
UE shall indicate the list of other PINE that are served by the UE (acting as PEGC) within PIN to the 5GS.

UDM:
-
UDM supports PIN subscription profile. 
-
Ability to update the individual subscription profile of an UE if its part of a PIN.

AMF:
-
AMF supports PIN management, new failure cause code to indicate to the UE over NAS based on different failure conditions.
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