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Abstract of the contribution: This pCR proposes to add a new solution for key issue #1 to TR 23.700-81.
Discussion
Key issue #1 aims to improve the correctness of NWDAF analytics with the following aspects:
“-
How to detect that improving the correctness of an Analytics ID is needed?

-
How and what information is required to compute and represent the correctness of NWDAF analytics in a reliable way?

-
Whether and what action(s) should be taken when the NWDAF Analytics are considered incorrect, whether and how a NF can continue consuming an analytics ID for which the need for improvement has been detected?
-  Whether and which action(s) should be taken by consumer NF to help improve correctness of NWDAF Analytics.

-
Whether and how the NWDAF can improve correctness of NWDAF Analytics (e.g. which existing and/or additional information may be used by the NWDAF to improve the correctness of NWDAF Analytics)?

-
Whether there is a need for architectural and/or functional enhancements for improving correctness of NWDAF Analytics, if there is additional signalling load caused by any new functional enhancement and how to mitigate the signalling?

-
How and which information is needed to enhance the ML model provisioning to improve the correctness of NWDAF Analytics.

-
Study mechanisms to detect that degradation on an ML model has happened and whether and which actions should be triggered.”

In order to address the above issue, this solution introduces several options for improving the correctness of NWDAF analytics by enabling the ability of self-correction on NWDAF based on closed-loop control between AnLF and MTLF. For detail, the solution proposes the procedures to measure accuracy on the provided analytics with the procedures to correct ML model for improving the accuracy of analytics.
Proposal
It is proposed to update the following text proposal in TR 23.700-81.
*** Start of change (all new text)***
6.X
Solution #X: Enhancements on ML model provision to improve correctness of NWDAF analytics 
6.X.1
Description

This is a solution for Key Issue #1: “How to improve correctness of NWDAF analytics”. 
This solution introduces several options for improving the correctness of NWDAF analytics by enabling the ability of self-correction on NWDAF based on closed-loop control. 

Specifically, in case of analytics for prediction, the provided analytics (i.e., desired data and events for prediction) by an NWDAF can be different to actual data or events occurred in analytics target period and it may become significant faults on the consumer NF action. In order to address the potential faults on NF action, this solution proposes that the procedures for NWDAF i) to monitor the accuracy of the provided analytics, and ii) to correct potential errors on analytics as described in clause 6.x.2.
For details, NWDAF is decomposed into AnLF and MTLF which provide analytics and ML model, respectively. Since AnLF generates analytics inferred by the provisioned ML model from MTLF, the error on analytics could be incurred by inappropriate ML model provision. Thus, MTLF should monitor the error on analytics for checking accuracy of the provisioned ML model. However, the current specification does not allow that MTLF monitors the analytics generated by AnLF as well as the actual data and events during Analytics target period. To that end, this solution proposes two options: i) AnLF based error monitoring, and ii) MTLF based error monitoring as described in clause 6.X.2.1 and 6.X.2.2, respectively. 
Also, in current specification the MTLF provides ML model relying on the belief that the 5GS will be in similar state during Analytics target period as the period when the trained data had been sampled. In fact, however, the configuration updates, policy changes, and various unexpected events on 5GS would continuously occur during the analytics target period and it could incur the dynamics that the provisioned ML model have not been trained. In case, consequently, the accuracy of NWDAF analytics will be significantly degraded. In order to address the problem, this solution proposes to enable MTLF to detect the dynamics and to provide a better ML model for the system as described in clause 6.x.2.3. 
6.X.2
Procedures

Figure 6.X.2-1 depicts the general procedures for this solution to enhance the accuracy of NWDAF analytics. 
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Figure 6.x.2-1: General procedures for enhancing the accuracy of NWDAF analytics
0.
The consumer NF subscribes to AnLF services (via DCCF) to provide a (set of) analytics.

1.
The NWDAF containing AnLF subscribes to a (set of) trained ML model(s) associated with a (set of) Analytics ID(s) by invoking Nnwdaf_MLModelProvision_Subscribe service operation. 
2.
The NWDAF containing AnLF monitors error between generated analytics by the ML model and actual events, and sends the monitoring results to the NWDAF containing MTLF as described in clause 6.X.2.1. 
3.
The NWDAF containing MTLF monitors difference between the data for training the ML model and the actual data as described in clause 6.X.2.2. 

4.
The NWDAF containing MTLF detects the dynamics on 5GS associated with the analytics as described in 6.X.2.3. 
5.
The NWDAF containing MTLF determines to re-select a (set of) trained ML model(s) associated with a (set of) analytics and/or to re-train the trained ML model(s) based on the retrieved results of step 2-4. 
NOTE 1:
Each result of steps (i.e., step 2, step 3, and step 4) can trigger the decision of reselection and retraining of ML model.
6. 
If the NWDAF containing MTLF select a novel trained ML model and/or re-trains the ML model, then send the ML model to the NWDAF containing AnLF by invoking Nnwdaf_MLModelProvision_Notify service operation. 
6.X.2.1 
Procedures for AnLF based error monitoring 

Figure 6.X.2.1-1 describes the procedures that NWDAF containing AnLF monitors the error on the provided analytics from the ML model. 
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Figure 6.X.2.1-1: The procedures for AnLF based error monitoring and handling
0.
The NWDAF containing AnLF subscribes to a (set of) trained ML model(s) associated with a (set of) Analytics ID(s) by invoking Nnwdaf_MLModelProvision_Subscribe service operation as described in step 1 of Figure 6.x.2-1. 

1.
The NWDAF containing MTLF provides a (set of) trained ML model(s) associated with a (set of) Analytics ID(s) and may indicate a (set of) threshold(s) for accuracy of the trained ML model by invoking Nnwdaf_MLModelProvision_Notify service operation.
2a-2b. The NWDAF containing AnLF generates a (set of) Analytics and provide the Analytics to the consumer NF according to the service operation as described in step 0 of Figure 6.x.2-1, and store the provided Analytics to measure the accuracy compared to the actual data. 

3.
The NWDAF containing AnLF continues to collect actual events and data related to the provided analytics during the analytics target period by triggering the procedures in clause 6.2 of TS 23.288 [x].
4.
The NWDAF containing AnLF measures the accuracy of the provided analytics at step 2a-2b by compared to the collected events/data at step 3. 

5.
When the measured accuracy at step 4 is lower than the target accuracy of the analytics on the NWDAF containing AnLF and/or lower than the threshold for accuracy of the provided ML model, if provided at step 1, the NWDAF containing AnLF sends the errors by invoking Nnwdaf_MLModelProvision_Subscribe with the indication of cause = “inaccuracy”. 

6.X.2.2 
Procedures for MTLF based error monitoring 

Figure 6.X.2.2-1 describes the procedures that NWDAF containing MTLF monitors expected error on the analytics by the provisioned ML model. 
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Figure 6.X.2.2-1: The procedures for MTLF based expected error monitoring
0a.
The NWDAF containing MTLF trains an ML model with a set of trained data and stores the set of trained data or the characteristics of trained data (e.g., mean, variance, etc.) for step 3. 

0b.
The NWDAF containing AnLF subscribes to a (set of) trained ML model(s) associated with a (set of) Analytics ID(s) by invoking Nnwdaf_MLModelProvision_Subscribe service operation as described in step 1 of Figure 6.x.2-1.
1.
The NWDAF containing MTLF provides a (set of) trained ML model(s) associated with a (set of) Analytics ID(s) to the NWDAF containing AnLF by invoking Nnwdaf_MLModelProvision_Notify service operation.
2.
The NWDAF containing MTLF discovers date source NFs by exploiting ML Model Filter Information and Target of ML Model Reporting, and collects actual events and data related to the analytics for the ML model during the ML Model Target Period by triggering the procedures in clause 6.2 of TS 23.288 [x].
3.
The NWDAF containing MTLF measures the differences between the set of trained data at step 0a and the collected events/data at step 2. 

6.X.2.3 
Procedures for MTLF to detect dynamics on the analytics 
Figure 6.X.2.2-1 describes the procedures that NWDAF containing MTLF detect crucial changes in 5GS which impact on the ML model provision. 
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Figure 6.X.2.3-1: The procedures for detection of dynamics on the analytics
0a. The NWDAF containing MTLF may have classes of 5GS state, which consist of e.g., set of configurations related to Target of Analytics Reporting, set of applied policies related to Target of Analytics Reporting, and set of expected events related to Target of Analytics Reporting, for ML Model provision, and may apply it to ML model selection for a certain analytics. 

NOTE 1:
The classes of 5GS state may be set by operator’s configuration or may be determined by the internal logic of NWDAF containing MTLF and it is out of SA2 scope. 
0b.
The NWDAF containing AnLF subscribes to a (set of) trained ML model(s) associated with a (set of) Analytics ID(s) by invoking Nnwdaf_MLModelProvision_Subscribe service operation as described in step 1 of Figure 6.x.2-1.
1.
The NWDAF containing MTLF provides a (set of) trained ML model(s) associated with a (set of) Analytics ID(s) to the NWDAF containing AnLF according to the criteria and the classes of 5GS state by invoking Nnwdaf_MLModelProvision_Notify service operation. 

2a-2d. The NWDAF containing MTLF subscribes at least one of the services which provide the notification of changes on 5GS state which was set by the classes at step 0a (e.g., occurrence of changes on UE subscription data, occurrence of changed on UE policy, occurrence of changed on access and mobility related policy, occurrence of changed on session management related policy, configuration update by OAM, etc.) for the specific targets for analytics (e.g., the combination of S-NSSAI(s), UE IDs (SUPI), UE group ID(s), application ID(s), PDU Session ID(s), Serving AMF ID(s), Serving SMF ID(s), etc.). 
Editor’s note: It is FFS how the NWDAF can retrieve the notification of changes on 5GS state. 
3a-3d. According to the subscription at step 2a-2d, the NWDAF containing MTLF receives the information of changes on 5GS state which was set by the classes at step 0a. 
4.
In order to evaluate the impacts of 5GS state changes at step 3a-3d on the performance of provisioned ML model, the NWDAF containing MTLF may collect the event and data related to the ML model and the analytics during ML Model Target Period by triggering the procedures in clause 6.2 of TS 23.288 [x].   
5.
The NWDAF containing MTLF evaluates the inconsistency of the provisioned ML model for the changed 5GS state at step 3a-3d with compared to the classes of 5GS state at step 0a and/or the actual data and events at step 4. According to the results of evaluation, the NWDAF containing MTLF may update the classes of 5GS state for ML model provision. 
6.X.3
Impacts on Existing Nodes and Functionality

NWDAF containing AnLF:

-
AnLF can measure the error between the provided analytics and actual data/events. 
NWDAF containing MTLF: 
-
MTLF can measure differences between the trained data set for the provisioned ML model and the actual data/events. 

-
MTLF should consider the errors on analytics, the differences between actual data/events and the trained data set, and/or the impact of the configuration updates, policy changes and various unexpected events to improve ML model provision services.  
-
Some additional parameters will be added to Nnwdaf_MLModel_Provision_Subscribe/Notify service operation to support the procedure as described in clause 6.x.2.1.
NF: 
-
In order to track the occurrence of changes on 5GS state, new event ID for event exposure may be needed.
*** End of change***
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