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1. Introduction
This paper introduces a solution for KI#4 “PDU Set integrated packet handling”. 
In media layer, depends on media codec, profile and configuration, a frame or video slice is considered as base unit for decoded/handled. PDU Set that carrying the frame or video slice should be identified and handled in an integrated way. For example, all of the packets belongs to a PDU Set need to be successfully delivered so that the frame/video slice can be decoded. 
This solution aims to introduce the solution on how to identify the PDU Set from the 5GS perspective and perform the PDU Set integrated packet handling based on PDU Set level QoS parameters.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-60.
* * * * First change * * * *
[bookmark: _Toc97036687]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System (5GS); Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.503: "Policy and charging control framework for the 5G System (5GS); Stage 2".
[5] 	3GPP TS 22.261: "Service requirements for the 5G system; Stage 1".
[6]	3GPP TR 22.847: "Study on supporting tactile and multi-modality communication services; Stage 1".
[X]	IETF RFC 3550: "RTP: A Transport Protocol for Real-Time Applications".
[Y]	IETF draft-ietf-avtext-framemarking: "Frame Marking RTP Header Extension".
[Z]	IETF RFC 6184: "RTP Payload Format for H.264 Video".
[A]	ITU-T Recommendation H.264, "Advanced video coding for generic audiovisual services".
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[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc97036718]6.X	Solution #X: PDU Set integrated QoS handling
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc97036719]6.X.1	Key Issue mapping
[bookmark: _Hlk94039492]This solution aims to the resolve the Key Issue #4, “PDU Set integrated packet handling”.
[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc97036720]6.X.2	Description
[bookmark: _Toc500949101]For interactive media services, e.g. Cloud XR, cloud gaming, real-time video based remote control, each frame/video slice is delivered via multiple PDUs in the 5GS. For example, an I-Frame of 4K video can be more than 1MB which means around 1000 IP packets are needed to deliver it. Considering the frame/video slice can only be decoded in case all packets (or most of the packets, if FEC is used during encoding) are successfully received. 5G system should be aware of the PDU set and handle packets of one PDU Set in an integrated manner. When one or some PDUs fail to be transmitted, the whole PDU Set can be dropped.
In this solution, the following aspects are included:
1. 	Optionally, AF provides PCF with the PDU Set level QoS requirements and the Flow description for the target media service data flow.
2.	PCF may generate the PCC rule with PDU Set level QoS parameters and also the detection rules for the PDU Set.
3.	PCF sends the PCC rule to SMF. The SMF distributes these QoS parameters/policy to RAN/UPF and instructs the UPF to detect PDU Set during the PDU Session Establishment/Modification procedures. 
4.	Once the application service started, the UPF identify the PDUs of each PDU Set and marks PDU Set info in the GTU-U header of DL packets to RAN. The details of how to identify the PDUs within a PDU Set is in clause 6.X.3.2.
5.	RAN identifies the PDUs of a PDU Set based on the PDU Set info in the GTP-U headers. RAN performs the PDU Set integrated packet processing to deliver the PDU Set to UE.
.
[bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc97036721]6.X.3	Procedures
6.X.3.1 PDU Set integrated packet handling
High level procedure of PDU Set integrated packet handling can be shown as following.


Figure 6.X.3.1-1: High-level Procedure of PDU Set integrated packet handling
As shown in Figure 6.X.3.1-1, a schematic diagram of the modification process of the PDU session for the XR service is given. The process includes the following steps:
0.	The UE establishes a PDU Session as defined in clause 4.3.2.2.1 of TS 23.502 [3]. A network slice type for XR service can be used for such a PDU Session.
1.	Optionally, as defined in clause 4.15.6.6 of TS 23.502, the AF may invoke the Nnef_AFsessionWithQoS_Create request to set up an AF session with required QoS. In the step 1, the AF may send the following information to PCF:
a) Flow description of the target media service data flows for PDU Set handling. 
b) Burst periodicity. 
c) The PDU Set level packet handling/treatment requirements. The PDU Set level packet handling/treatment requirements are optional and may include e.g. PDU Set Error Rate, PDU Set Delay Budget, Maximum PDU Set Loss Rate/Number, etc.
2. 	PCF may initiate the PDU Session modification procedure as defined in clause 4.3.3.2 of TS 23.502 [3]. The PCF generates appropriate PCC rules based on the information from AF as mentioned in step 1, e.g. 5QI, PER and PDB. The PDU Set level packet handling/treatment requirements may be considered during the PCC rule generation. The PCC rules may also include the detection rules of service data flow, PDU Set level packet handling/treatment policy, PDU Set identification rules. The PCF sends the PCC rules to SMF. 
3.	SMF generates the QoS profiles and N4 rules based on the PCC rules from PCF, which may include the packet handling/treatment policy. SMF sends the N4 rules to UPF via the N4 rule, which may include the identification and marking rule for PDU Set. Besides, SMF also sends the QoS profiles to the RAN node via AMF, and instructs RAN to perform PDU Set integrated QoS handling.  
4.	Based on received N4 rules or locally configuration on the UPF, the UPF identifies the PDU Set and marks PDU Set info in the GTP-U layer in the DL packets, including start/end indication of the PDU Set and the PDU Set ID. Details of how to identify the PDU Set are in clause 6.X.3.2. 
5.	The RAN identifies the PDU Set based on the PDU Set info in GTP-U header and transmits PDUs within the PDU Set in an integrated manner, e.g. The RAN may drop the PDU Set as a whole in case of poor network condition, and execute packet handling/treatment policy. 
NOTE: The details of RAN behaviour is up to RAN WG.
6.X.3.2 PDU Set identification and marking on UPF
UPF can identify the PDUs of one PDU Set via different ways, e.g. the RTP headers/payloads in case RTP is used, the traffic periodicity. The UPF then add marks in the GTP-U headers of DL packets to assist RAN for the PDU Set identification, e.g. the start/end indication of the PDU Set and PDU Set ID. The identification of PDU Set depends on what the PDU Set represents, e.g. a video frame or a video slice.
6.X.3.2.1	Identification of PDU Set as a video frame.
If the PDU Set represents a video frame, the identification of the video frame can be realized via following options
Option#1 Identification based on RTP header
The format of RTP header is defined in RFC 3550 [X] as shown below:
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Figure 6.X.3.2-1 RTP header format defined in RFC 3550
In RTP headers, Marker (M) bit is set for the very last packet of the frame indicated by the RTP timestamp. Therefore, UPF can be based on the M bit to identify the start and end of a PDU Set/frame.
Option#2 Identification based on the RTP header extension 
Based on the draft-ietf-avtext-framemarking [Y], the extended RTP header format is shown as below. The “S” bit and “E” bit in the Frame Marking RTP header extension respectively represent the start and the end of a video frame. UPF can identify the start and end of a PDU Set/frame according to the “S” and “E” bits.
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Figure 6.X.3.2-2 RTP header extension format 
NOTE: The identification of a video frame based on the “S” and “E” bits in the RTP header extension also applies for scalable video streams.
Option#3 Identification based on the periodicity via UPF
Alternatively, the UPF can also use the periodicity information as frame traffic pattern to identify the PDU Set/frame. The traffic pattern may also be detected by UPF. For example, the DL media traffic may be 60 PDU Sets per second, i.e. 60 FPS. Then the UPF can determine that it receives a PDU Set every 16.67ms. 
NOTE: This assumes the service data flow only contains the video stream, or if both video and audio streams are included in the same service data flow, the UPF can use other ways to separate the video stream, e.g. PT field in the RTP header.
6.X.3.2.2	Identification of PDU Set as a video slice.
If the PDU Set represents a video slice, the identification of PDU Set can be realized by following approach. 
According to RFC 6184[Z], within the RTP packet, the payload starts from a one-byte header structured for a Network Abstraction Layer (NAL) Unit encapsulating the slice output of encoded stream and the following is the encoded video content for one, part of or multiple video slices. 
[image: ]
Figure 6.X.3.2-3 NAL unit header format
The 5-bit NAL unit type in the NAL unit header can indicate the content of NAL unit, e.g. coded slice of an I frame, coded slice of a P frame. Besides, it can also indicate the possible structures of the RTP payload, e.g. single NAL unit packet, aggregation packet and fragmentation unit (FU). The NAL unit type for different RTP packet structure is shown below.
[image: ]
Figure 6.X.3.2-4 NAL unit types and corresponding packet types
· For single NAL unit packet, that means one RTP packet can carry one NAL unit. 
· For aggregation packet, it means one RTP packets can carry multiple NAL unit, especially when the sizes of NAL units are quite small. 
· For fragmentation unit, that means multiple RTP packets are used to carry one NAL unit. 
For single NAL unit packet and aggregation packet, it can be easily detected that each RTP packet carries one NAL unit when the NAL unit type is less than 28.
When NAL unit type is 28 or 29, one NAL unit is carried over multiple RTP packets. In this case, the first byte of RTP payload is also named the fragmented unit (FU) indicator and the following byte is the FU header as shown in Figure 6.X.3.2-3. In the FU header, the “S” bit and “E” bit separately represents the start and end of the NAL unit. Therefore, based on the NAL unit type (also known as FU indicator for fragmented unit) and the FU header, the start/end of the same NAL unit can be identified.
Therefore, with the RTP payload (i.e. NAL unit header and optionally FU header), the UPF can identify the PDU Set for one video slice.
NOTE 1: If payload encryption is used, e.g. SRTP protocol is used, this mechanism may not work as well. 
NOTE 2: Option 1 and 2 in clause 6.X.3.2.1 and methods in clause 6.X.3.2.2 rely on the usage of corresponding RTP protocols.
NOTE 3: This solution does not support HTTPS based services.
6.X.3.2.3	PDU Set marking in GTP-U header
After identification of PDU Sets using any option described in clause 6.X.3.2.1 and 6.X.3.2.2, the UPF adds PDU Set info into the GTP-U headers of DL packets in order to assist RAN for PDU Set integrated QoS handling. The PDU Set info may include the start/end indication of the PDU Set, the PDU Set ID, etc. 
NOTE: The details of GTP-U header extension for carrying PDU Set info is up to stage 3.
6.X.3.3 PDU Set integrated packet processing
Based on the PDU Set info carried in the GTP-U header, RAN can identify the PDUs belongs to one PDU Set. RAN shall process the PDU Set together accordingly. With the optional PDU Set level packet handling/treatment policy, RAN performs corresponding QoS handlings with the granularity of PDU Set as well.
NOTE: Details of performing PDU Set processing and QoS handling in RAN node is up to studies in RAN WG.
[bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc92875664][bookmark: _Toc93070688][bookmark: _Toc97036722]6.X.4	Impacts on services, entities and interfaces
AF:
-	Optionally, send the Flow description, Burst periodicity, and PDU Set level packet handling/treatment requirements to 5GS.
PCF:
- 	Optionally, receive the Flow description and PDU Set level packet handling/treatment requirements from AF;
-	Generate the PDU Set level handling policy.
SMF:
-	Generate and distribute the PDU Set identification and marking rules.
-	Distribute the PDU Set level QoS parameters.
UPF:
-	Perform PDU Set identification and marking as instructed by SMF.
RAN:
-	Identify the PDU Set and transmit packets of a PDU Set in an integrated manner.
-	Optionally receive and execute PDU Set level packet handling/treatment policy parameters.
NOTE: The details of RAN behaviour is up to RAN WG.


* * * * End of changes * * * *
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