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Abstract of the contribution: This paper Proposes a consolidated solution for L3 UE-to-UE Relay communication setup after Model A and Model B discovery.
Introduction
For L3 UE-to-UE relay, the interim conclusion related to communication setup in TR 23.752 is as following:
The followings are taken as interim conclusion for Layer-3 UE-to-UE relay:

-
L3 UE-to-UE relay solution can support relaying of IP and non-IP traffic. For IP traffic, the IP addresses of the UEs can be either assigned by the relay (as described in sol#10) or self-assigned (as described in sol#32). For Non-IP traffic, it can be either handled via IP encapsulation or without IP encapsulation (as described in sol#49).

-
UE-to-UE Relay discovery and selection are supported by:

-
Model A discovery (as described in sol#11);

-
Model B discovery (as described in sol#8); and

-
Integrated PC5 unicast link establishment procedure (as described in sol#8).

-
QoS support


End-to-end QoS support for Remote UE is provided by splitting the QoS between the two PC5 links between the source UE and target UE. QoS splitting configuration can be provided from PCF as part of policy to both Remote UE and Relay UE or the QoS splitting can be managed by the Relay UE based on the end-to-end QoS needs. For QoS handling, Sol#31 can be considered as the starting point for the normative work.
Both Model A and Model B discovery are supported for L3 UE-to-UE relay, after the discovery procedure, source UE can select a suitable UE-to-UE Relay and gets the Layer-2 ID of the target UE.
But how the communication setup for L3 UE-to-UE relay is not clearly stated in the interim conclusion part of TR 23.752. sol#10 and sol#32 of TR 23.752 are only applicable for IP traffic, non-IP data needs to be encapsulated in IP before transmission. As evaluated in clause 7.4 of TR 23.752, sol#10 requires the UEs to setup and keep PC5 links to all relay UEs in proximity in order to discovery other UEs or be discovered via DNS queries. In sol#32, it’s not clear when and how the source UE and target UE setup PC5 links with UE-to-UE relay, and how to ensure the source UE and target UE select the same UE-to-UE relay to support the IP address query of peer UEs. Sol#49 of TR 23.752 are only applicable for non-IP traffic. sol#10, sol#32, sol#49 of TR 23.752 are not compatible with each other. It’s also not clear how to integrate Sol#31 of TR 23.752 to these three solutions to support QoS.
During the preparation conference call before SA2#149e, many companies agreed to use the interim conclusion in TR 23.752 as the basis for the work and making conclusions of UE-to-UE Relay in R18, and thought consolidated solutions might be helpful to avoid different understandings of the conclusion in the normative phase,
In this paper we propose a solution for L3 UE-to-UE Relay communication setup, which can be taken as a merged and consolidated solution of sol#32, Sol#49 and Sol#31 of TR 23.752. This consolidated solution is applicable for both IP and non-IP traffic. The assumption is that source UE has selected a suitable UE-to-UE Relay and received the Layer-2 ID of the target UE after Model A or Model B discovery. PC5 unicast link establishment procedure without Model A or Model B discovery, e.g. sol#8 alt1 is not addressed in this paper.
Proposal

It is proposed to include the following changes in TR 23.700-33.

* * * Start of change (all new text) * * * 

6.X
Solution #X: Consolidated Solution for Layer-3 UE-to-UE Relay communication setup after Model A and Model B discovery
6.X.1
Description

This solution applies to Key Issue #1 "Support for UE-to-UE Relay" to support communication setup for Layer-3 UE-to-UE Relay. It can be taken as a merged and consolidated solution of sol#32, Sol#49 and Sol#31 of TR 23.752. The assumption is that source UE has selected a suitable UE-to-UE Relay and received the Layer-2 ID of the target UE after Model A or Model B discovery.
RSC used in the UE-to-UE Relay communication setup procedure is selected during UE-to-UE Relay discovery procedures. The RSC can be associated with one or multiple ProSe identifier(s). The UE-to-UE Relay, the source UE and the target UE are aware of whether an RSC is offering Layer-2 or Layer-3 UE-to-UE Relay service, and whether an RSC is for IP or non-IP based the configured policy. 
This solution is applicable for both IP and non-IP traffic. For non-IP traffic, the UE-to-UE Relay stores the 1:1 mapping between the link with source UE and the link with target UE, thus Direct Communication Request is always provided by source UE to the UE-to-UE Relay and provided by the UE-to-UE Relay to target UE. For IP traffic, the UE-to-UE Relay acts as an IP router, the link between source UE and UE-to-UE Relay can be shared by multiple target UEs, the link between UE-to-UE Relay and target UE can be shared by multiple source UEs. If there’s no PC5 link between source UE and the UE-to-UE Relay existing for the required RSC, or for non-IP traffic transmitting, Source UE sends the Direct Communication Request to the UE-to-UE Relay which contains User Info ID of UE-to-UE Relay, User Info ID and Layer-2 ID of target UE, RSC. If there’s an existing PC5 link between source UE and the UE-to-UE Relay for the required RSC which is related to IP type traffic, source UE sends a Link Modification Request to the UE-to-UE Relay contains User Info ID and Layer-2 ID of target UE. If there’s no PC5 link between the UE-to-UE Relay and the target UE existing for the required RSC, or for non-IP traffic transmitting, the UE-to-UE Relay sends Direct Communication Request to the target UE using the received Layer-2 ID of target UE as the Destination Layer-2 ID. If there’s an existing PC5 link between the UE-to-UE Relay and the target UE for the required RSC which is related to IP type traffic, the UE-to-UE Relay sends a Link Modification Request to the target UE. After receiving the response from target UE, for IP traffic, UE-to-UE Relay provides the IP address of target UE to source UE.
6.X.2
Procedures

Depicted in figure 6.X.2-1 is the procedure for Layer-3 UE-to-UE Relay communication setup.
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Figure 6.X.2-1: Layer-3 UE-to-UE Relay communication setup after Model A and Model B discovery
0. Source UE has selected a suitable UE-to-UE Relay and received the Layer-2 ID of the target UE after Model A or Model B discovery. Source UE decides to connect with target UE via the selected UE-to-UE Relay.
1a. If there’s no PC5 link between source UE and the UE-to-UE Relay existing for the required RSC, or for non-IP traffic transmitting, Source UE sends a Direct Communication Request to the UE-to-UE Relay. The Direct Communication Request contains User Info ID of source UE, User Info ID of UE-to-UE Relay, User Info ID and Layer-2 ID of target UE, RSC. The Source Layer-2 ID of the Direct Communication Request is self-assigned by the source UE, the Destination Layer-2 ID of the Direct Communication Request is the source Layer-2 ID of the selected UE-to-UE Relay during UE-to-UE Relay discovery.
1b. If there’s an existing PC5 link between source UE and the UE-to-UE Relay for the required RSC which is related to IP type traffic, source UE sends a Link Modification Request to the UE-to-UE Relay. The Link Modification Request contains User Info ID and Layer-2 ID of target UE, end-to-end QoS to the target UE.
2. After step1a, if the UE-to-UE Relay matches the User Info ID of UE-to-UE Relay and RSC, it responds by establishing the security with source UE. When the security protection is enabled, source UE sends the information as described in clause 6.4.3.1 of TS 23.304 including end-to-end QoS to the target UE. 
3. The UE-to-UE Relay splits the end-to-end QoS into two parts: one part is for the PC5 interface between source UE and UE-to-UE Relay, the other part is for the PC5 interface between UE-to-UE Relay and the target UE.
Editor's note: 
How UE-to-UE Relay splits the end-to-end QoS is FFS.
4a. If there’s no PC5 link between the UE-to-UE Relay and the target UE exist for the required RSC, or for non-IP traffic transmitting, the UE-to-UE Relay sends a Direct Communication Request to the target UE. The Direct Communication Request contains User Info ID of source UE, User Info ID of UE-to-UE Relay, User Info ID of target UE, RSC. The Source Layer-2 ID of the Direct Communication Request is self-assigned by the UE-to-UE Relay, the Destination Layer-2 ID of the Direct Communication Request is the Layer-2 ID of target UE received in step1.
NOTE:
For non-IP traffic, the UE-to-UE Relay use different Source Layer-2 IDs in the Direct Communication Requests towards the same target UE for different source UEs.

4b. If there’s an existing PC5 link between the UE-to-UE Relay and the target UE for the required RSC which is related to IP type traffic, the UE-to-UE Relay sends a Link Modification Request to the target UE. The Link Modification Request contains User Info ID of source UE, QoS part between UE-to-UE Relay and the target UE.
5. After step4a, if the target UE matches the User Info ID of target UE and RSC, it responds by establishing the security with UE-to-UE Relay. When the security protection is enabled, UE-to-UE Relay sends the information to target UE, the information is as described in clause 6.4.3.1 of TS 23.304 including QoS part between UE-to-UE Relay and the target UE. 

6a. After step5, the target UE sends the Direct Communication Accept as described in clause 6.4.3.1 of TS 23.304 to the UE-to-UE Relay. 
6b. After step4b, the target UE sends the Link Modification Accept as described in clause 6.4.3.4 of TS 23.304 to the UE-to-UE Relay.
7. For IP traffic, IPv6 prefix or IPv4 address is allocated for the target UE.
8a. if step1a is performed, the UE-to-UE Relay sends the Direct Communication Accept as described in clause 6.4.3.1 of TS 23.304 to the source UE. For IP traffic, the Direct Communication Accept in addition contains the IP address of target UE. For non-IP traffic, the UE-to-UE Relay stores the 1:1 mapping between the link with source UE and the link with target UE.
8b. if step1b is performed, the UE-to-UE Relay sends the Link Modification Accept as described in clause 6.4.3.4 of TS 23.304 to the source UE. the Link Modification Accept in addition contains the IP address of target UE.
9. For IP traffic, IPv6 prefix or IPv4 address is allocated for the source UE.
Editor's note:
It is FFS whether the IPv6 prefix or IPv4 address is allocated by the UE-to-UE Relay for the source UE and target UE, and how the source UE and target UE get the IP addresses of each other.
The UE-to-UE Relay performs relaying function at the corresponding layer as follows:
-
For IP traffic, the UE-to-UE Relay acts as an IP router. 
-
For non-IP traffic, the UE-to-UE Relay performs traffic relaying based on a mapping between the link with source UE and the link with target UE.
6.X.3
Impacts on services, entities and interfaces
UE:

-
New functionality related to UE-to-UE Relay communication setup.
* * * End of change * * * 
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