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	Reason for change:
	1. It is concluded that verification of UE location can be used to determine whether or not the PLMN is allowed to operate at the UE’s location if the UE is registering via NR satellite access. But there is no criterion of verification of UE location in the current specification. In terrestrial network, the coverage of signalling is not beyond the territorial area of the PLMN’s country in general. So the MCC broadcast by the cell can be used to indicate the PLMN’s country. The defination of “country” in TS 23.122 can be used to indicate the PLMN’s country. But for the non terrestrial network, it is not the case as the leakage of signalling is common. 
2. There is no agereement on the use of country indication from the network, so the relevant information is removed. 

	
	

	Summary of change:
	1. Avoid overloading an existing and well-defined term "coutnry" in a different meaning. 
2. Indication of country of UE location is removed. The PLMN only verifies whether or not the UE is located in the PLMN’s operating area. 
3. Remove “the country of the UE location” from the (de)registration rejection message. 

	
	

	Consequences if not approved:
	1. “The country of the UE location” is controversial as the use case could not be agreed
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<<< First change >>>
[bookmark: _Toc91148199]5.4.11.4	Verification of UE location
In order to ensure that the regulatory requirements are met, the network may be configured to enforce that the selected PLMN is allowed to operate in the country of the current UE location by verifying the UE location during Mobility Management and Session Management procedures. In this case, when the AMF receives a NGAP message containing User Location Information for a UE using NR satellite access, the AMF may decide to verify the UE location. If the AMF determines based on the Selected PLMN ID and ULI (including Cell ID) received from the gNB that it is not allowed to operate at the present UE location the AMF should reject any NAS request with a suitable Cause value and, if known in AMF, inform the UE of the country of the UE location. If the UE is already registered to the network when the AMF determines that it is not allowed to operate at the present UE location, the AMF may initiate deregistration of the UE. The AMF should not reject the request or deregister the UE unless it has sufficiently accurate UE location information to determine that the UE is located in a country in which geographical area where the PLMN is not allowed to operate.
[bookmark: _GoBack]NOTE:	The area where the UE is allowed to operate can be determined based on the regulatory area where the PLMN is allowed to operate based on its licensing conditions.
If the AMF, based on the ULI, is not able to determine the UE's location with sufficient accuracy to make a final decision, the AMF proceeds with the Mobility Management or Session Management procedure and may initiate UE location procedure after the Mobility Management or Session Management procedure is complete, as specified in clause 6.10.1 of TS 23.273 [87], to determine the UE location. The AMF shall be prepared to deregister the UE if the information received from LMF indicates that the UE is registered to a PLMN that is not allowed to operate in the country of the UE location. In the case of a NAS procedure, the AMF should either reject any NAS request targeted towards a PLMN that is not allowed to operate in the country of the known UE location and indicate a suitable Cause value and, if known in AMF, the country of the UE location, or accept the NAS procedure and initiate deregistration procedure once the UE location is known. In the deregistration message to the UE, the AMF shall include a suitable Cause value and, if known in AMF, it may inform the UE of the country of the UE location. For UE processing of the cause value indicating that the PLMN is not allowed to operate in the country of the current UE location and the possibly associated country indication, see TS 23.122 [17] and TS 24.501 [47].
In the case of a handover procedure, if the (target) AMF determines that it is not allowed to operate at the current UE location, the AMF either rejects the handover, or accepts the handover and later deregisters the UE.
<<<Next change >>>
[bookmark: _Toc91148200]5.4.11.5	Network selection for NR satellite access
Network selection principles specified in clause 5.2.2 apply also for NR satellite access.
For NR satellite access, a UE with location capability should use its awareness of its location to select a PLMN that is allowed to operate in the country of the UE location as specified in TS 23.122 [17].
In order to ensure that the regulatory requirements are met, the network may be configured to enforce this UE choice by verifying the UE location, as described in clause 5.4.11.4.
<<<End of changes >>>

