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Abstract of the contribution: Solution proposal for KI#1 in roaming scenario.
1 Discussion
In SA2#149E meeting, the approved contribution(S2-2201773) defined the KI#1: Accessing EHE in a VPLMN when roaming, following aspects need to be solved:
2)	UE accessing V-EHE via a Home Routed (HR) PDU Session (i.e. with PSA in HPLMN).
	This scenario assumes the session breakout for the HR PDU Session is used to access EHE in VPLMN for EC application. 
	With a single PDU Session, UE can access an EHE in VPLMN and also the DN in HPLMN.
NOTE 2:	With a single PDU Session and (DNN+S-NSSAI), it can support both EC and non-EC applications in either roaming or non-roaming case. 
	To support such PDU Session, it needs to be studied how the UE can access the V-EHE via a HR PDU Session. Two sub-scenarios may be considered:
2.1)	HPLMN has the knowledge of EAS deployment information in VPLMN for specific services. The HPLMN triggers EAS discovery and local traffic routing in VPLMN.
2.2)	HPLMN does not have the knowledge of EAS deployment information in VPLMN. The VPLMN triggers EAS discovery and local traffic routing in VPLMN.
[bookmark: OLE_LINK1][bookmark: _Hlk97560699]This solution proposes an EAS (re)discovery procedure for 2.2) and solves the problem of accessing V-EHE via a PDU session with a PSA in HPLMN by transmitting a newly defined ‘EC enabling indicator’ between V-SMF and H-SMF and using the UL CL function to achieve local traffic routing to the V-EHE. This solution is based on the procedure of PDU session establishment for HR roaming as described in clause 4.3.2.2.2 of TS 23.502 and the EAS discovery procedure with EASDF as described in clause 6.2.3.2.2 of TS 23.548. The assumption is that HPLMN does not have the knowledge of EAS deployment information in VPLMN.
In the HR roaming scenario, the policies related to the PDU sessions are generated by the HPLMN and delivered to the VPLMN. However in the edge computing scenario, there is a high probability that the HPLMN does not have the knowledge of EAS deployment information in VPLMN, so the policies generated by the HPLMN are not applicable to the VPLMN, therefore this solution proposes that the HPLMN authorizes the VPLMN to manage the EC service and the VPLMN will provide the EC service after the HPLMN determines that it cannot provide EC service requested by UE. 
2 Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk93055440]It is proposed to update TR 23.700-48 as follows.

Start of change (all text is new)
[bookmark: _Ref93394262][bookmark: _Toc96679152]6.X	Solution X (KI#1): EAS (re)discovery procedure in roaming scenario
6.X.1   Description
KI#1 proposes the scenario: Accessing EHE in a VPLMN when roaming. This solution addresses one of these specific scenarios, i.e., UE accessing V-EHE for a PDU session with a PSA in HPLMN and assumes that HPLMN does not have the knowledge of EAS deployment information in VPLMN. 
This solution proposes EAS (re)discovery procedure in V-EHE by transmitting a newly defined EC enabling indicator between V-SMF and H-SMF and using the V-EASDF. The UL CL functionality is used to combine the features of HR and LBO roaming and steer local traffic to the local V-PSA. To minimize the impact of UE, UE is not aware of EASDF changing. The architecture is depicted in figure 6.X.1-1:
 [image: ]
Figure 6.X.1-1 Accessing V-EHE for a PDU session with a H-PSA architecture
NOTE :	Only some of the 5GS NFs that are the focus of this solution are shown in the above reference architecture figures. And this architecture is based on 5GS architecture as specified in TS 23.501.
[bookmark: _Hlk100217896]NOTE :	This EC enabling indicator means that VPLMN can apply the traffic offload related to EC service (e.g. UL CL insertion for EC traffic) without any further HPLMN control.
Editor's note:	It is FFS whether and how to support charging for the local traffic of a PDU session that supports local traffic routing to access an EHE in the VPLMN.
Editor's note:	How the solution work in case of DNS security is FFS

6.X.2   Procedures
6.X.2.1   EAS discovery procedure in roaming scenario
[bookmark: _Hlk98852680]When a UE that has established an HR PDU session expects to use edge computing service, the UE may send a DNS query to the serving network, the corresponding EAS discovery procedure is shown in figure 6.X.2.1-1:


Figure 6.X.2.1-1: EAS discovery procedure accessing V-EHE in roaming scenario
1.	UE requests PDU session establishment for HR roaming as described in clause 4.3.2.2.2 of TS 23.502. During the PDU Session Establishment procedure, the H-SMF selects H-EASDF as described in clause 6.3 of TS 23.501. The H-SMF may consider the UE subscription information to select an H-EASDF as the DNS server of the PDU Session. H-SMF sends H-EASDF IP address included in PCO to UE via V-SMF.
H-SMF may indicate to the UE either that for the PDU Session the use of the EDC functionality is allowed or that for the PDU Session the use of the EDC functionality is required.
H-SMF provides DNS message handling rules to H-EASDF by invoking Neasdf_DNSContext_Create Request. And H-EASDF responds with Neasdf_DNSContext_Create Response as described in clause 6.2.3.2.2 of TS 23.548.
2.	According to the SLA between application service provider and operator, when the Edge Computing enablers provided by 5GC are expected as described in clause 5.13 of TS 23.501, UE sends DNS query using EDC functionality towards H-EASDF.
3.	V-UPF delivers the DNS query to H-PSA via N9 tunnel and H-PSA delivers the DNS query to H-EASDF;
4.	H-EASDF sends the DNS message to H-SMF by invoking Neasdf_DNSContext_Notify Request (information from the DNS Query e.g. target FQDN of the DNS Query) if the DNS message handling rule is met as described in clause 6.2.3.2.2 of TS 23.548.
5.	H-SMF responds with Neasdf_DNSContext_Notify response.
[bookmark: OLE_LINK2]6.	Based on UE location information, target FQDN of the DNS Query and HPLMN EAS deployment information provided by HPLMN AF (or local configuration), H-SMF determines that HPLMN cannot provide the EC service requested by the UE. 
7.	H-SMF sends the IP address of H-EASDF and the DNS Query to V-SMF, in addition, H-SMF sends an EC enabling indicator to V-SMF to indicate that this DNS query needs to be resolved to EHE deployed in VPLMN and UE is unaware of potential EASDF changing.
NOTE:	Sending EC enabling indicator from H-SMF to V-SMF implies that the HPLMN authorizes VPLMN to manage the EC service according to the roaming agreement between these two operators.
8.	V-SMF receives the EC enabling indicator and selects the V-EASDF as the DNS server of the PDU Session as described in clause 6.3 of TS 23.501.
9.	V-SMF drives related DNS message handling rule based on the DNS query, EAS deployment information provided by V-PLMN AF and/or local configuration. And V-SMF sends this DNS message handling rule and the DNS query to V-EASDF via Neasdf_DNSContext_Update request.
10.	V-EASDF responds with Neasdf_DNSContext_Update response.
11.	V-EASDF handles the DNS query according to the DNS message handling rule and sends the DNS query to the DNS server in VPLMN, the DNS server returns the DNS response including EAS IP address to V-EASDF.
12.	V-EASDF sends the DNS response to the V-SMF by invoking Neasdf_DNSContext_Notify request including EAS information if the EAS IP address or the FQDN in the DNS response matches the DNS message detection template provided by the V-SMF as described in clause 6.2.3.2.2 of TS 23.548, and V-EASDF buffers this DNS response.
13.	V-SMF responds with Neasdf_DNSContext_Notify Response.
14.	Based on EAS information received from the V-EASDF in Neasdf_DNSContext_Notify and other UPF selection criteria, V-SMF may determine the DNAI and determine the associated N6 traffic routing information for the DNAI. V-SMF may perform V-UL CL and V-PSA selection and insertion as described in TS 23.502.
V-SMF configures the V-UL CL with CN tunnel info provided by V-UPF and AN tunnel info provided by serving AN. The traffic routing rules are provided to V-UL CL based on EAS information and H-EASDF IP address, e.g., V-UL CL routes the traffic to V-PSA if the IP packet with a destination address of H-EASDF or EAS and routes other traffic to V-UPF.
V-SMF configures V-PSA with EASDF IP replacement information (i.e., H-EASDF IP address and port number, V-EASDF IP address and port number). In uplink direction, V-PSA replaces the destination address of the DNS query from H-EASDF to V-EASDF; in downlink direction, V-PSA replaces the source address of the DNS response from V-EASDF to H-EASDF so that the UE does not aware EASDF changing.
Editor's note:	It is FFS how the V-SMF knows the N6 traffic routing information.
15. V-SMF invokes Neasdf_DNSContext_Update Request (DNS message handling rule). The DNS message handling rule with the Control Action "Send the buffered DNS response(s) message to UE" indicates the V-EASDF to send the DNS response buffered in step 12 to UE.
16.	V-EASDF responds with Neasdf_DNSContext_Update response.
17.	V-SMF returns a positive response related with EC enabling indicator to H-SMF;
18.	If it is indicated to send the buffered DNS response to UE in step 15, the V-EASDF sends the DNS response to the V-PSA.
19.	V-PSA replaces the source address from V-EASDF to H-EASDF in the DNS response based on the V-SMF instructions and sends this DNS response to the UE via V-UL CL.
6.X.2.2   EAS rediscovery procedure in roaming scenario
The support for EAS rediscovery indication procedure enables the UE to refresh stale EAS information stored locally so that the UE can trigger EAS discovery procedure to discover new EAS information as described in clause 6.2.3.3 of TS 23.548. The corresponding EAS rediscovery procedure is shown in figure 6.X.2.2-1:


Figure 6.X.2.2-1: EAS rediscovery procedure accessing V-EHE in roaming scenario
0.	The procedure in clause 6.X.2.1 executes with following difference to apply to EAS rediscovery:
   In step 1, the UE may indicate its support for refreshing stale EAS information stored locally corresponding to the impact field per the EAS rediscovery indication from network during the HR PDU Session Establishment procedure. 
In step 7, if the UE indicates such support, the H-SMF may send this indication to V-SMF by Nsmf_PDUsession_Update service.
NOTE:	If the UE indicates such support, V-SMF may store this indication in the PDU session context.
1a.	Due to the UE mobility the V-SMF triggers V-PSA insertion, change or removal for the PDU Session. The insertion, change or removal of V-PSA triggers EAS rediscovery.

1b. The V-AF triggers EAS relocation e.g. due to EAS load balance or maintenance, etc. and informs the V-SMF the related information indicating the EAS relocation. 
Editor's note:	It is FFS how V-AF and V-SMF know each other address and whether this assumes involvement of a V-PCF.
2.	V- SMF sends PDU Session Modification Command (EAS rediscovery indication, [impact field]) to UE as described in Step 2 of clause 6.2.3.3 of TS 23.548, with the following differences:
   V-SMF send the impact field with the EAS rediscovery indication if the UE support indication received from H-SMF;
If V-SMF may choose new DNS settings for the PDU Session, it does not provide them to UE. V-SMF may configure V-PSA with corresponding EASDF IP replacement information as described in clause 6.X.2.1.
UE refreshes DNS record according to EAS rediscovery indication received from V-SMF. 
3.	UE may trigger EAS discovery procedure to get new EAS information. This DNS query is sent to corresponding DNS server using IP address replacement in VPLMN.

6.X.3   Impacts on existing entities and interfaces
Editor's note:	this clause is FFS
H-SMF:
[bookmark: _Toc510607504][bookmark: _Toc518306738][bookmark: _Toc31192337][bookmark: _Toc31192497][bookmark: _Toc31192988][bookmark: _Hlk500857602]-	Determines that HPLMN cannot provide the EC service based on UE location information, target FQDN of the DNS Query and HPLMN EAS deployment information provided by HPLMN AF (or local configuration).
-	Sends H-EASDF IP address, the DNS Query and an EC enabling indicator to V-SMF via Nsmf_PDUSession_Update service operation.
[bookmark: OLE_LINK3]-	Sends the indication which indicates that UE supports to refresh stale EAS information stored locally corresponding to the impact field per the EAS rediscovery indication from network to V-SMF.

V-SMF:
-	Identifies the EC enabling indicator and manages the EC service for UE in VPLMN.
-	Sends the DNS query to V-EASDF via Neasdf_DNSContext_Update request.
-	Selects and inserts the V-UL CL and V-PSA based on local policy and does not need to interact with H-SMF.
-	Stores the indication which indicates that UE supports to refresh stale EAS information stored locally corresponding to the impact field per the EAS rediscovery indication from network in the PDU session context.

End of change
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